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1 Introduction

The WID of Rel-16 enhancements for NB-IoT and the WID of Rel-16 MTC enhancements for LTE were approved in RAN#80. The WIDs have been revised for several times and the lasted ones are approved in RAN#83 [1][2]. The following objective is included in both of these WIDs:
	Improved DL transmission efficiency and/or UE power consumption:
· Specify support for mobile-terminated (MT) early data transmission (EDT) [RAN2, RAN3]


In this paper, we will further discuss a remaining issue about early UE context retrieval in Msg2-based solution for UP MT-EDT and give our proposals. 
2 Discussion

In the basic procedure for Msg2-based solution for MT-EDT, the eNB (call it new eNB in the following text) will acquire DL data from core network after it gets CFRA preamble. For UP MT-EDT, the new eNB needs UE context to protect DL data in air interface. However, as the new eNB which gets UE paging response may be not the one (call it old eNB in the following text) in which the UE suspend connection last time, the new eNB cannot acquire the UE’s context by itself. This issue needs to be resolved if Msg2-based solution would be supported.

In [3], it has mentioned several possible solution options for this issue:

Option 1: ResumeID is transferred to MME in last suspend procedure and included in the following S1 paging message. An example procedure is in the following Figure 1:
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Figure 1

The main concern for this solution is, the AS layer information (resumeID and some security information) is sent to and stored in core network. This is not the traditional process. Moreover, as S1 paging message may be sent to several eNBs in the paging area, such information included in paging message would also be transmitted to multiple new eNBs. Generally, only one new eNB would receive the dedicated preamble as paging response, e.g., only this new eNB needs to initiate the UE context retrieval procedure. Therefore, the resumeID transmitted to the multiple eNBs might be useless and cause unnecessary signaling overhead.
Option 2: eNB UE S1AP ID information is used to identity UE context and included in the following S1 paging message. An example procedure is in the following Figure 2:
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Figure 2
In order to avoid transmitting the AS layer information to the MME, in this option, it suggests to indirectly identify the UE context by using the S1 interface identifier eNB UE S1AP ID which is assigned to the UE by the old eNB in last connection. The eNB UE S1AP ID is also sent to new eNB in the following S1 paging message in order that new eNB can use this information to acquire UE context from old eNB. However, similar to option 1, option 2 still has the issue that eNB UE S1AP ID need to be transmitted to multiple new eNBs and cause unnecessary signaling overhead.
Option 3: A temporary MT-EDT security context is construct and included in the following S1 paging message. An example procedure is in the following Figure 3:
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Figure 3

In the option 1 and 2, after new eNB gets the UE context identifier in the paging message and acquires the CFRA preamble from the UE, new eNB still needs to trigger legacy X2 UE context retrieval procedure. In order to further simplify the procedure, option 3 would define a temporary (partial) UE context. Such UE context would be transferred to MME in last suspend procedure. MME would include it in the following S1 paging message and send to one or more new eNBs. The new eNB which gets paging response from UE could directly use this temporary UE context and no need to trigger X2 procedure. Obviously, this option have similar issues as that in option 1, e.g., storing AS information in core network and unnecessarily sending UE context to several eNBs.

Observation 1: For early UE context retrieval between different eNBs for Msg2-based solution, the option 1~option3 have such issues as storing AS information in core network or unnecessarily sending UE context related information to several eNBs in S1 paging message.

With the above analysis, we have the following general thinking for suspend/resumption on the different eNBs:

· The reason why S-TMSI cannot be used for context retrieval is that there has no address of old eNB. Considering that MME can know the old eNB information for a certain UE, we could think another way for UE context retrieval with MME assistance. 
· Moreover, we think it’s unsuitable to send UE context related information to several eNBs in S1 paging message. In order to avoid that, new eNB can request UE context only after it gets paging response from UE. 
Based on above thinking, we suggest the following two alternative ways.

· Alternative 1: After getting paging response (CFRA preamble) from the UE, the new eNB sends request to MME for acquiring UE context. MME find the information of the old eNB and trigger old eNB to “push” context to new eNB. An example procedure is in the following Figure 4:
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· Alternative 2: After getting paging response (CFRA preamble) from the UE, the new eNB sends request to MME for acquiring UE context. MME further acquire UE context from old eNB. Then MME responses the new eNB with UE context. An example procedure is in the following Figure 5:
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Figure 5
Both alternative 1 and alternative 2 can avoid the issues of storing AS information in core network or unnecessarily sending UE context related information to several eNBs in S1 paging message. But the shortcoming may be more time for UE context retrieval, especially for the alternative 2. That means the UE needs to wait more time for Msg2 after finishing CFRA preamble transmission. In order to optimize this, with reference to previous option 3, it can also be considered to transfer UE context to MME in advance in last suspend procedure. Then the step 2 and 3 in Figure 5 can be skipped.
Proposal 1: It’s suggested RAN3 to discuss early UE context retrieval for Msg2-based solution and discuss the possible solutions among option 1~option 3 and alternative 1~alternative 2.
3 Conclusions

In this contribution, we have discussed a remaining issue about early UE context retrieval in Msg2-based solution for UP MT-EDT. We make the following observations and proposals:

Observation 1: For early UE context retrieval between different eNBs for Msg2-based solution, the option 1~option3 have such issues as storing AS information in core network or unnecessarily sending UE context related information to several eNBs in S1 paging message.

Proposal 1: It’s suggested RAN3 to discuss early UE context retrieval for Msg2-based solution and discuss the possible solutions among option 1~option 3 and alternative 1~alternative 2.
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