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Introduction

The purpose of the Reroute NAS Request procedure is to enable the AMF to request for a rerouting of the INITIAL UE MESSAGE message to another AMF.In addition to Allowed NSSAI IE, information provide by NSSF such as mapping of allowed NSSAI also need to be consider relay be RAN node. This contribution provides our consideration on this aspect. 
Discussion
Justification to reroute information provide NSSF
In current NGAP specification, the reason for RAN node relay Allowed NSSAI IE is based on specification of TS 23.502.
	TS 38.413
If the Allowed NSSAI IE is included in the REROUTE NAS REQUEST message, then the NG-RAN node shall propagate it in the rerouted INITIAL UE MESSAGE message as defined in TS 23.502 [10].


As shown in the annex 1in this contribution, in TS 23.502, it is clear described that information from NSSF need relay via RAN node.
	TS 23.502(Annex 1)
If the initial AMF has obtained the information as described at step 4b, that information is included. The (R)AN sends the Initial UE message to the target AMF (step 7b) indicating reroute due to slicing including the information from step 4b that the NSSF provided


The detail information which provide in step 4b includes many parameters. 
	TS 23.502(Annex 1)

step 4b
[Conditional] NSSF to Initial AMF: Response to Nnssf_NSSelection_Get (AMF Set or list of AMF addresses, Allowed NSSAI for the first access type, [Mapping Of Allowed NSSAI], [Allowed NSSAI for the second access type], [Mapping of Allowed NSSAI], [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause value(s))], [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI]


It is noting that NSSF may allocate mapping of allowed NSSAI together with allowed NSSAI for the UE. With out reroute mapping of allowed NSSAI to target AMF, the target AMF has to re access NSSF again for the information. Then the reroute procedure only contain allowed NSSAI is in vain.

Proposal 1: It is necessary to support carry information provided by NSSF in reroute procedure. 
Impact on specification
The detail format of information provided by NSSF is shown in Annex 2. 

The information includes allowed NSSAI and several other IE( rejected NSSAI ). 
Allowed NSSAI
While the definition of allowed NSSAI in TS 29.531 is different from definition in TS38.413. The detail format can be found in Annex 3. It is noting that in addition to definition of TS38.413, two IEs ( mapping NSSAI and NSI ) are defined in TS 29.531. Considering allowed NSSAI has already defined in TS38.413. Then it is proposal to add NSI and mapping S-NSSAI in allowed NSSAI and used in REROUTE NAS REQUEST message and INITIAL UE MESSAGE message. An example of modification is show in the below table.
9.3.1.31
Allowed NSSAI

This IE contains the allowed NSSAI.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Allowed S-NSSAI List
	
	1
	
	

	>Allowed S-NSSAI Item
	
	1..<maxnoofAllowedS-NSSAIs>
	
	

	>>S-NSSAI
	M
	
	9.3.1.24
	

	>>Mapping NSSAI
	O
	
	S-NSSAI
9.3.1.24
	This IE contains mapped S-NSSAI value of home network corresponding to the allowed S-NSSAI.
This IE present only in the case of Rerouting.

	>>NSI Information
	O
	
	OCTET STRING
	This IE contains information provided by NSSF and related to the network slice instance corresponding to the allowed S-NSSAI.

If present, this IE shall be transmitted transparent from the source Core network node to the target Core network node.
The octets of the OCTET STRING are encoded according to description in TS 29.531[XX].

The IE is encoded with JSON(JavaScript Object Notation) and receiver Croe network node decoded it with same way as from HTTP payload. 



Proposal 2: Adding NSI and mapping S-NSSAI for REROUTE NAS REQUEST message and INITIAL UE MESSAGE message.

Other information provide by NSSF
In addition to Allowed NSSAI, the information send from NSSF and need reroute to new AMF includes many other IEs. These information IEs can be found in Annex 2 in this contribution. 

If these information not reroute to the new AMF, then AMF again need to request to NSSF.Then it is necessary to reroute all these information provides from NSSF to new AMF. 

There are two methods to define the information. 

Method 1: Transparent container
Given the fact that these IEs are only apply for Core network, we propose to carry it in OCTET string format.In addition to slicing and AMF relate information, there are only three IEs need to reroute to new AMF. These IEs includes “configuredNssai”, “rejectedNssaiInPlMN”, “supportedFeature”.We propose to use a new IE Source to target AMF reroute container IE in these messages.

An example of Transparent container is defined as below:
Source to Target AMF reroute container
This IE is used to transparently pass information provide NSSF from the reroute source to the reroute target through the NG-RAN node; it is produced by the Source core network node and is transmitted to the target core network node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Target to Source AMF Reroute Container
	M
	
	OCTET STRING
	This IE includes a transparent container from the source Core network node to the target Core network node. The octets of the OCTET STRING are encoded according to Description in TS 29.531[XX].

Note: In the current version of the specification, this IE may carry “configuredNssai”, “rejectedNssaiInPlMN”, “nsiInformation”,“supportedFeature” as defined in TS 29.531[XX].


Method 2: Explicitly encoded

Another method to defined is to explicitly encode each IEs defined in TS29.531 in the TS 38.413 container. 

An example of explicitly encoded container is defined as below :
Source to Target AMF Information Reroute
This IE is used to transparently pass information provide NSSF from the source to the reroute target through the NG-RAN node; it is produced by the source core network node and is transmitted to the target core network node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Configured  NSSAI
	O
	
	OCTET STRING

(SIZE(128))
	The maximum number of S-NSSAI in Configured NSSAI is 16.This IE contains optional mapping S-NSSAI.
When present, this IE shall be transmitted transparent from the source Core network node to the target Core network node.

The octets of the OCTET STRING are encoded according to description in TS 29.531[XX]

	Rejected NSSAI in PLMN
	O
	
	OCTET STRING

(SIZE(32))
	This IE contain the rejected NSSAI(s) in the PLMN.

When present, this IE shall be transmitted transparent from the source Core network node to the target Core network node.

The octets of the OCTET STRING are encoded according to description in TS 29.531[XX].

	Rejected NSSAI in TA
	O
	
	OCTET STRING

(SIZE(32))
	This IE contain the rejected NSSAI(s) in the TA.

When present, this IE shall be transmitted transparent from the source Core network node to the target Core network node.

The octets of the OCTET STRING are encoded according to description in TS 29.531[XX].


 
Proposal 3: RAN3 to selects one of the method(transparent or explicit) to encode other information provided by NSSF in TS38.413.
3. Conclusion

In this contribution, proposals are:
Proposal 1: It is necessary to support carry information provided by NSSF in reroute procedure. 

Proposal 2: Adding NSI and mapping S-NSSAI for REROUTE NAS REQUEST message and INITIAL UE MESSAGE message.

Proposal 3: RAN3 to selects one of the method(transparent or explicit) to encode other information provided by NSSF in TS38.413.
4. References

TS 23.502

TS 38.413

TS 24.501
Annex 1 TS 23.502
4.2.2.2.3
Registration with AMF re-allocation

When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. when the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a Registration procedure.
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Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
The initial AMF and the target AMF register their capability at the NRF.

1.
Steps 1 and 2 of figure 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.
2.
If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration Request or if the Registration Request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9b of figure 4.2.2.2.2-1.

3a.
[Conditional] If the initial AMF needs UE's subscription information to decide whether to reroute the Registration Request and UE's slice selection subscription information was not provided by old AMF, the AMF selects a UDM as described in TS 23.501 [2], clause 6.3.8.

3b.
Initial AMF to UDM: Nudm_SDM_Get (SUPI, Slice Selection Subscription data).


The initial AMF request UE's Slice Selection Subscription data from UDM by invoking the Nudm_SDM_Get (see clause 5.2.3.3.1) service operation. UDM may get this information from UDR by Nudr_DM_Query(SUPI, Subscribed S-NSSAIs).
3c.
UDM to initial AMF: Response to Nudm_SDM_Get. The AMF gets the Slice Selection Subscription data including Subscribed S-NSSAIs. The UDM may provide indication that the subscription data for network slicing is updated for the UE.


UDM responds with slice selection data to initial AMF.

4a.
[Conditional] Initial AMF to NSSF: Nnssf_NSSelection_Get (Requested NSSAI, [Mapping Of Requested NSSAI], Subscribed S-NSSAI(s) with the default S-NSSAI indication, TAI, Allowed NSSAI for the other access type (if any), [Mapping of Allowed NSSAI], PLMN ID of the SUPI).


If there is a need for slice selection, (see clause 5.15.2.1 of TS 23.501 [2]), e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF by including Requested NSSAI, optionally Mapping Of Requested NSSAI, Subscribed S-NSSAIs with the default S-NSSAI indication, Allowed NSSAI for the other access type (if any), Mapping of Allowed NSSAI, PLMN ID of the SUPI and the TAI of the UE.

4b.
[Conditional] NSSF to Initial AMF: Response to Nnssf_NSSelection_Get (AMF Set or list of AMF addresses, Allowed NSSAI for the first access type, [Mapping Of Allowed NSSAI], [Allowed NSSAI for the second access type], [Mapping of Allowed NSSAI], [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause value(s))], [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI]).

The NSSF performs the steps specified in point (B) in clause 5.15.2.1 of TS 23.501 [2]. The NSSF returns to initial AMF the Allowed NSSAI for the first access type, optionally the Mapping Of Allowed NSSAI, the Allowed NSSAI for the second access type (if any), optionally the Mapping of Allowed NSSAI and the target AMF Set or, based on configuration, the list of candidate AMF(s). The NSSF may return NSI ID(s) associated to the Network Slice instance(s) corresponding to certain S-NSSAI(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI. The NSSF may return Configured NSSAI for the Serving PLMN, and possibly the associated mapping of the Configured NSSAI.

NOTE:
The NRF(s) returned by the NSSF, if any, belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2]) according to the deployment decision of the operator.

5.
[Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationCompleteNotify (failure cause ).


The initial AMF decides to reroute the NAS message to another AMF. The initial AMF sends a reject indication to the old AMF telling that the UE Registration procedure did not fully complete at the initial AMF. The old AMF continues as if the Namf_Communication_UEContextTransfer had never been received.
6a.
[Conditional] Initial AMF to NRF: Nnrf_NFDiscovery_Request (NF type, AMF Set).


If the initial AMF does not locally store the target AMF address, and if the initial AMF intends to use direct reroute to target AMF or the reroute via (NG-R)AN message needs to include AMF address, then the initial AMF invokes the Nnrf_NFDiscovery_Request service operation from the NRF to find a proper target AMF which has required NF capabilities to serve the UE. The NF type is set to AMF. The AMF Set is included in the Nnrf_NFDiscovery_Request.
6b.
[Conditional] NRF to AMF: Response to Nnrf_NFDiscovery_Request (list of (AMF pointer, AMF address, plus additional selection rules and NF capabilities)).


The NRF replies with the list of potential target AMF(s). The NRF may also provide the details of the services offered by the candidate AMF(s) along with the notification end-point for each type of notification service that the selected AMF had registered with the NRF, if available. As an alternative, it provides a list of potential target AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered NFs and required capabilities, a target AMF is selected by the initial AMF.


If the initial AMF is not part of the target AMF set, and is not able to get a list of candidate AMF(s) by querying the NRF with the target AMF set (e.g. the NRF locally pre-configured on AMF does not provide the requested information, the query to the appropriate NRF provided by the NSSF is not successful, or the initial AMF has knowledge that the initial AMF is not authorized as serving AMF etc.) then the initial AMF shall forward the NAS message to the target AMF via (R)AN executing step 7(B); the Allowed NSSAI and the AMF Set are included to enable the (R)AN to select the target AMF.

7(A).
If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target AMF, carrying the rerouted NAS message. The Namf_Communication_N1MessageNotify service operation includes the information enabling (R)AN to identify the N2 terminating point and the NAS message carried at step 1, and the UE's SUPI and MM Context if available. If the initial AMF has obtained the information from the NSSF as described at step 4b, that information except the AMF Set or list of AMF addresses is included. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE in the first message from target AMF to RAN in step 8.

7(B).
If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF via (R)AN unless the target AMF(s) are returned from the NSSF and identified by a list of candidate AMF(s), the initial AMF sends a Reroute NAS message to the (R)AN (step 7a). The Reroute NAS message includes the information about the target AMF and the Registration Request message carried at step 1 or resent at step 2 as defined in TS 24.501 [25]. If the initial AMF has obtained the information as described at step 4b, that information is included. The (R)AN sends the Initial UE message to the target AMF (step 7b) indicating reroute due to slicing including the information from step 4b that the NSSF provided.
8.
After receiving the Registration Request message transmitted at step 7(A)a or step 7(B)b, if no UE context is received from the initial AMF, the target AMF, based on rerouting due to slicing, continues with the Registration procedure from step 4 until 22 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF). If the UE context is received from the initial AMF, the target AMF continues with the Registration procedure from step 8 or step 9b (depending on whether it decides to reauthenticate the UE) or step 9c (if new NAS security context shall be applied) until step 22 of figure 4.2.2.2.2-1, skipping step 10. If the initial AMF decides to forward the NAS message to the target AMF (step 7(A), the first message from the target AMF to RAN (either Initial Context Setup Request, or Dowlink NAS Transport) contain the AMF name of the initial AMF.
Annex 2 AuthorizedNetworkSliceInfo in TS 29.531

6.1.6.2.2
Type: AuthorizedNetworkSliceInfo

Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo

	Attribute name
	Data type
	P
	Cardinality
	Description

	allowedNssaiList
	array(AllowedNssai)
	C
	1..N
	This IE shall be included if:

-
the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s); or

-
the "requestMapping" flag in the corresponding request was set to "true".
When present, this IE shall contain the allowed S-NSSAI(s) authorized by the NSSF in the serving PLMN per access type.

	configuredNssai
	array(ConfiguredSnssai)
	C
	1..N
	This IE shall be included if:

-
the NSSF did not receive any Requested NSSAI; or 

-
the Requested NSSAI includes an S-NSSAI that is not valid in the Serving PLMN; or

-
the NSSF has received "defaultConfiguredSnssaiInd" set to "true".

When present, this IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN.

	targetAmfSet
	string
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the target AMF set which shall be constructed from PLMN-ID (i.e. three decimal digits MCC and two or three decimal digits MNC), AMF Region Id (8 bit), and AMF Set Id (10 bit).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

Pattern: '^[0-9]{3}-[0-9]{2-3}-[A-Fa-f0-9]{2}-[0-3][A-Fa-f0-9]{2}$'

(NOTE 1)

	candidateAmfList
	array(NfInstanceId)
	O
	1..N
	This IE may be included by the NSSF based on configuration and if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the list of candidate AMF(s).

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the PLMN.

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE may be included by the NSSF if the NSSF received the Requested NSSAI and the subscribed S-NSSAI(s). When present, this IE shall contain the rejected NSSAI in the current TA.

	nsiInformation
	NsiInformation
	C
	0..1
	This IE shall be included by the NSSF if the NSSF received the S-NSSAI. (i.e. during PDU session establishment procedure)

This IE shall not be included if the "requestMapping" IE was included in the request message and was set to "true".

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported

	nrfAmfSet
	Uri
	O
	0..1
	This IE may be included by the NSSF based on configuration and if the target AMF Set is included.

When present, this IE shall contain the API URI of the NRF to be used to determine the list of candidate AMF(s) from the AMF Set.



	NOTE 1:
The NF Service Consumer uses the PLMN ID, AMF Region and AMF Set to perform a NF Discovery to the NRF.  


Annex 3 Allowed Snssai definition in TS 29.531
6.1.6.2.5
Type: AllowedSnssai
Table 6.1.6.2.5-1: Definition of type AllowedSnssai
	Attribute name
	Data type
	P
	Cardinality
	Description

	allowedSnssai
	Snssai
	M
	1
	This IE shall contain the allowed S-NSSAI in the serving PLMN.

	nsiInformation
	array(NsiInformation)
	O
	1..N
	This IE may be present when the NSSF provides the allowed NSSAI information to the NF service consumer (e.g AMF). If present, this IE shall include the information related to the network slice instance corresponding to the allowed S-NSSAI.

	mappedHomeSnssai
	Snssai
	O
	0..1
	When present, this IE shall contain the mapped S-NSSAI value of home network corresponding to the allowed S-NSSAI in the serving PLMN.
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