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	Reason for change:
	In [S2-1902738], SA2 agreed the the enforcement of the UP integrity protection. 
· it is responsibility of the NG-RAN to enforce that the maximum UP integrity protection data rate delivered to the UE in downlink is not exceeding the maximum supported data rate for integrity protection. 

At RAN3#103 meeting, it was agreed that the both the UL maximum integrity protected data rate and DL maximum integrity protected data rate are provided to the NG-RAN. 

Hence it requires to clearly indicate that only the DL IP is enforced by the NG-RAN no matter whether both the DL and UL IP data rate are provided respectively.


	
	

	Summary of change:
	Add the description on the enforcement of the maximum bit rate for integrity protection.
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· This CR has an impact under functional point of view. 
· The impact can be considered isolated because the change affects the UP integrity protection enforcement


	
	

	Consequences if not approved:
	It is ambiguous regarding the enforcement of the maximum bit rate for integrity protection.
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[bookmark: _Toc534932496]13.1	Overview and Principles
<Unchanged Text Omitted>

The maximum supported data rate for integrity protected DRBs is a UE capability indicated at NAS layer, with a minimum value of 64 kbps and a maximum value of the highest data rate supported by the UE. The maximum supported data rate for integrity protected DRBs in the DL is enforced by the gNB. The maximum supported data rate for integrity protected DRBs in the UL is enforced by the UE. In case of failed integrity check (i.e. faulty or missing MAC-I), the concerned PDU shall be discarded by the receiving PDCP entity.

<Unchanged Text Omitted>




