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3.2
Abbreviations
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5GC
5G Core Network

AMF
Access and Mobility Management Function

AP
Application Protocol

AS
Access Stratum

CM
Connection Management
CMAS
Commercial Mobile Alert Service
ETWS
Earthquake and Tsunami Warning System

F1-U
F1 User plane interface

F1-C
F1 Control plane interface

F1AP
F1 Application Protocol

FDD
Frequency Division Duplex

GTP-U
GPRS Tunnelling Protocol

IP
Internet Protocol

NAS
Non-Access Stratum

O&M
Operation and Maintenance

PWS
Public Warning System

QoS
Quality of Service

RET
Remote Electrical Tilting
RIM
Remote Interference Management
RNL
Radio Network Layer

RRC
Radio Resource Control

SAP
Service Access Point

SCTP
Stream Control Transmission Protocol

SFN
System Frame Number

SM
Session Management

SMF
Session Management Function

TDD
Time Division Duplex

TDM
Time Division Multiplexing

TMA
Tower Mounted Amplifier
TNL
Transport Network Layer
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7.x 
Remote Interference Management
7.x.1 
Overview

Remote Interference Management (RIM) aims to deal with the ‘remote interference’ caused by downlink signals of aggressor gNBs to the victim gNBs. The remote interference usually happens due to the atmospheric phenomenon and radio signals can travel a relatively long distance, causing interference between gNBs faraway located (e.g., 500 km). 
The involved gNBs are grouped into two sets: 

· Aggressor set: a group of gNBs whose downlink signals travel a long distance and interfere the uplink signals of another group of gNBs. Each gNB in the aggressor set is preconfigured with an unique set ID.

· Victim set: a group of gNBs whose uplink signals are interfered by the downlink signals of another group of gNBs.  Each gNB in the victim set is preconfigured with an unique set ID. 

When victim gNBs detects remote interferences, they transmit RIM reference signals (RIM-RS) over the air. The RIM-RS includes the information of set ID. When detecting the RIM-RS, the aggressor gNBs inform the victim gNBs about the detection of RIM-RS via NGAP UL/DL Configuration Transfer procedure. Both aggressor set and victim set may apply interference mitigation schemes according to OAM configuration.
After RIM-RS is disappeared at aggressor side, the aggressor gNBs inform victim gNBs about the disappearance of RIM-RS via NGAP UL/DL Configuration Transfer procedure. Then the aggressor gNBs restore the original configurations. The victim gNBs stop RIM-RS transmission upon reception of the “disappearance of RIM-RS” and may restore original configurations if interference mitigation scheme was applied. 
7.x.2
OAM Requirements

When the Remote Interference Management (RIM) is used to mitigate interference between two set of gNBs using NGAP signalling from an aggressor gNBs to victim gNBs, the following OAM requirements are applied.
· OAM configures each gNB with set IDs, associated RM-RSs configurations and radio resources.
· OAM configures the mapping between set ID and backhaul addresses of gNBs.
· In disaggregated gNB, OAM configures RIM related parameters to the gNB-DU directly.
7.x.3 
Inter-set Coordination

The inter-set coordination function utilizes UL/DL Configuration Transfer procedure by aggressor gNBs to inform RIM information (i.e., RM-RS detected, RM-RS disappeared) to victim gNBs.
In case of CU-DU split architecture, the aggressor gNB-DU detects the RIM-RS and informs the gNB-CU about the RIM-RS detection status. The victim gNB-CU distributes the RIM message to each gNB-DU in the set when receiving RIM message from AMF.
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