3GPP TSG-RAN WG3 Meeting #104
R3-192609
Reno, NV, USA, 13th May -17th May, 2019

Agenda item:
13.2.2(User plane)
Source:
Samsung
Title:
Further discussion on intra-donor transport scheme
Document for:
Discussion & Decision
1 Introduction
In last RAN3 meeting, Intra-donor transport schemes were extensively discussed, and the following agreement and working assumption are achieved:

	For 1:1 mapping, the use of GTP tunnel ID to identify a DRB between donor CU and donor DU is confirmed

WA: adopt IPv6 flow labels for 1:1 mapping; FFS whether to also use DSCP


One of key issues is whether the IPv6 flow label has enough number of bits to support 1:1 mapping. In order to solve this issue, an LS was sent to RAN2 as [1]. However, before getting the feedback from RAN2, we need further detailed analysis on the intra-donor transport schemes. In this contribution, we will address this topic and share our view.  
2 Discussions
2.1 Intra-donor transport schemes
Regardless of the security scheme, three schemes are mentioned in last meeting, which are shown in Fig. 1:

· Nested protocol stack
· non-Nested protocol stack: UP protocol stack e) during SI

· GTP-U proxy 
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Fig.1 Protocol stack for intra-donor transport

GTP-U proxy scheme needs significant change of IAB donor DU. For example, double GTP-U/UDP/IP protocol stack is needed. For IPSec-based security scheme, the two-hop of security should be supported; while for PDCP-based scheme, PDCP layer should be supported in IAB donor DU. In this sense, it is unnecessary to consider GTP-U proxy scheme. 

Proposal 1:GTP-U proxy scheme is not considered as the intra-donor transport scheme. 
2.2 Nested scheme vs non-Nested scheme  
In the following table, the comparison with respect to some key points are given. 
	Nested scheme 
	Non-Nested scheme

	1. legacy CU-DU split framework in terms of  
· Protocol stack: GTP-U/UDP/IP for F1-U, and F1AP/SCTP/IP for F1-C

· control plane: configure F1 interface and Uu interface
· User plane: flow control between gNB-CU and gNB-DU

· IP version independent: not rely on IP version

	· Protocol stack
Double GTP-U/UDP/IP stacks for user plane, and double F1AP/SCTP/IP stacks (╳)
· Control plane

F1AP should be enhanced to encapsulate another F1AP (╳)
· User plane

Flow control based on legacy F1-U 
· IP version independent:
IPv4 & IPv6

	· Protocol stack

No GTP-U/UDP at donor DU for user plane, and no F1AP/SCTP at donor DU for control plane (╳)
· Control plane 
F1AP configuring F1 interface inside donor   needs to configure F1 interface (i.e., IP layer) between IAB donor CU and IAB node (e.g., configure DSCP/flow label ) (╳)
· User plane

No flow control inside donor (╳)
· IP version independent:
IPv6 only  (╳)

	2. number of bearers supported by IAB node

	· Same as legacy F1
	· For IPv4, 2^6 bearers at most, and for IPv6 2^20 bearers at most  (╳)



	3. Applicable security scheme

The applicable security scheme is still under the evaluation of SA3. At this stage, it is better the selected scheme which is independent to decision of SA3. 

	· Support both IPSec and PDCP
	· Only applicable IPSec, which introduces additional performance degradation due to the complexity of IPSec  (╳)


From the above comparison, we can see that Nested scheme has less challenges. Thus, we prefer to Nested scheme.
Proposal 2: Compared to non-Nested scheme, it is better to apply the Nested scheme for intra-donor transport. 
2.3 Some issues for non-nested scheme 

In last RAN3 meeting, some operators express interesting on non-nested scheme. Especially, those operators mention that IPv6 support is not a big problem for their network, and IPv6 flow label is enough to identify bearers over one IAB node. Thus, we would like further analyzing the potential issues on supporting non-nested scheme.
· Issue 1: EN-DC support (flow label setting notification)
In nested scheme, the DL IP packet is routed to the IAB donor DU according to the IP address of the destination IAB node. In EN-DC case, the packets received by the IAB donor DU may be from different nodes, as shown in Fig. 2. In the figure, an UE has MN-terminated split bearer and SN-terminated SCG bearer, whose packets are routed from MeNB and IAB donor CU, respectively, to IAB donor DU. In non-nested scheme, the flow label in the IP packets are used to differentiate packets belonging to different DRBs. To achieve this, the flow label in the IP packets from MeNB should be different from that from the IAB donor CU. However, the current X2 interface does not have such scheme. 
Observation 1: to support EN-DC, the enhancement is needed to ensure that for the same destination IAB node, the IAB donor DU should be able to distinguish the packets of DRBs from MeNB with those from IAB donor CU. 
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Fig. 2 EN-DC support for non-nested scheme

· Issue 2: IP address update when IAB donor DU is changed
In non-nested scheme, the IP address of IAB-DU of an IAB node is related to the connected IAB donor DU. It is because that all packets towards an IAB node should be routed to the connected IAB donor DU first. In this sense, once the IAB donor DU is changed, the IP address of the IAB-DU of the IAB node should be changed. For example, as shown in Fig. 3, due to topology adaptation, IAB node 1 is migrated from IAB donor DU1 to the IAB donor DU2. Thus, the IP address of IAB-DU of IAB node 1 is changed from IP address 1 to IP address 2. This change results in that all GTP-U tunnels and TNL associations between IAB donor CU and such IAB node should be updated.  Furthermore, the child IAB nodes of IAB node 1 should update the IP address, i.e., update from IP address 3 to IP address 4 for IAB node 2, and update from IP address 5 to IP address 6 for IAB node 3. Those updates also results in the update of all GTP-U tunnels and TNL associations on those nodes. In this sense, with non-nested scheme, the migration of an IAB node may result in significant F1 signaling to update all related GTP-U tunnels and TNL associations.  
Observation 2: to support IAB node migration, the enhancement is needed to reduce the F1AP signaling used for update all related GTP-U tunnels and TNL associations. 
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Fig. 3 IP address update during migration procedure
· Issue 3: IP header exposure over wireless BH if IPSec is applied

     According to WID, security protection for F1 is required in IAB network. For non-nested scheme, only IPSec is applicable. However, IPSec cannot protect the source/destination IP address in each IP packet, which is exposed over the wireless backhaul. Whether or not this exposure is acceptable is not discussed before.  This needs SA3 further check, which can refer to our paper in [2]. 
Observation 3: to protect F1-U over wireless backhaul, SA3 further input is needed to check whether the exposure of IP addresses over wireless backhaul is acceptable or not. 
Proposal 3: if non-nested protocol stack is selected, the following issues should be solved:

· How to distinguish the packets of DRBs from MeNB with those from IAB donor CU in case of EN-DC
· How to reduce the F1AP signaling during the migration of IAB node
· Whether exposure of IP address over wireless backhaul is an issue or not. 

3 Conclusions
In this contribution, we analyze intra-donor transport schemes, and propose:
Proposal 1:GTP-U proxy scheme is not considered as the intra-donor transport scheme. 
Proposal 2: Compared to non-Nested scheme, it is better to apply the Nested scheme for intra-donor transport.
Proposal 3: if non-nested protocol stack is selected, the following issues should be solved:

· How to distinguish the packets of DRBs from MeNB with those from IAB donor CU in case of EN-DC
· How to reduce the F1AP signaling during the migration of IAB node

· Whether exposure of IP address over wireless backhaul is an issue or not. 
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