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1 Introduction
In last RAN3 meeting (RAN3#103bis), we discuss the IP address assignment issue. However, there are still some left-over issues. In this contribution, we will continuously address those issues. 

2 IP assignment of IAB-DU
In RAN3#103bis meeting, the following agreement is achieved:

	DU IP address needs to be different from MT IP address

DU IP address needs to be routable
IAB-DU IP address may be assigned by donor DU or by donor CU; if assigned by donor DU, DHCP is used (donor DU may act as DHCP server or as DHCP proxy)


 Meanwhile, RAN3 has the following common understanding:
	IP address assignment via OAM is not precluded; in this case this functionality needs to be coupled to the topology adaptation functionality


Observation 1: the IAB-DU’s IP address may be assigned by OAM, or IAB-donor DU, or IAB-donor CU. 

2.1 Signaling procedure for IP assignment of IAB-DU

The IP assignment procedure of each method is different, which is shown in Fig. 1:

· IP assignment via OAM 

In this method, the IAB-MT part of new IAB node should establish the PDU session with the OAM. Thus, the procedure is:

· Step 1: IAB-MT establishes PDU session with OAM

· Step 2: the OAM configuration including IP address of IAB-DU is sent to the IAB-MT via the established PDU session. 

· IP assignment via Donor CU

In this method, the IP address is configured via RRC message from IAB donor CU. During the PDU session establishment of IAB-MT, the IAB donor CU is already aware of the new accessing IAB node is an IAB node. Thus, the IP address can be sent via RRCReconfiguration message when establishing PDU session. 
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Fig. 1 Signaling procedures for different IP address assignment methods

· IP assignment via Donor DU

In this method, the DHCP server is deployed in IAB donor DU, and the DHCP messages for IP address assignment should be exchanged between IAB-DU part of new IAB node and IAB donor DU via the protocol stack as shown in Fig. 2. Specifically, in Fig.2, a BH RLC CH between new IAB node and IAB node 1 should be set up in order to forward DHCP related message. Meanwhile, the BAP (Backhaul adaptation protocol) layer should be specifically configured so that the destination address is set to the IAB donor DU. Then, the packets carrying DHCP messages from new IAB node will not be further forwarded to IAB donor CU (Note that, for normal UE data, the packet should be finally forwarded to IAB donor CU).  
With above consideration, the BH RLC CH should be configured for DHCP message. Thus, as shown in Fig. 1, the signaling procedure of IP address assignment is as follows:

· Step 1: IAB-MT establishes the PDU session with OAM. During this procedure, IAB donor CU should configure the BH RLC CH for DHCP message transfer. 
· Step 2:  The DHCP procedure is performed in order to derive the IP address of IAB-DU. 
[image: image2.emf]DHCP

UDP

IP

BAP

RLC

MAC/PHY

DU MT

New IAB node

BAP

RLC

MAC/PHY

DU MT

IAB node 1

BAP

RLC

MAC/PHY

IAB donor DU

BAP

RLC

MAC/PHY

DHCP

UDP

IP

BH RLC CH for 

DHCP traffic

BH RLC CH for 

DHCP traffic


Fig. 2 Protocol stack for IP assignment via IAB donor DU

2.2 Comparison of IP assignment schemes
· IP assignment via OAM 

Pros.: no specification impact
Cons.: 
· Adapt to topology adaptation: if UP protocol stack e) in TR38.874 is applied, the OAM should assign new IP address to IAB-DU as long as the donor DU is changed. In other words, OAM should be aware of topology adaptation.
· IP assignment via Donor CU

Pros: 

· Simple and fast: IP address can be derived via one RRC message, and it can happen during the initial access procedure of IAB-MT. Specifically, the IP address can be derived during the PDU session establishment procedure of IAB-MT

Cons.:

· Specification impact: RRC message needs to include IP address information
· IP address pool pre-configuration: the IAB donor CU should be pre-configured a pool of IP addresses 

· IP assignment via Donor DU

Pros.: reuse existing DHCP scheme
Cons.: 

· Specification impact:  a specific BH RLC CH should be set up to transmit DHCP based message.
· Deployment complexity:  DHCP server should be additionally deployed in the IAB donor DU, and DHCP client should be additionally deployed in each IAB node.

·  Adapt to topology adaption: once the IAB donor DU is changed, the specific BH RLC CH should be configured, and the DHCP related procedure should be implemented.  
Based on the above comparison, IP assignment via Donor DU is the more complex than other methods. Thus, we propose:

Proposal 1: the IP address of IAB-DU is not assigned by Donor DU via DHCP. 

2.3 Coexistence of OAM configuration and Donor CU configuration
After down-selecting IP assignment via IAB donor DU, whether two other methods can be coexist or not should be further discussed. According to Fig. 1, “IP assignment via Donor CU” can occur before “IP assignment via OAM”.  If IAB-DU does not obtain the IP address during the PDU session establishment, the IAB-DU can request IP address from OAM; otherwise, IAB-DU needn’t request IP address from OAM. 
Proposal 2: both “IP assignment via OAM” and “IP assignment via Donor CU” shall be supported in IAB network.

3 IAB donor CU IP address notification

Before establishing F1 interface with IAB donor CU, the IAB donor DU should derive the IP address of IAB donor CU. In legacy CU-DU split, the following description can be found in TS38.401:
	8.8
Multiple TNLAs for F1-C
In the following, the procedure for managing multiple TNLAs for F1-C is described.
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Figure 8.8-1: Managing multiple TNLAs for F1-C.
1.
The gNB-DU establishes the first TNLA with the gNB-CU using a configured TNL address. 

NOTE: 
The gNB-DU may use different source and/or destination IP end point(s) if the TNL establishment towards one IP end point fails. How the gNB-DU gets the remote IP end point(s) and its own IP address are outside the scope of this specification.
…


The highlight part indicates that the gNB-CU IP address notification to gNB-DU is out of 3GPP scope. 
Observation 2:  how to derive IP address of gNB-CU is not discussed in legacy CU-DU split structure. 
In legacy CU-DU split, the intuitive way is to be configured via OAM, which means that the gNB-CU is selected by the OAM. However, in IAB network, the IAB donor CU cannot be selected via OAM. Specifically, in standalone case, the connected IAB donor CU is determined by the cell selection of IAB-MT part; while in NSA case, the connection donor CU is selected by MeNB. Thus, to get IP address of IAB donor CU from OAM, the IAB node should provide additional information to the OAM when requesting the IAB configuration, e.g., the accessed Cell information, the gNB ID of accessed IAB donor CU, etc.  Those additional information can be also used by OAM to determine the configuration of IAB-DU (e.g., determine the serving cells of IAB-DU). 

Proposal 3: the IP address of the IAB donor CU can be obtained from the OAM on the condition that the IAB node can provide some information to OAM (e.g., the accessed Cell information, the gNB ID of accessed IAB donor CU, etc). 
The signaling procedure for OAM based method is given in Fig. 3. In the figure, the TNLA association is established after downloading OAM configuration, and then the F1 interface is established. 
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Fig. 3  Derivation of IP address of IAB donor CU via OAM

On the other hand, if IP address of IAB donor CU is informed by the IAB donor CU, the procedure is shown in Fig. 4. Specifically, IP addresses for both IAB-DU and IAB donor CU can be derived during the PDU session establishment procedure of IAB-MT. After that, the TNLA association can be established in parallel with OAM configuration downloading. Thus, this can speed up the F1 interface establishment procedure in IAB network. Such benefit is useful when IAB donor CU is changed, which can reduce the topology adaptation latency, and thereby reduce the service interruption time of the UEs served by the IAB node. 

Observation 3: if the IP address of IAB donor CU is informed via donor CU, during the IAB donor CU change, the topology adaptation latency and the interruption time of the UEs served by the IAB node can be reduced. 
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Fig. 4 Derivation of IP address of IAB donor CU via RRC

On the other hand, each IAB donor CU can serve multiple IAB nodes. So, it may use different IP addresses to connect with different IAB nodes, where each IP address represents one physical board card. The intention is to distribute the load to different cards.  That’s the reason of defining multiple SCTP associations over F1to allow the gNB-CU change the TNL association endpoint. In IAB network, IAB donor CU may be deployed with multiple physical board cards as well. To distribute the load over different cards, the IAB donor CU is the best entity of knowing the load status of each card. Then, it can select suitable card (with corresponding an IP address) to serve the new IAB node. For example, in Fig. 5, IAB donor CU has two board cards with IP addresses of IP_1 and IP_2, respectively. Five nodes (i.e., IAB donor DU 1/2, IAB node 1/2/3) are connected to IP_1, while only one node (i.e., IAB donor DU 3) is connected to IP_2. If a new IAB node, e.g., IAB node 4, is accessing, obviously, it is beneficial to let this node connecting to IP_2.  To achieve this, the IAB donor CU should be able to select the IP address connected by the IAB node and inform it to the IAB node. 
Observation 4: f the IP address of IAB donor CU is informed via donor CU, the IAB donor CU can balance the load among different IP addresses. 
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Fig. 5 IP address selection at the IAB donor CU

Based on the above discussion, we can some benefits by allowing IAB donor CU informing its IP address. So, we propose:

Proposal 4: the IP address of the IAB donor CU can be informed by IAB donor CU to IAB node.
4 Conclusions
In this contribution, we discuss IP address issue in IAB network, and propose:

Proposal 1: the IP address of IAB-DU is not assigned by Donor DU via DHCP. 
Proposal 2: both “IP assignment via OAM” and “IP assignment via Donor CU” shall be supported in IAB network.

Proposal 3: the IP address of the IAB donor CU can be obtained from the OAM on the condition that the IAB node can provide some information to OAM (e.g., the accessed Cell information, the gNB ID of accessed IAB donor CU, etc). 

Proposal 4: the IP address of the IAB donor CU can be informed to IAB node by IAB donor CU.
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