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Introduction

The introduction of IAB may impact core network, for example, some network functionalities are needed to be deployed to support IAB function. Therefore, the CN could be able to distinguish the normal UE access from the MT access. During last RAN3 meeting, IAB node indication to CN was discussed, and the following three solutions were considered:

Solution 1: Indication via Requested NSSAI (existing signaling)

IAB node connecting to the network sends an IAB-specific S-NSSAI inside the RRC Msg5 (RRC Setup Complete). The IAB-specific S-NSSAI can be configured by the operator.

Solution 2: Indication via new signalling

The IAB node explicitly indicates to the network its IAB capability, which would require a change to the RRC signaling. Furthermore, a new IAB capability indication IE would need to be introduced into the INITIAL UE MESSAGE
Solution 3: Indication via authorization info (existing signaling)

The UDM stores IAB-MT’s subscription data, including IAB node authorization. When the IAB-MT attaches to the network, the NGC may retrieve the IAB-node authorization information from UDM, and then send the IAB-node authorization to donor CU. 

In this contribution, we first discuss the IAB impact on CN, and then analyze the IAB node indication issue.

Discussion 

As we have discussed previously, authentication/authorization of the IAB node needs to be supported by the CN. The following agreements were made at the RAN3#103 meeting:

AMF includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages.

In order to support the IAB node authentication/authorization and other potential IAB functionalities, it is necessary to upgrade some NFs to serve IAB function. Generally speaking, the following two options can be considered to deploy the NFs supporting IAB features and which one to chooses depends on SA2. 

Option 1: Dedicated NF: dedicated NF refers to the NF only supporting functionalites used by IAB.

Option 2: Upgraded NF: It is a normal NF which is upgraded supports both UE and IAB node. 

Observation 1: Both Dedicated NF and Upgraded NF could support IAB function. 

According to 38.410, the interconnection of NG-RAN nodes to multiple AMFs is supported. Upon receiving MT’s RRC connection setup request, donor CU will select an AMF for the MT. If donor CU selects an AMF which does not support IAB function, the chosen AMF needs to find a new AMF and reroutes the Registration Request to the new AMF, which introduces extra access delay. Therefore, it is better for the AMF to inform donor CU of its IAB capability.

Observation 2: If donor CU selects an AMF not supporting IAB function for IAB node MT, the Registration Request has to be rerouted to a suitable AMF which supports IAB  function, which introduces extra access delay.

Proposal 1:  It is suggested that the AMF informs donor CU of its IAB support capability and the donor CU selects an AMF supporting IAB  function for IAB node MT.

For NSA deployment, we also have the agreement that MME includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages. It means that MME also needs to be upgraded to support IAB function or dedicated MMEs for IAB function are deployed. Similar to the SA deployment scenario, it is better for the MME to inform donor CU of its IAB capability.

Proposal 2: It is suggested that the MME informs donor CU of its IAB support capability.
During last meeting, we also discussed  IAB node indication to CN, the following 3 solutions were considered:

Solution 1: Indication via Requested NSSAI

Solution 2: Indication via new signalling

Solution 3: Indication via authorization information

In our opinion, if IAB-dedicated AMF is selected, there is no doubt that the accessing UE is an MT. If upgraded AMF is used, the AMF does not know whether it is UE or MT. In this case, the above three solutions can be considered to let the AMF know the MT identity. Among the three solutions, the first solution has no specification impact, and the AMF may be aware of the MT access based on the IAB-specific S-NSSAI. But the S-NSSAI-List is not mandatory in RRC Connection Complete message, so the IAB-specific S-NSSAI information is not always available. For the second solution, it imposes new NG interface signaling, resulting in additional specification impact. For the third solution, no specific indication is needed. Though IAB MT registration procedure has not been discussed by SA2, the registration procedure of V2X UE can be used as an example. The following shows part of Registration procedure [1].
	The Registration procedure for UE is performed as defined in TS 23.502 [7] with the following additions:

-
The UE includes the PC5 Capability for V2X (i.e. LTE PC5 only, NR PC5 only, both LTE and NR PC5) as part of the "5GMM capability" in the Registration Request message. The AMF stores this information for V2X operation. The PC5 Capability for V2X indicates whether the UE is capable of supporting V2X communication over PC5 reference point and which specific PC5 RAT(s) it supports.

-
The AMF determines whether the UE is authorized to use V2X communication over PC5 reference point based on UE's PC5 Capability for V2X and the subscription data (i.e. "V2X services authorized" indication and UE-PC5-AMBR per PC5 RAT, and cross-RAT PC5 control authorization if applicable) received from UDM.

-
If the UE is PC5 capable for V2X, and the UE is authorized to use V2X communication over PC5 reference point based on the subscription data, then the AMF shall include in the NGAP message sent to NG-RAN:

-
a "V2X services authorized" indication, indicating the UE is authorized to use V2X communication over PC5 reference point as Vehicle UE, Pedestrian UE or both.


The V2X UE includes the PC5 Capability for V2X as part of the "5GMM capability" in the Registration Request message. The AMF determines whether the UE is authorized to use V2X communication over PC5 reference point based on UE's PC5 Capability for V2X and the subscription data received from UDM, where the subscription data may include "V2X services authorized" indication.
Similarly, the UDM could also store IAB-MT’s subscription data which includes "IAB authorized" indication, and the AMF may know the accessing UE is an MT by requesting MT's subscription information from UDM. In this case, the IAB MT also need to include IAB Capability as part of the "5GMM capability" in the Registration Request message.

Obviously, solution 3 not only has less impact on the CN, but also imposes no specification impact. Hence, it is suggested to consider solution 3.

Observation 3:  If normal UE and MT share the same AMF, the AMF needs to know whether UE or MT is accessing.

Proposal 3: It is suggested to consider the IAB node indication to CN via authorization information.

Conclusion

In this contribution, we discussed some remaining issues in the IAB .

Observation 1: Both Dedicated NF and Upgraded NF could support IAB function. 

Observation 2: If donor CU selects an AMF not supporting IAB function for IAB node MT, the Registration Request has to be rerouted to a suitable AMF which supports IAB  function, which introduces extra access delay.

Observation 3:  If normal UE and MT share the same AMF, the AMF needs to know whether UE or MT is accessing.
Proposal 1:  It is suggested that the AMF informs donor CU of its IAB support capability and the donor CU to select an AMF supporting IAB  function for IAB node MT.
Proposal 2: It is suggested that the MME informs donor CU of its IAB support capability.
Proposal 3: It is suggested to consider the IAB node indication to CN via authorization information.
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