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Introduction
This contribution summarize the offline discussion on IAB OAM connectivity.  
CB: # 50_IAB_OAM

-  continue discussion: opt A or opt B?

- compromise possible?

- check scenario

- attempt WF

(HW)
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Discussion

About how to support the OAM connectivity in IAB node, we have the following two options :
· Option A: via normal PDU session (for SA) or PDN connection (for NSA)
The QoS required for OAM traffic is treated as normal UE’s PDU session (for SA) or PDN connection (for NSA). During the PDU session (for SA) or PDN connection (for NSA) establishment procedure, the Core Network provides the QoS information to the Donor. This option can also be used before the IAB node starts the normal operation, e.g. connecting to an applicable IAB/Donor cell.
In current network, the OAM server for a gNB-DU is not required to be connected to the UPF, thus this solution requires that the UPF has connectivity to the OAM server for the IAB node, which should involve the SA2 and SA5, or have impact on the network deployment, such deployment requirement can be left to operators’ implementation.


[image: image1.emf]RLC

Adapt

IAB-node 2

DU MT DU MT DU CU-UP

IAB-node 1 IAB-donor

UPF

MAC

MAC MAC

PDCP

SDAP

PDCP

SDAP

RLC

RLC GTP-U

UDP

IP

UDP

BH RLC channel MT͛s DRB

GTP-U

IP

GTP-U

UDP

IP

GTP-U

UDP

IP

TCP

IP

͟OAM͟

IP IP

OAM 

server

͟OAM͟

TCP

IP

RLC

Adapt

MAC

IP IP


Figure 1: protocol stack for OAM traffic via MT’s PDU session
· Option B: via the BH IP layer
In this option, the OAM traffic uses the IP layer on top of the adaptation layer. There is no PDU session (for SA) or PDN connection (for NSA) required for the IAB-MT. This option only works after the IAB-MT connects to an applicable IAB/Donor cell. 

For option B, about how to support QoS differentiation in wireless backhaul links,  multiple BH RLC channels with different QoS are used to carry different type of OAM traffics (e.g. alarms, traffic counter, commands, software downloading, etc. ). 

When multiple BH RLC channels are configured for different OAM traffics, the OAM server can mark different flow label/DSCP for those packets with different QoS requirement, and the IAB donor-DU will map OAM traffics to different BH RLC channels based on the flow label /DSCP. For uplink, the IAB node can mapping OAM traffic to BH RLC channel according to IAB donor-CU configuration. For this solution, some pre-configuration and coordination about the flow label/DSCP marking may required in the IAB’s OAM server and Donor-CU, for example, specific flow labels are reserved for OAM traffic and Donor-CU (and Security Gateway when IPSec Tunnel is used) shall not use those reserved flow labels. It is also possible to differentiate individual traffic flows with the IAB’s OAM server via the flow’s 5-tupel, as it is typical performed on GWs and UPFs, rather than via Flow Label/DSCP. However, these configurations can left to operator’s implementation. The mapping rules for the OAM traffic could be configured on the IAB donor-DU by the IAB donor-CU, such mapping configuration is similar to the F1-C/F1-U traffic mapping configuration for the IAB donor DU. The mapping could also be configured on the IAB-donor-CU via OAM.
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Figure 2: An example of protocol stack for OAM traffic via BH IP layer
3
Summary of the offline discussion

A brief summary about the offline discussion is shown in the following part.
Both option A and option B are feasible with some implementation requirement. Furthermore, it seems that both solutions could be supported with minimum standardization impacts (only stage-2 impact for the procedure of IAB integration). 
The mainly concern about the two options are:

1) option A enables earlier OAM connection for the IAB node, when compared to option B; 

2) option A requires OAM server for the IAB node being IP connected to UPF.

3) option B requires IPsec based security on OAM traffic security.

4) option B requires more preconfiguration and coordination about QoS mapping in OAM server and IAB donor CU (e.g. flow labels, DSCP or other IP-header fields reserved for OAM traffic, and shall not be used by Donor-CU-UP). 
5) option B cannot support OAM based parent selection.

6) option B requires re-establish the OAM connection when the IAB node’s IP address change after topology adaptation.
And Huawei try to propose a following wayforward and suggest a possible compromise way to support both solutions and leave it to configuration/implementation which solution the IAB-nodes should use and when the solution is used. 

Suggested wayforward: Both option A (i.e. the normal PDU session (for SA) or PDN connection (for NSA) based solution) and the option B (i.e. BH IP layer based solution) can be used for the OAM connectivity of IAB node, RAN3 will leave it to configuration/implementation about which option is used, no specification efforts are expected. 
Companies viewpoint about the above wayforward:
Huawei, Ericsson, ATT, ZTE, CATT, Qualcomm agree the above suggested wayforward for compromise.

Nokia prefers to capture the option A in stage 2 spec, and to notes that not preclude other implementation way, e.g. via BH IP layer.
Samsung can accept the suggested wayforward for compromise with above concern 1) , 3) and 4).
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