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1   Introduction
In RAN3 103bis meeting, it was agree on the TP for TR 37.816 in [1], and [2] captures the solution of MRO. And one FFS is left as follows:
5.3.2.4 

SN change failure in case of EN-DC, NGEN-DC, NE-DC and NR-DC (FFS)

In case of MR-DC, e.g. EN-DC, NGEN-DC, NE-DC and NR-DC, the SN can be configured with SRB3, and can trigger the SN change autonomously. According to the specification TS 37.340 [2], the SCG failure includes multiple causes of SCG RLF, SN change failure, SCG configuration failure, SCG RRC integrity check failure, etc. i.e. the SN change failure can be detected by the UE as one kind of SCG failure. During the period of SN change, the UE may suffer SN change failure due to unappropriate parameter setting of the triggering condition, e.g. too late SN change, too early SN change and wrong SN change (to another SN). 

The detection solution enabled by the RLF Indication and HO Report procedures can be reused, the corresponding messages may be signalled between the MN and SN, and/or among the involved SNs.

In this contribution, we mainly analyses the SN change failure in case of MR-DC. 
2   Discussion
In NR, NG-RAN supports new architectures including MR-DC, SCG failure may also occur frequently since so many option architectures are supported. As defined in [2], the SCG failure includes SCG RLF, SN change failure, SCG configuration failure, SCG RRC integrity check failure. 
SCG failure may occur during SN addition/change stage, and SN change failure usually occurs when SN is changing. Collection of SCG RLF and SN change failure events and related SN node measurements could be used to diagnose the reason that cause the failures. 
Currently, SN change can be triggered by MN or SN:
· MN trigger SN change: the UE can be configured with RRM event B1 or B2 that trigger measurement report, then the MN initiates the SN change by requesting the target SN to allocate resources for the UE based on the measurement report. In case of SN change failure, MN can adjust the parameters of event B1 or B2 to avoid the failure.
· SN trigger SN change: the UE can be configured with RRM event A5 that trigger measurement report, then the SN initiates the SN change by sending SgNB Change Required message which contains target SN ID information and other related SCG information to target SN based on the measurement report.

It can be seen that unreasonable parameter settings of event B1/B2/A5 may cause SCG failure which can be defined as SN change too early, too late or to wrong SN etc similar as LTE MRO. The detailed scenarios is described as follows:
SN change-related failures can be categorized as follows:

· Failures due to too late SN change triggering: an SCG failure occurs after the UE has stayed for a long period of time in the cell; the MN makes decisions for UE, making UE to establish the radio link connection in a different SN.

[image: image1.emf]MN

SN1(S)

SN change ok

SCGfailureinfo in SN1

SN2(T)

RLF


Figure1: too late SN change

· Failures due to too early SN change triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to re-establish the radio link connection in the source SN.
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                                                           Figure2: too early SN change
· Failures due to change to wrong SN triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to establish the radio link connection in a SN other than the source SN or target SN.
Therefore, the function of mobility robustness optimization needs to introduce the detection mechanisms for above scenarios. 

Proposal 1: It is proposed to define the following connection failure scenarios:

· Failures due to too late SN change triggering

· Failures due to too early SN change triggering
· Failures due to change to wrong SN triggering
In case of MN trigger SN change, MN can obtain the SCG failure information from UE directly when SCG RLF occurs. 

In case of SN trigger SN change, MN should inform the SN about the SN change failure to help SN adjust SN change related measurement event thresholds.
Proposal 2: It is proposed MN/SN to collect SCG failure events to help MR-DC related parameters adjustment.

3   Conclusion
In this contribution, the NR new feature impact on mobility optimization is discussed and get the following proposals:
Proposal 1: It is proposed to define the following connection failure scenarios:

· SCG failures due to too late SN change 

· SCG failures due to too early SN change 
· SCG failures due to change to wrong SN 
Proposal 2: It is proposed to MN/SN collect SCG failure events to help MR-DC related parameters adjustment.
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5   Text Proposal

Start of change
5.3.2.4 SN change failure in case of EN-DC, NGEN-DC, NE-DC and NR-DC
In case of MR-DC, e.g. EN-DC, NGEN-DC, NE-DC and NR-DC, the SN can be configured with SRB3, and can trigger the SN change autonomously. According to the specification TS 37.340 [2], the SCG failure includes multiple causes of SCG RLF, SN change failure, SCG configuration failure, SCG RRC integrity check failure, etc. i.e. the SN change failure can be detected by the UE as one kind of SCG failure. During the period of SN change, the UE may suffer SN change failure due to unappropriate parameter setting of the triggering condition, e.g. too late SN change, too early SN change and wrong SN change (to another SN). 
SN change-related failures can be categorized as follows:

· Failures due to too late SN change triggering: an SCG failure occurs after the UE has stayed for a long period of time in the cell; the MN makes decisions for UE, making UE to establish the radio link connection in a different SN.
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Figure1: too late SN change

· Failures due to too early SN change triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to re-establish the radio link connection in the source SN.
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                                                           Figure2: too early SN change
· Failures due to change to wrong SN triggering: an SCG failure occurs shortly after a successful SN change from a source SN to a target SN or a SN change failure occurs during the SN change procedure; the MN makes decisions for UE, making UE to establish the radio link connection in a SN other than the source SN or target SN.

The detection solution enabled by the RLF Indication and HO Report procedures can be reused, the corresponding messages may be signaled between the MN and SN, and/or among the involved SNs.
· In case of MN trigger SN change, MN can obtain the SCG failure information from UE directly when SCG RLF occurs. 

· In case of SN trigger SN change, MN should inform the SN about the SN change failure to help SN adjust SN change related measurement event thresholds.

End of change
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