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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
5G Core Network

5QI
5G QoS Identifier

AMF
Access and Mobility Management Function

CGI
Cell Global Identifier

CP
Control Plane

DL
Downlink

EPC
Evolved Packet Core

GUAMI
Globally Unique AMF Identifier

IMEISV
International Mobile station Equipment Identity and Software Version number

LMF
Location Management Function

N3IWF
Non 3GPP InterWorking Function

NGAP
NG Application Protocol

NRPPa
NR Positioning Protocol Annex

NSCI
New Security Context Indicator

NSSAI
Network Slice Selection Assistance Information

OTDOA
Observed Time Difference of Arrival

PSCell
Primary SCell 
RSN
Redundancy Sequence Number
SCG
Secondary Cell Group
SCTP
Stream Control Transmission Protocol

SMF
Session Management Function

S-NG-RAN node
Secondary NG-RAN node

S-NSSAI
Single Network Slice Selection Assistance Information

TAC
Tracking Area Code

TAI
Tracking Area Identity

TNLA
Transport Network Layer Association

UP
User Plane

UPF
User Plane Function
----------------------------------------------- Next change --------------------------------------------------------
8.2.1
PDU Session Resource Setup

8.2.1.1
General

The purpose of the PDU Session Resource Setup procedure is to assign resources on Uu and NG-U for one or several PDU sessions and the corresponding QoS flows, and to setup corresponding DRBs for a given UE. The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE SETUP REQUEST message shall contain the information required by the NG-RAN node to setup the PDU session related NG-RAN configuration consisting of at least one PDU session resource and include each PDU session resource to setup in the PDU Session Resource Setup Request List IE.

Upon reception of the PDU SESSION RESOURCE SETUP REQUEST message, if resources are available for the requested configuration, the NG-RAN node shall execute the requested NG-RAN configuration and allocate associated resources over NG and over Uu for each PDU session listed in the PDU Session Resource Setup Request List IE. 

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
For each requested PDU session, if resources are available for the requested configuration, the NG-RAN node shall establish at least one DRB and associate each accepted QoS flow of the PDU session to a DRB established. 
For each PDU session successfully established the NG-RAN node shall pass to the UE the PDU Session NAS-PDU IE, if included, and the value contained in the PDU Session ID IE received for the PDU session. The NG-RAN node shall not send to the UE the PDU Session NAS PDUs associated to the failed PDU sessions. 

If the NAS-PDU IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall pass it to the UE.
For each PDU session the NG-RAN node shall store the UL NG-U UP TNL Information IE included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as the uplink termination point for the user plane data for this PDU session.

For each PDU session, if the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may allocate for this split PDU session resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Setup Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
For each PDU session, if the Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet" or "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU session resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message.

For each PDU session for which the Maximum Integrity Protected Data Rate Downlink IE or the Maximum Integrity Protected Data Rate Uplink IE are included in the Security Indication IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the respective information and, if integrity protection is to be performed for the PDU session, it shall enforce the traffic limits corresponding to the received values, for the concerned PDU session and concerned UE, as specified in TS 23.501 [9].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message: 

-
if the Integrity Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane integrity protection for the concerned PDU session; 
-
if the Confidentiality Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane ciphering for the concerned PDU session.
For each PDU session for which the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the received value in the UE context and use it when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

For each PDU session in the PDU SESSION RESOURCE SETUP REQUEST message, if the Additional QoS Flow Information IE is included in the QoS Flow Level QoS Parameters IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may consider it for the DRB allocation process. It is up to NG-RAN node implementation to decide whether and how to use it.
For each QoS flow requested to be setup the NG-RAN node shall take into account the received QoS Flow Level QoS Parameters IE. For each QoS flow the NG-RAN node shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows: 

-
The NG-RAN node shall consider the priority level of the requested QoS flow, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the QoS flow setup has to be performed unconditionally and immediately. If the requested QoS flow is marked as "may trigger pre-emption" and the resource situation requires so, the NG-RAN node may trigger the pre-emption procedure which may then cause the forced release of a lower priority QoS flow which is marked as "pre-emptable". Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to "may trigger pre-emption", then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to "shall not trigger pre-emption", then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to "pre-emptable", then this QoS flow shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to "not pre-emptable", then this QoS flow shall not be included in the pre-emption process.

-
The NG-RAN node pre-emption process shall keep the following rules:

1.
The NG-RAN node shall only pre‑empt QoS flows with lower priority, in ascending order of priority.

2.
The pre-emption may be done for QoS flows belonging to the same UE or to other UEs.

For each QoS flow which has been successfully established, the NG-RAN node shall store the mapped E-RAB ID if included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as specified in TS 38.300 [8].
For each PDU session, if the RSN IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, set up MN terminated MCG bearers or SN terminated SCG bearer for the redundant transmission paired PDU session as specified in TS38.300 [8] and TS 23.501 [9]. 
The NG-RAN node shall report to the AMF in the PDU SESSION RESOURCE SETUP RESPONSE message the result for each PDU session resource requested to be setup: 

-
For each PDU session resource successfully setup, the PDU Session Resource Setup Response Transfer IE shall be included containing:

1.
The NG-U UP transport layer information to be used for the PDU session and associated list of QoS flows which have been successfully established, in the QoS Flow per TNL Information IE.

2.
The list of QoS flows which failed to be established, if any, in the QoS Flow Failed to Setup List IE. When the NG-RAN node reports unsuccessful establishment of a QoS flow, the cause value should be precise enough to enable the SMF to know the reason for the unsuccessful establishment.

-
For each PDU session resource which failed to be setup, the PDU Session Resource Setup Unsuccessful Transfer IE shall be included containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment.

For each PDU session resource successfully setup at the NG-RAN node, if the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE the NG-RAN node may allocate resources for an additional NG-U transport bearer for some or all QoS flows which it shall indicate in the Additional QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
Upon reception of the PDU SESSION RESOURCE SETUP RESPONSE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Setup Response Transfer IE or PDU Session Resource Setup Unsuccessful Transfer IE to the SMF associated with the concerned PDU session. 

The UE Aggregate Maximum Bit Rate IE should be sent to the NG-RAN node if the AMF has not sent it previously. If it is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
Interactions with Handover Preparation procedure:

If a handover becomes necessary during the PDU Session Resource Setup procedure, the NG-RAN node may interrupt the ongoing PDU Session Resource Setup procedure and initiate the Handover Preparation procedure as follows:

1.
The NG-RAN node shall send the PDU SESSION RESOURCE SETUP RESPONSE message in which the NG-RAN node shall indicate, if necessary, all the PDU session resources which failed to be setup with an appropriate cause value, e.g. "NG intra-system handover triggered", "NG inter-system handover triggered" or "Xn handover triggered".
2.
The NG-RAN node shall trigger the handover procedure.
----------------------------------------------- Next change --------------------------------------------------------
8.2.3
PDU Session Resource Modify

8.2.3.1
General

The purpose of the PDU Session Resource Modify procedure is to enable configuration modifications of already established PDU session(s) for a given UE. It is also to enable the setup, modification and release of the QoS flow for already established PDU session(s). The procedure uses UE-associated signalling.

8.2.3.2
Successful Operation
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Figure 8.2.3.2-1: PDU session resource modify: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE MODIFY REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE MODIFY REQUEST message shall contain the information required by the NG-RAN node, which may trigger the NG-RAN configuration modification for the existing PDU sessions listed in the PDU Session Resource Modify Request List IE.

Upon reception of the PDU SESSION RESOURCE MODIFY REQUEST message, if the NG-RAN configuration is triggered to be modified and if resources are available for the modified NG-RAN configuration, the NG-RAN node shall execute the configuration modification for the requested PDU session.

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.

For each PDU session, if the S-NSSAI IE is included in the PDU Session Resource Modify Request Item IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall replace the previously provided S-NSSAI by the received S-NSSAI for the concerned PDU session.

For each PDU session, if the Network Instance IE is included in the PDU Session Resource Modify Request Transfer IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9].

For each PDU session included in the PDU Session Resource Modify Request List IE:
-
For each QoS flow included in the QoS Flow Add or Modify Request List IE, based on the QoS Flow Level QoS Parameters IE, the NG-RAN node may establish, modify or release the DRB configuration and may change allocation of resources on NG or Uu accordingly. The NG-RAN node shall associate each QoS flow accepted to setup or modify with a DRB of the PDU session. The associated DRB for the QoS flow accepted to modify may not change.
-
For each QoS flow included in the QoS Flow to Release List IE, the NG-RAN node shall de-associate the QoS flow with the previously associated DRB.
-
The NG-RAN node shall pass the NAS-PDU IE received for the PDU session to the UE when modifying the PDU session configuration. The NG-RAN node does not send the NAS PDUs associated to the failed PDU sessions to the UE. 

-
The NG-RAN node may change allocation of resources on NG according to the requested target configuration.
-
If the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall store and use the received PDU Session Aggregate Maximum Bit Rate value when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
-
If the UL NG-U UP TNL Modify List IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall update the transport layer information for the uplink data accordingly for the concerned transport bearers identified by the DL NG-U UP TNL Information IE included in the PDU Session Resource Modify Request Transfer IE for the concerned PDU session.

-
If the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node may allocate resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Add or Modify Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Modify Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.

-
In case more than one NG-U transport bearers have been set up for the PDU session, if all the QoS flows associated to one existing NG-U transport bearer are included in the QoS Flow to Release List IE in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node and 5GC shall consider that the concerned NG-U transport bearer is removed for the PDU session, and both NG-RAN node and 5GC shall therefore consider the related NG-U UP TNL information as available again.
-    If the RSN IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall, if supported, set up MN terminated MCG bearers or SN terminated SCG bearer for the redundant transmission paired PDU session as specified in TS38.300 [8] and TS 23.501 [9].
The NG-RAN node shall report to the AMF, in the PDU SESSION RESOURCE MODIFY RESPONSE message, the result for each PDU session requested to be modified listed in the PDU SESSION RESOURCE MODIFY REQUEST message:

-
For each PDU session which is successfully modified, the PDU Session Resource Modify Response Transfer IE shall be included containing: 

1.
The list of QoS flows which have been successfully setup or modified, if any, in the QoS Flow Add or Modify Response List IE in case the PDU Session Resource Modify procedure is triggered by QoS flow setup or modification.

2.
The list of QoS flows which have failed to be setup or modified, if any, in the QoS Flow Failed to Add or Modify List IE in case the PDU Session Resource Modify procedure is triggered by QoS flow setup or modification.
-
For each PDU session which failed to be modified, the PDU Session Resource Modify Unsuccessful Transfer IE shall be included containing the failure cause.

-
For each PDU session, if the DL NG-U UP TNL Information IE is included in the PDU Session Resource Modify Response Transfer IE in the PDU SESSION RESOURCE MODIFY RESPONSE message, it shall be considered by the SMF as the new DL transport layer address(es) for the PDU session. The NG-RAN also may indicate the mapping between each new DL transport layer address and the corresponding UL transport layer address assigned by the 5GC.
Upon reception of the PDU SESSION RESOURCE MODIFY RESPONSE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Modify Response Transfer IE or PDU Session Resource Modify Unsuccessful Transfer IE to each SMF associated with the concerned PDU session.
The NG-RAN node shall, if supported, report in the PDU SESSION RESOURCE MODIFY RESPONSE message location information of the UE in the User Location Information IE.
For a PDU session or a QoS flow which failed to be modified, the NG-RAN node shall fall back to the configuration of the PDU session or the QoS flow as it was configured prior to the reception of the PDU SESSION RESOURCE MODIFY REQUEST message.

Upon reception of the PDU SESSION RESOURCE MODIFY REQUEST message to setup a QoS flow for IMS voice, if the NG-RAN node is not able to support IMS voice, the NG-RAN node shall initiate EPS fallback or RAT fallback for IMS voice procedure as specified in TS 23.501 [9] and report unsuccessful establishment of the QoS flow in the PDU Session Resource Modify Response Transfer IE or in the PDU Session Resource Modify Unsuccessful Transfer IE with cause value "IMS voice EPS fallback or RAT fallback triggered".

If the User Location Information IE is included in the PDU SESSION RESOURCE MODIFY RESPONSE message, the AMF shall handle this information as specified in TS 23.501 [9].
Interactions with Handover Preparation procedure:

If a handover becomes necessary during the PDU Session Resource Modify procedure, the NG-RAN node may interrupt the ongoing PDU Session Resource Modify procedure and initiate the Handover Preparation procedure as follows:

1.
The NG-RAN node shall send the PDU SESSION RESOURCE MODIFY RESPONSE message in which the NG-RAN node shall indicate, if necessary, all the PDU sessions failed with an appropriate cause value, e.g. "NG intra-system handover triggered", "NG inter-system handover triggered" or "Xn handover triggered".
2.
The NG-RAN node shall trigger the handover procedure. 

----------------------------------------------- Next change --------------------------------------------------------
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target NG-RAN node for the handover of a UE.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration and associated security;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

Upon reception of the UE History Information IE, which is included within the Source to Target Transparent Container IE of the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon receiving the PDU Session Resource Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall report to the AMF in the HANDOVER REQUEST ACKNOWLEDGE message the result for each PDU session resource requested to be setup. In particular, for each PDU session resource successfully setup, it shall include the Handover Request Acknowledge Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flow Setup Response List IE.

-
The Data Forwarding Accepted IE if the data forwarding for the QoS flow is accepted.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flow Failed to Setup List IE.
-
The UP transport layer information to be used for the PDU session.

-
The security result associated to the PDU session.
For each PDU session resource which failed to be setup, the Handover Resource Allocation Unsuccessful Transfer IE shall be included in the HANDOVER REQUEST ACKNOWLEDGE message containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the Handover Request Acknowledge Transfer IE or Handover Resource Allocation Unsuccessful Transfer IE to the SMF associated with the concerned PDU session.
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given PDU session within the Handover Request Transfer IE set to "data forwarding not possible", the target NG-RAN node may not include the DL Forwarding UP TNL Information IE and for intra-system handover the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that PDU session.
If the HANDOVER REQUEST message contains the RSN IE associated with a given PDU session within the Handover Request Transfer IE, the target NG-RAN, if support, use it for redundant PDU sessions setup as specified in TS38.300 [8] and TS 23.501 [9]. 
In case of intra-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow for which the DL Forwarding IE is set to "DL forwarding proposed", it may include the DL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE as forwarding tunnel for the QoS flows listed in the QoS Flow Setup Response List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

In case of intra-system handover, for each PDU session for which the Additional DL UP TNL Information for HO List IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall consider the included Additional DL NG-U UP TNL Information IE as the downlink termination point for the associated flows indicated in the Additional QoS Flow Setup Response List IE for this PDU session split in different tunnels and shall consider the Additional DL Forwarding UP TNL Information IE, if included, as the forwarding tunnel associated to these QoS flows.
In case of intra-system handover, if the target NG-RAN node accepts the data forwarding for a successfully configured DRB, the target NG-RAN node may include the DL Forwarding UP TNL Information IE for the DRB within the Data Forwarding Response DRB List IE within Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE, it indicates the target NG-RAN node has requested the forwarding of uplink data for the DRB.
In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL Forwarding IE is set to "DL forwarding proposed" for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding UP TNL Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Session Resources Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
The target NG-RAN node shall use the information in the Mobility Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the Location Reporting Request Type IE is included in the HANDOVER REQUEST message, the target NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.

If the Core Network Assistance Information IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use the information as specified in TS 33.501 [13].

If the NASC IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use it towards the UE as specified in TS 33.501 [13].

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context.

If the Redirection for voice EPS Fallback IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
After all necessary resources for the admitted PDU session resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.

Interactions with RRC Inactive Transition Report procedure:

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send the RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
----------------------------------------------- Next change --------------------------------------------------------
9.3.1.2
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the NGAP protocol.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TXnRELOCOverall expiry,

Successful handover,

Release due to NG-RAN generated reason,

Release due to 5GC generated reason,

Handover cancelled,

Partial handover,

Handover failure in target 5GC/NG-RAN node or target system,

Handover target not allowed,

TNGRELOCoverall expiry,

TNGRELOCprep expiry,

Cell not available,

Unknown target ID,

No radio resources available in target cell,

Unknown local UE NGAP ID,

Inconsistent remote UE NGAP ID,

Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell,

User inactivity,

Radio connection with UE lost,

Radio resources not available,

Invalid QoS combination,

Failure in the radio interface procedure,

Interaction with other procedure,

Unknown PDU Session ID,

Unknown QoS Flow ID,
Multiple PDU Session ID Instances,

Multiple QoS Flow ID Instances,

Encryption and/or integrity protection algorithms not supported,

NG intra-system handover triggered,

NG inter-system handover triggered,

Xn handover triggered,

Not supported 5QI value,
UE context transfer,
IMS voice EPS fallback or RAT fallback triggered,

UP integrity protection not possible,

UP confidentiality protection not possible,

Slice(s) not supported,

UE in RRC_INACTIVE state not reachable,

Redirection,

Resources not available for the slice(s),

UE maximum integrity protected data rate reason,

Release due to CN-detected mobility,
…, N26 interface not available, Release due to Pre-Emption,

DC for redundant transmission not support)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport resource unavailable,

Unspecified,
…)
	

	>NAS
	
	
	
	

	>>NAS Cause
	M
	
	ENUMERATED

(Normal release,

Authentication failure,

Deregister,
Unspecified, 

…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer syntax error,
Abstract syntax error (reject),
Abstract syntax error (ignore and notify),
Message not compatible with receiver state,

Semantic error,

Abstract syntax error (falsely constructed message),

Unspecified,

…)
	

	>Miscellaneous
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control processing overload, 

Not enough user plane processing resources,
Hardware failure,
O&M intervention,
Unknown PLMN,

Unspecified, 

…)
	


The meaning of the different cause values is described in the following tables. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	TXnRELOCOverall expiry
	The timer guarding the handover that takes place over Xn has abnormally expired.

	Successful handover
	Successful handover.

	Release due to NG-RAN generated reason
	Release is initiated due to NG-RAN generated reason.

	Release due to 5GC generated reason
	Release is initiated due to 5GC generated reason.

	Handover cancelled
	The reason for the action is cancellation of Handover.

	Partial handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from AMF contained PDU Session Resource to Release List IE or QoS flow to Release List and the source NG-RAN node estimated service continuity for the UE would be better by not proceeding with handover towards this particular target NG-RAN node.

	Handover failure in target 5GC/ NG-RAN node or target system
	The handover failed due to a failure in target 5GC/NG-RAN node or target system.

	Handover target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TNGRELOCoverall expiry
	The reason for the action is expiry of timer TNGRELOCoverall.

	TNGRELOCprep expiry
	Handover Preparation procedure is cancelled when timer TNGRELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown target ID
	Handover rejected because the target ID is not known to the AMF.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown local UE NGAP ID
	The action failed because the receiving node does not recognise the local UE NGAP ID.

	Inconsistent remote UE NGAP ID
	The action failed because the receiving node considers that the received remote UE NGAP ID is inconsistent.

	Handover desirable for radio reasons
	The reason for requesting handover is radio related.

	Time critical handover
	Handover is requested for time critical reason i.e., this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource optimisation handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce load in serving cell
	Load on serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	User inactivity
	The action is requested due to user inactivity on all PDU sessions, e.g., NG is requested to be released in order to optimise the radio resources.

	Radio connection with UE lost
	The action is requested due to losing the radio connection to the UE.

	Radio resources not available
	No requested radio resources are available.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.

	Failure in the radio interface procedure
	Radio interface procedure has failed.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown in the NG-RAN node.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknown in the NG-RAN node.

	Multiple PDU Session ID instances
	The action failed because multiple instance of the same PDU Session had been provided to the NG-RAN node.

	Multiple QoS Flow ID instances
	The action failed because multiple instances of the same QoS flow had been provided to the NG-RAN node.

	Encryption and/or integrity protection algorithms not supported
	The NG-RAN node is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	NG intra-system handover triggered
	The action is due to a NG intra-system handover that has been triggered.

	NG inter-system handover triggered
	The action is due to a NG inter-system handover that has been triggered.

	Xn handover triggered
	The action is due to an Xn handover that has been triggered.

	Not supported 5QI value
	The QoS flow setup failed because the requested 5QI is not supported.

	UE context transfer
	The action is due to a UE resumes from the NG-RAN node different from the one which sent the UE into RRC_INACTIVE state.

	IMS voice EPS fallback or RAT fallback triggered
	The setup of QoS flow is failed due to EPS fallback or RAT fallback for IMS voice using handover or redirection.

	UP integrity protection not possible
	The PDU session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU session cannot be accepted according to the required user plane confidentiality protection policy.

	Slice(s) not supported
	Slice(s) not supported.

	UE in RRC_INACTIVE state not reachable
	The action is requested due to RAN paging failure.

	Redirection
	The release is requested due to inter-system redirection or intra-system redirection.

	Resources not available for the slice(s)
	The requested resources are not available for the slice(s).

	UE maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum data rate for integrity protection supported by the UE.

	Release due to CN-detected mobility
	The context release is requested by the AMF because the UE is already served by another CN node (same or different system), or another NG interface of the same CN node.

	N26 interface not available
	The receiver shall consider that the action failed due to a temporary failure of the N26 interface.

	Release due to Pre-Emption
	Release is initiated due to pre-emption.

	DC for redundant transmission not support
	Failure to establish dual connectivity for the redundant PDU session setup


	Transport Layer cause
	Meaning

	Transport resource unavailable
	The required transport resources are not available.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related.


	NAS cause
	Meaning

	Normal release
	The release is normal.

	Authentication failure
	The action is due to authentication failure.

	Deregister
	The action is due to deregister.

	Unspecified
	Sent when none of the above cause values applies but still the cause is NAS related.


	Protocol cause
	Meaning

	Transfer syntax error
	The received message included a transfer syntax error.

	Abstract syntax error (reject)
	The received message included an abstract syntax error and the concerning criticality indicated "reject".

	Abstract syntax error (ignore and notify)
	The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".

	Message not compatible with receiver state
	The received message was not compatible with the receiver state.

	Semantic error
	The received message included a semantic error.

	Abstract syntax error (falsely constructed message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related.


	Miscellaneous cause
	Meaning

	Control processing overload
	Control processing overload.

	Not enough user plane processing resources
	Not enough resources are available related to user plane processing.

	Hardware failure
	Action related to hardware failure.

	O&M intervention
	The action is due to O&M intervention.

	Unknown PLMN
	The AMF does not identify any PLMN provided by the NG-RAN node.

	Unspecified failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.


----------------------------------------------- Next change --------------------------------------------------------
9.3.1.x
RSN
This IE defines Redundancy Sequence Number to be applied to a PDU Session.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PDU Session ID 
	M
	
	9.3.1.50
	

	Paired PDU Session ID 
	M
	
	9.3.1.50
	


----------------------------------------------- Next change --------------------------------------------------------
9.3.4.1
PDU Session Resource Setup Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	This IE shall be present when at least one Non-GBR QoS flow is being setup.
	YES
	reject

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Additional UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information List

9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s), for delivery of UL PDUs for split PDU session.
	YES
	reject

	Data Forwarding Not Possible
	O
	
	9.3.1.63
	This IE may be present in case of HANDOVER REQUEST message and shall be ignored otherwise.
	YES
	reject

	PDU Session Type
	M
	
	9.3.1.52
	
	YES
	reject

	Security Indication
	O
	
	9.3.1.27
	
	YES
	reject

	Network Instance
	O
	
	9.3.1.113
	
	YES
	reject

	QoS Flow Setup Request List
	
	1
	
	
	YES
	reject

	>QoS Flow Setup Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	RSN
	O
	
	9.3.1.x
	
	YES
	reject


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


----------------------------------------------- Next change --------------------------------------------------------
9.3.4.3
PDU Session Resource Modify Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	
	YES
	reject

	UL NG-U UP TNL Modify List
	
	0..1
	
	
	YES
	reject

	>UL NG-U UP TNL Modify Item
	
	1..<maxnoofMultiConnectivity>
	
	
	-
	

	>>UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	-
	

	>>DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	Identifies the NG-U transport bearer at the NG-RAN node.
	-
	

	Network Instance
	O
	
	9.3.1.113
	
	YES
	reject

	QoS Flow Add or Modify Request List
	
	0..1
	
	
	YES
	reject

	>QoS Flow Add or Modify Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	O
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	QoS Flow to Release List
	O
	
	QoS Flow List with Cause

9.3.1.13
	
	YES
	reject

	Additional UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information List

9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s) proposed for delivery of UL PDUs for split PDU session.
	YES
	reject

	RSN
	O
	
	9.3.1.x
	
	YES
	reject


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofMultiConnectivities
	Maximum no. of connectivity allowed for a UE. Value is 4. The current version of the specification supports up to 2 connectivity.


----------------------------------------------- Next change --------------------------------------------------------
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-DataForwardingNotPossible,


id-DL-NGU-UP-TNLInformation,


id-LastEUTRAN-PLMNIdentity,


id-MaximumIntegrityProtectedDataRate-DL,


id-NetworkInstance,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-RSN,

id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-S-NSSAI,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,

----------------------------------------------- Next change --------------------------------------------------------
-- C

----------------------------------------------- Next change --------------------------------------------------------
CauseRadioNetwork ::= ENUMERATED {


unspecified,


txnrelocoverall-expiry,


successful-handover,


release-due-to-ngran-generated-reason,


release-due-to-5gc-generated-reason,


handover-cancelled,



partial-handover,



ho-failure-in-target-5GC-ngran-node-or-target-system,


ho-target-not-allowed,


tngrelocoverall-expiry,

tngrelocprep-expiry,


cell-not-available,


unknown-targetID,


no-radio-resources-available-in-target-cell,


unknown-local-UE-NGAP-ID,


inconsistent-remote-UE-NGAP-ID,


handover-desirable-for-radio-reason,


time-critical-handover,


resource-optimisation-handover,


reduce-load-in-serving-cell,


user-inactivity,


radio-connection-with-ue-lost,


radio-resources-not-available,


invalid-qos-combination,


failure-in-radio-interface-procedure,


interaction-with-other-procedure,


unknown-PDU-session-ID,


unkown-qos-flow-ID,


multiple-PDU-session-ID-instances,


multiple-qos-flow-ID-instances,

encryption-and-or-integrity-protection-algorithms-not-supported,

ng-intra-system-handover-triggered,


ng-inter-system-handover-triggered,


xn-handover-triggered,


not-supported-5QI-value,


ue-context-transfer,


ims-voice-eps-fallback-or-rat-fallback-triggered,


up-integrity-protection-not-possible,


up-confidentiality-protection-not-possible,


slice-not-supported,


ue-in-rrc-inactive-state-not-reachable,


redirection,


resources-not-available-for-the-slice,


ue-max-integrity-protected-data-rate-reason,


release-due-to-cn-detected-mobility,


...,


n26-interface-not-available,


release-due-to-pre-emption,


DC-for-redundant-transmission-not-support
}

----------------------------------------------- Next change --------------------------------------------------------
-- P

----------------------------------------------- Next change --------------------------------------------------------
PDUSessionResourceModifyRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate


PRESENCE
optional}|


{ ID id-UL-NGU-UP-TNLModifyList



CRITICALITY reject
TYPE UL-NGU-UP-TNLModifyList




PRESENCE
optional}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE 
optional}|


{ ID id-QosFlowAddOrModifyRequestList

CRITICALITY reject
TYPE QosFlowAddOrModifyRequestList



PRESENCE
optional}|


{ ID id-QosFlowToReleaseList



CRITICALITY reject
TYPE QosFlowListWithCause





PRESENCE
optional}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList



PRESENCE
optional}|

{ ID id-RSN








CRITICALITY reject
TYPE RSN









PRESENCE 
optional},

...

}


----------------------------------------------- Next change --------------------------------------------------------
PDUSessionResourceSetupRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate


PRESENCE optional
}|


{ ID id-UL-NGU-UP-TNLInformation


CRITICALITY reject
TYPE UPTransportLayerInformation



PRESENCE mandatory
}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList



PRESENCE optional
}|


{ ID id-DataForwardingNotPossible


CRITICALITY reject
TYPE DataForwardingNotPossible



PRESENCE optional
}|


{ ID id-PDUSessionType





CRITICALITY reject
TYPE PDUSessionType







PRESENCE mandatory
}|


{ ID id-SecurityIndication




CRITICALITY reject
TYPE SecurityIndication






PRESENCE optional
}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional
}|


{ ID id-QosFlowSetupRequestList



CRITICALITY reject
TYPE QosFlowSetupRequestList




PRESENCE mandatory
}|

{ ID id-RSN








CRITICALITY reject
TYPE RSN









PRESENCE optional
},

...

}

----------------------------------------------- Next change --------------------------------------------------------
-- R

----------------------------------------------- Next change --------------------------------------------------------
RRCState ::= ENUMERATED {


inactive,


connected,


...
}

RSN ::= SEQUENCE {


pDUSessionID






PDUSessionID,


pairedPDUSessionID





PDUSessionID,


iE-Extensions






ProtocolExtensionContainer { {RSN-ExtIEs} }
OPTIONAL,


...

}

RSN-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

----------------------------------------------- Next change --------------------------------------------------------
-- **************************************************************

--

-- IEs

--

-- **************************************************************


id-AllowedNSSAI










ProtocolIE-ID ::= 0


id-AMFName











ProtocolIE-ID ::= 1


id-AMFOverloadResponse








ProtocolIE-ID ::= 2


id-AMFSetID











ProtocolIE-ID ::= 3


id-AMF-TNLAssociationFailedToSetupList




ProtocolIE-ID ::= 4


id-AMF-TNLAssociationSetupList






ProtocolIE-ID ::= 5


id-AMF-TNLAssociationToAddList






ProtocolIE-ID ::= 6


id-AMF-TNLAssociationToRemoveList





ProtocolIE-ID ::= 7


id-AMF-TNLAssociationToUpdateList





ProtocolIE-ID ::= 8


id-AMFTrafficLoadReductionIndication




ProtocolIE-ID ::= 9


id-AMF-UE-NGAP-ID









ProtocolIE-ID ::= 10


id-AssistanceDataForPaging







ProtocolIE-ID ::= 11


id-BroadcastCancelledAreaList






ProtocolIE-ID ::= 12

id-BroadcastCompletedAreaList






ProtocolIE-ID ::= 13


id-CancelAllWarningMessages







ProtocolIE-ID ::= 14

id-Cause











ProtocolIE-ID ::= 15


id-CellIDListForRestart








ProtocolIE-ID ::= 16

id-ConcurrentWarningMessageInd






ProtocolIE-ID ::= 17


id-CoreNetworkAssistanceInformation





ProtocolIE-ID ::= 18


id-CriticalityDiagnostics







ProtocolIE-ID ::= 19


id-DataCodingScheme









ProtocolIE-ID ::= 20


id-DefaultPagingDRX









ProtocolIE-ID ::= 21


id-DirectForwardingPathAvailability





ProtocolIE-ID ::= 22


id-EmergencyAreaIDListForRestart





ProtocolIE-ID ::= 23

id-EmergencyFallbackIndicator






ProtocolIE-ID ::= 24


id-EUTRA-CGI










ProtocolIE-ID ::= 25


id-FiveG-S-TMSI










ProtocolIE-ID ::= 26


id-GlobalRANNodeID









ProtocolIE-ID ::= 27


id-GUAMI











ProtocolIE-ID ::= 28


id-HandoverType










ProtocolIE-ID ::= 29


id-IMSVoiceSupportIndicator







ProtocolIE-ID ::= 30


id-IndexToRFSP










ProtocolIE-ID ::= 31


id-InfoOnRecommendedCellsAndRANNodesForPaging


ProtocolIE-ID ::= 32


id-LocationReportingRequestType






ProtocolIE-ID ::= 33


id-MaskedIMEISV










ProtocolIE-ID ::= 34


id-MessageIdentifier








ProtocolIE-ID ::= 35


id-MobilityRestrictionList







ProtocolIE-ID ::= 36


id-NASC












ProtocolIE-ID ::= 37


id-NAS-PDU











ProtocolIE-ID ::= 38


id-NASSecurityParametersFromNGRAN





ProtocolIE-ID ::= 39


id-NewAMF-UE-NGAP-ID








ProtocolIE-ID ::= 40


id-NewSecurityContextInd







ProtocolIE-ID ::= 41


id-NGAP-Message










ProtocolIE-ID ::= 42

id-NGRAN-CGI










ProtocolIE-ID ::= 43


id-NGRANTraceID










ProtocolIE-ID ::= 44


id-NR-CGI











ProtocolIE-ID ::= 45


id-NRPPa-PDU










ProtocolIE-ID ::= 46


id-NumberOfBroadcastsRequested






ProtocolIE-ID ::= 47


id-OldAMF











ProtocolIE-ID ::= 48


id-OverloadStartNSSAIList







ProtocolIE-ID ::= 49


id-PagingDRX










ProtocolIE-ID ::= 50


id-PagingOrigin










ProtocolIE-ID ::= 51


id-PagingPriority









ProtocolIE-ID ::= 52


id-PDUSessionResourceAdmittedList





ProtocolIE-ID ::= 53


id-PDUSessionResourceFailedToModifyListModRes


ProtocolIE-ID ::= 54

id-PDUSessionResourceFailedToSetupListCxtRes


ProtocolIE-ID ::= 55


id-PDUSessionResourceFailedToSetupListHOAck



ProtocolIE-ID ::= 56


id-PDUSessionResourceFailedToSetupListPSReq



ProtocolIE-ID ::= 57


id-PDUSessionResourceFailedToSetupListSURes



ProtocolIE-ID ::= 58


id-PDUSessionResourceHandoverList





ProtocolIE-ID ::= 59

id-PDUSessionResourceListCxtRelCpl





ProtocolIE-ID ::= 60


id-PDUSessionResourceListHORqd






ProtocolIE-ID ::= 61


id-PDUSessionResourceModifyListModCfm




ProtocolIE-ID ::= 62

id-PDUSessionResourceModifyListModInd




ProtocolIE-ID ::= 63

id-PDUSessionResourceModifyListModReq




ProtocolIE-ID ::= 64

id-PDUSessionResourceModifyListModRes




ProtocolIE-ID ::= 65

id-PDUSessionResourceNotifyList






ProtocolIE-ID ::= 66

id-PDUSessionResourceReleasedListNot




ProtocolIE-ID ::= 67

id-PDUSessionResourceReleasedListPSAck




ProtocolIE-ID ::= 68


id-PDUSessionResourceReleasedListPSFail




ProtocolIE-ID ::= 69

id-PDUSessionResourceReleasedListRelRes




ProtocolIE-ID ::= 70

id-PDUSessionResourceSetupListCxtReq




ProtocolIE-ID ::= 71

id-PDUSessionResourceSetupListCxtRes




ProtocolIE-ID ::= 72

id-PDUSessionResourceSetupListHOReq





ProtocolIE-ID ::= 73

id-PDUSessionResourceSetupListSUReq





ProtocolIE-ID ::= 74

id-PDUSessionResourceSetupListSURes





ProtocolIE-ID ::= 75

id-PDUSessionResourceToBeSwitchedDLList




ProtocolIE-ID ::= 76

id-PDUSessionResourceSwitchedList





ProtocolIE-ID ::= 77

id-PDUSessionResourceToReleaseListHOCmd




ProtocolIE-ID ::= 78

id-PDUSessionResourceToReleaseListRelCmd



ProtocolIE-ID ::= 79

id-PLMNSupportList









ProtocolIE-ID ::= 80

id-PWSFailedCellIDList








ProtocolIE-ID ::= 81

id-RANNodeName










ProtocolIE-ID ::= 82


id-RANPagingPriority








ProtocolIE-ID ::= 83


id-RANStatusTransfer-TransparentContainer



ProtocolIE-ID ::= 84


id-RAN-UE-NGAP-ID









ProtocolIE-ID ::= 85


id-RelativeAMFCapacity








ProtocolIE-ID ::= 86


id-RepetitionPeriod









ProtocolIE-ID ::= 87


id-ResetType










ProtocolIE-ID ::= 88


id-RoutingID










ProtocolIE-ID ::= 89


id-RRCEstablishmentCause







ProtocolIE-ID ::= 90

id-RRCInactiveTransitionReportRequest




ProtocolIE-ID ::= 91


id-RRCState











ProtocolIE-ID ::= 92


id-SecurityContext









ProtocolIE-ID ::= 93


id-SecurityKey










ProtocolIE-ID ::= 94


id-SerialNumber










ProtocolIE-ID ::= 95


id-ServedGUAMIList









ProtocolIE-ID ::= 96


id-SliceSupportList









ProtocolIE-ID ::= 97


id-SONConfigurationTransferDL






ProtocolIE-ID ::= 98


id-SONConfigurationTransferUL






ProtocolIE-ID ::= 99


id-SourceAMF-UE-NGAP-ID








ProtocolIE-ID ::= 100


id-SourceToTarget-TransparentContainer




ProtocolIE-ID ::= 101


id-SupportedTAList









ProtocolIE-ID ::= 102


id-TAIListForPaging









ProtocolIE-ID ::= 103


id-TAIListForRestart








ProtocolIE-ID ::= 104

id-TargetID











ProtocolIE-ID ::= 105


id-TargetToSource-TransparentContainer




ProtocolIE-ID ::= 106

id-TimeToWait










ProtocolIE-ID ::= 107


id-TraceActivation









ProtocolIE-ID ::= 108


id-TraceCollectionEntityIPAddress





ProtocolIE-ID ::= 109

id-UEAggregateMaximumBitRate






ProtocolIE-ID ::= 110


id-UE-associatedLogicalNG-connectionList



ProtocolIE-ID ::= 111


id-UEContextRequest









ProtocolIE-ID ::= 112


id-UE-NGAP-IDs










ProtocolIE-ID ::= 114


id-UEPagingIdentity









ProtocolIE-ID ::= 115


id-UEPresenceInAreaOfInterestList





ProtocolIE-ID ::= 116

id-UERadioCapability








ProtocolIE-ID ::= 117


id-UERadioCapabilityForPaging






ProtocolIE-ID ::= 118


id-UESecurityCapabilities







ProtocolIE-ID ::= 119


id-UnavailableGUAMIList








ProtocolIE-ID ::= 120


id-UserLocationInformation







ProtocolIE-ID ::= 121

id-WarningAreaList









ProtocolIE-ID ::= 122


id-WarningMessageContents







ProtocolIE-ID ::= 123


id-WarningSecurityInfo








ProtocolIE-ID ::= 124


id-WarningType










ProtocolIE-ID ::= 125


id-AdditionalUL-NGU-UP-TNLInformation




ProtocolIE-ID ::= 126


id-DataForwardingNotPossible






ProtocolIE-ID ::= 127


id-DL-NGU-UP-TNLInformation







ProtocolIE-ID ::= 128


id-NetworkInstance









ProtocolIE-ID ::= 129


id-PDUSessionAggregateMaximumBitRate




ProtocolIE-ID ::= 130


id-PDUSessionResourceFailedToModifyListModCfm


ProtocolIE-ID ::= 131

id-PDUSessionResourceFailedToSetupListCxtFail


ProtocolIE-ID ::= 132


id-PDUSessionResourceListCxtRelReq





ProtocolIE-ID ::= 133


id-PDUSessionType









ProtocolIE-ID ::= 134


id-QosFlowAddOrModifyRequestList





ProtocolIE-ID ::= 135


id-QosFlowSetupRequestList







ProtocolIE-ID ::= 136


id-QosFlowToReleaseList








ProtocolIE-ID ::= 137


id-SecurityIndication








ProtocolIE-ID ::= 138


id-UL-NGU-UP-TNLInformation







ProtocolIE-ID ::= 139


id-UL-NGU-UP-TNLModifyList







ProtocolIE-ID ::= 140

id-WarningAreaCoordinates







ProtocolIE-ID ::= 141


id-PDUSessionResourceSecondaryRATUsageList



ProtocolIE-ID ::= 142


id-HandoverFlag










ProtocolIE-ID ::= 143


id-SecondaryRATUsageInformation






ProtocolIE-ID ::= 144


id-PDUSessionResourceReleaseResponseTransfer


ProtocolIE-ID ::= 145


id-RedirectionVoiceFallback







ProtocolIE-ID ::= 146


id-UERetentionInformation







ProtocolIE-ID ::= 147


id-S-NSSAI











ProtocolIE-ID ::= 148


id-PSCellInformation








ProtocolIE-ID ::= 149


id-LastEUTRAN-PLMNIdentity







ProtocolIE-ID ::= 150


id-MaximumIntegrityProtectedDataRate-DL




ProtocolIE-ID ::= 151


id-AdditionalDLForwardingUPTNLInformation



ProtocolIE-ID ::= 152


id-AdditionalDLUPTNLInformationForHOList



ProtocolIE-ID ::= 153


id-AdditionalNGU-UP-TNLInformation





ProtocolIE-ID ::= 154


id-AdditionalDLQosFlowPerTNLInformation




ProtocolIE-ID ::= 155


id-SecurityResult









ProtocolIE-ID ::= 156


id-ENDC-SONConfigurationTransferDL





ProtocolIE-ID ::= 157


id-ENDC-SONConfigurationTransferUL





ProtocolIE-ID ::= 158

id-RSN 












ProtocolIE-ID ::= xxx

END
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