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---------------------------- Start of 1st change ---------------------------
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5QI
5G QoS Identifier

AMF
Access and Mobility Management Function

CGI
Cell Global Identifier

CP
Control Plane
DL
Downlink
EN-DC
E-UTRA-NR Dual Connectivity

E-RAB
E-UTRAN Radio Access Bearer

GUAMI
Globally Unique AMF Identifier

IAB                     

Integrated Access and Backhaul
IMEISV
International Mobile station Equipment Identity and Software Version number

MCG
Master Cell Group

M-NG-RAN node
Master NG-RAN node
NGAP
NG Application Protocol
NSSAI
Network Slice Selection Assistance Information

RANAC
RAN Area Code

SCG
Secondary Cell Group
SCTP
Stream Control Transmission Protocol
S-NG-RAN node
Secondary NG-RAN node
S-NSSAI
Single Network Slice Selection Assistance Information
SUL
Supplementary Uplink

TAC
Tracking Area Code

TAI
Tracking Area Identity

UL
Uplink

UPF
User Plane Function



---------------------------- End of 1st change ---------------------------


---------------------------- Start of 2nd change ---------------------------
8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an NG-RAN node for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep.
If the Signalling TNL association address at source NG-C side IE is included in the HANDOVER REQUEST message the target NG-RAN node shall behave as specified in TS 23.502 [13].
For each E-RAB ID IE included in the QoS Flow To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

At reception of the HANDOVER REQUEST message the target NG-RAN node shall prepare the configuration of the AS security relation between the UE and the target NG-RAN node by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE, as specified in TS 33.501 [28].

Upon reception of the PDU Session Resource Setup List IE, contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as specified in TS 38.413 [5] for the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU session resources. When the target NG-RAN node reports the unsuccessful establishment of a PDU session resource, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.

For each PDU session if the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resources To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall store the received PDU Session Aggregate Maximum Bit Rate in the UE context and use it when enforcing traffic policing for non-GBR QoS flows for the concerned UE as specified in TS 23.501 [7].
For each QoS flow for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DL Forwarding IE set to "DL forwarding proposed" within the QoS Flows To Be Setup List IE in the PDU Session Resource To Be Setup List IE in the HANDOVER REQUEST message. For each PDU session that the target NG-RAN node decides to admit the data forwarding for at least one QoS flow, the target NG-RAN node includes the PDU Session level DL data forwarding GTP-U Tunnel Endpoint IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Admitted Response Transfer IE contained in the PDU Sessions Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.
For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. The source NG-RAN node may include the QoS Flow Mapping Indication IE in the Source DRB to QoS Flow Mapping List IE to indicate that only the uplink or downlink QoS flow is mapped to the DRB. If the target NG-RAN node decides to use the same DRB configuration and to map the same QoS flows as the source NG-RAN node, the target NG-RAN node includes the DL Forwarding GTP Tunnel Endpoint IE within the Data Forwarding Response DRB List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this DRB.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding GTP Tunnel Endpoint IE for a given DRB in the Data Forwarding Response DRB List IE within Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted List IE and the source NG-RAN node accepts the data forwarding proposed by the target NG-RAN node, the source NG-RAN node shall perform forwarding of uplink data for the DRB.

If the HANDOVER REQUEST includes PDU session resources for PDU sessions associated to S-NSSAIs not supported by target NG-RAN, the target NG-RAN shall reject such PDU session resources. In this case, and if at least one PDU Session Resource To Be Setup Item IE is admitted, the target NG-RAN shall send the HANDOVER REQUEST ACKNOWLEDGE message including the PDU Session Resources Not Admitted List IE listing corresponding PDU sessions rejected at the target NG-RAN.
If the Mobility Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
store the information received in the Mobility Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE, except when one of the PDU sessions has a particular ARP value (TS 23.501 [7]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
use this information to select proper RNA(s) for the UE when moving the UE to RRC_INACTIVE.

-
not contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
consider that no roaming and no access restriction apply to the UE.

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as specified in TS 32.422 [23].

If the Index to RAT/Frequency Selection Priority IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall store this information and use it as defined in TS 23.501 [7].
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].

For each PDU session, if the Network Instance IE is included in the PDU Session Resource To Be Setup List IE, the target NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", the target NG-RAN node shall perform user plane integrity protection or ciphering, respectively. If the NG-RAN node is not able to perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or the Confidentiality Protection Indication IE is set to "preferred", the target NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively and shall notify the SMF whether it succeeded the user plane integrity protection or ciphering or not for the concerned security policy.

For each PDU session for which the Maximum Integrity Protected Data Rate IE is included in the Security Indication IE in the PDU Session Resources To Be Setup List IE, the NG-RAN node shall store the respective information and, if integrity protection is to be performed for the PDU session, it shall enforce the traffic corresponding to the received Maximum Integrity Protected Data Rate IE, for the concerned PDU session and concerned UE, as specified in TS 23.501 [7].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "not needed", the target NG-RAN node shall not perform user plane integrity protection or ciphering, respectively, for the concerned PDU session

If the Location Reporting Information IE is included in the HANDOVER REQUEST message, then the target NG-RAN node should initiate the requested location reporting functionality as defined in TS 38.413 [5].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
If the IAB node indication IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, consider the UE as an IAB node.
---------------------------- End of 2nd change ---------------------------
---------------------------- Start of 3rd change ---------------------------
9.1.1.1
HANDOVER REQUEST

This message is sent by the source NG-RAN node to the target NG-RAN node to request the preparation of resources for a handover.

Direction: source NG-RAN node ( target NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.3.1
	
	YES
	reject

	Source NG-RAN node UE XnAP ID reference
	M
	
	NG-RAN node UE XnAP ID
9.2.3.16
	Allocated at the source NG-RAN node
	YES
	reject

	Cause
	M
	
	9.2.3.2
	
	YES
	reject

	Target Cell Global ID
	M
	
	9.2.3.25
	Includes either an E-UTRA CGI or an NR CGI
	YES
	reject

	GUAMI
	M
	
	9.2.3.24
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>NG-C UE associated Signalling reference
	M
	
	AMF UE NGAP ID

9.2.3.26
	Allocated at the AMF on the source NG-C connection.
	–
	

	>Signalling TNL association address at source NG-C side
	M
	
	CP Transport Layer Information

9.2.3.31
	This IE indicates the AMF’s IP address of the SCTP association used at the source NG-C interface instance.
	–
	

	>UE Security Capabilities
	M
	
	9.2.3.49
	
	–
	

	>AS Security Information
	M
	
	9.2.3.50
	
	–
	

	>Index to RAT/Frequency Selection Priority
	O
	
	9.2.3.23
	
	–
	

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.3.17
	
	–
	

	>PDU Session Resources To Be Setup List
	
	1
	9.2.1.1
	Similar to NG-C signalling, containing UL tunnel information per PDU Session Resource;

and in addition, the source side QoS flow ( DRB mapping
	–
	

	>RRC Context
	M
	
	OCTET STRING
	Either includes the HandoverPreparationInformation message as defined in subclause 10.2.2. of TS 36.331 [14], if the target NG-RAN node is an ng-eNB,

or the HandoverPreparationInformation message as defined in subclause 11.2.2 of TS 38.331 [10], if the target NG-RAN node is a gNB.
	–
	

	>Location Reporting Information
	O
	
	9.2.3.47
	Includes the necessary parameters for location reporting.
	–
	

	>Mobility Restriction List
	O
	
	9.2.3.53
	
	–
	

	Trace Activation
	O
	
	9.2.3.55
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.32
	
	YES
	ignore

	UE History Information
	M
	
	9.2.3.64
	
	YES
	ignore

	UE Context Reference at the S-NG-RAN node
	O
	
	
	
	YES
	ignore

	>Global NG-RAN Node ID
	M
	
	9.2.2.3
	
	–
	

	>S-NG-RAN node UE XnAP ID
	M
	
	NG-RAN node UE XnAP ID

9.2.3.16
	
	–
	

	IAB node indication
	O
	
	ENUMERATED (true, ...)
	
	YES
	reject


---------------------------- End of 3rd change ---------------------------

---------------------------- Start of 4th change --------------------------
9.3.4
PDU Definitions

-- ASN1START

-- **************************************************************

--

-- PDU definitions for XnAP.

--

-- **************************************************************

XnAP-PDU-Contents {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

ngran-access (22) modules (3) xnap (2) version1 (1) xnap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


ActivationIDforCellActivation,


ActivationIDforCellActivation,


AMF-Set-Information,


AMF-UE-NGAP-ID,


AS-SecurityInformation,


AssistanceDataForRANPaging,

BitRate,

Unaffected parts are skipped

I-RNTI,

IABNodeIndication,

LocationReportingInformation,


LowerLayerPresenceStatusChange,


ServedCells-E-UTRA,

Unaffected parts are skipped

id-ExpectedUEBehaviour,


id-GlobalNG-RAN-node-ID,


id-GUAMI,


id-IABNodeIndication,

id-indexToRatFrequSelectionPriority,


id-List-of-served-cells-E-UTRA,


id-List-of-served-cells-NR,


id-LocationReportingInformation,
Unaffected parts are skipped
-- **************************************************************

--

-- HANDOVER REQUEST

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container
{{HandoverRequest-IEs}},


...

}

HandoverRequest-IEs XNAP-PROTOCOL-IES ::= {


{ ID id-sourceNG-RANnodeUEXnAPID


CRITICALITY reject
TYPE NG-RANnodeUEXnAPID






PRESENCE mandatory}|


{ ID id-Cause







CRITICALITY reject
TYPE Cause









PRESENCE mandatory}|


{ ID id-targetCellGlobalID




CRITICALITY reject
TYPE Target-CGI








PRESENCE mandatory}|


{ ID id-GUAMI







CRITICALITY reject
TYPE GUAMI









PRESENCE mandatory}|


{ ID id-UEContextInfoHORequest



CRITICALITY reject
TYPE UEContextInfoHORequest





PRESENCE mandatory}|


{ ID id-TraceActivation





CRITICALITY ignore
TYPE TraceActivation






PRESENCE optional }|


{ ID id-MaskedIMEISV





CRITICALITY ignore
TYPE MaskedIMEISV







PRESENCE optional }|


{ ID id-UEHistoryInformation



CRITICALITY ignore
TYPE UEHistoryInformation





PRESENCE mandatory}|


{ ID id-UEContextRefAtSN-HORequest


CRITICALITY ignore
TYPE UEContextRefAtSN-HORequest



PRESENCE optional|


{ ID id-IABNodeIndication





CRITICALITY reject
TYPE IABNodeIndication







PRESENCE optional}},


...

}
---------------------------- End of 4th change --------------------------
---------------------------- Start of 5th change --------------------------
9.3.5
Information Element definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

XnAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

ngran-access (22) modules (3) xnap (2) version1 (1) xnap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS

Unaffected parts are skipped
-- I

IABNodeIndication
 ::= ENUMERATED {true,...}
I-RNTI ::= CHOICE {


i-RNTI-full


BIT STRING (SIZE(40)), 


i-RNTI-short

BIT STRING (SIZE(24)),


choice-extension
ProtocolIE-Single-Container { {I-RNTI-ExtIEs} }
}

I-RNTI-ExtIEs XNAP-PROTOCOL-IES ::= {


...

}
---------------------------- End of 5th change --------------------------
---------------------------- Start of 6th change --------------------------
9.3.7
Constant definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

XnAP-Constants {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

ngran-Access (22) modules (3) xnap (2) version1 (1) xnap-Constants (4) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS


ProcedureCode,


ProtocolIE-ID

FROM XnAP-CommonDataTypes;

Unaffected parts are skipped
id-PDUSessionToBeReleased-RelReqAck
















ProtocolIE-ID ::= 104
id-S-NG-RANnodeMaxIPDataRate

















ProtocolIE-ID ::= 105

id-PDUSession-List-withDataForwardingRequest













ProtocolIE-ID ::= 106
id-IABNodeIndication



















ProtocolIE-IE ::= xxx
END

-- ASN1STOP


source  NG-RAN node
target  NG-RAN node
HANDOVER REQUEST
HANDOVER REQUEST ACKNOWLEDGE



