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1   Introduction
In RAN2, it was agreed that the enabling/disabling of ciphering or integrity protection can be changed only by releasing and adding the DRB, and changing the setting during Reconfiguration with sync is prohibited [1]. 
However, the Security Indication IE is contained in the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message over E1, which implies the CU-CP can request the CU-UP to modify the security setting during the bearer context modification procedures. This may result in a misunderstanding.
In this paper, we clarify the above misunderstanding.

2   Discussion
In TS38.413, the Security Indication IE is not included in the PDU SESSION RESOURCE MODIFY REQUEST message, which implies that the 5G Core shall not request NG-RAN to change the enabling/disabling of ciphering or integrity protection during the PDU session resource modification procedure. Hence, the CU-CP cannot request the CU-UP to change the enabling/disabling of ciphering or integrity protection during the PDU session resource modification procedure. That is, the value for Integrity Protection Indication IE and Confidentiality Protection Indication IE cantained in the Security Indication IE cannot be changed after the PDU session resource is set up.  

Proposal 1: The value for Integrity Protection Indication IE and Confidentiality Protection Indication IE cantained in the Security Indication IE cannot be changed after the PDU session resource is set up.
If Proposal 1 is agreeable, it seems Security Indication IE contained in the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message is not needed. Regarding to this, there are two options:

Option 1: Delete the Security Indication IE contained in the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message. 
Option 2: Clarify that the value for Integrity Protection Indication IE and Confidentiality Protection Indication IE cannot be changed after the PDU session resource is set up in the semantics description.

Considering the backward compatibility, and the change of Maximum Integrity Protected Data Rate may be supported during the bearer context modification procedures [2], we perfer to Option 2.
Proposal 2: Clarify that the value for Integrity Protection Indication IE and Confidentiality Protection Indication IE cannot be changed after the PDU session resource is set up in the semantics description. 

3   Conclusion
In this paper, we do a clarification on security indication in the modification procedure over E1 interface, and we have the following proposals: 
Proposal 1:
The value for Integrity Protection Indication IE and Confidentiality Protection Indication IE cantained in the Security Indication IE cannot be changed after the PDU session resource is set up.
Proposal 2:
Clarify that the value for Integrity Protection Indication IE and Confidentiality Protection Indication IE cannot be changed after the PDU session resource is set up in the semantics description.
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