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8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: S-NG-RAN node Addition Preparation, successful operation

----------------------------Skip no change part----------------------------------------------------------------------------------------
If the Security Result IE is included in the PDU Session Resource Setup Info – SN terminated IE of the S-NODE ADDITION REQUEST message, the S-NG-RAN node shall perform user plane integrity protection or ciphering, according to the Security Result IE, for the split PDU session. If the S-NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required" as specified in TS 33.501 [28]. If the M-NG-RAN node or S-NG-RAN node is an ng-eNB, for PDU session for which the Integrity Protection Indication IE is set to "preferred", S-NG-RAN node shall include the Security Result IE as “not performed” in the PDU Session Resource Setup Response Info – SN terminated IE, as specified in TS 33.501 [28].
----------------------------Skip no change part----------------------------------------------------------------------------------------
--------------------------------------------------------Next Change--------------------------------------------------------
8.3.3.2
Successful Operation
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Figure 8.3.3.2-1: M-NG-RAN node initiated S-NG-RAN node Modification Preparation, successful operation
----------------------------Skip no change part----------------------------------------------------------------------------------------
If the Security Result IE is included in the PDU Session Resource Setup Info – SN terminated IE of the S-NODE MODIFICATION REQUEST message, the S-NG-RAN node shall perform user plane integrity protection or ciphering, according to the Security Result IE, for the split PDU session. If the S-NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required” as specified in TS 33.501 [28]. If the M-NG-RAN node or S-NG-RAN node is an ng-eNB, for PDU session for which the Integrity Protection Indication IE is set to "preferred", S-NG-RAN node shall include the Security Result IE as “not performed” in the PDU Session Resource Setup Response Info – SN terminated IE, as specified in TS 33.501 [28].
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