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1 Introduction
During SI stage, the UP protocol stack was extensively discussed, and the final agreement is that the IP layer is terminated to the accessing IAB node. However, even under such agreement, different options are on the table. In this contribution, we will analyze those options, and give our view. 
2 Discussions
Regardless of the security scheme, there are three options for UP protocol stacks:

· Option 1: Nested protocol stack

As shown in Fig.1, for a UE DRB, two tunnels are set up: one is between IAB-donor CU and accessing IAB node, and one is between IAB-donor CU and IAB-donor DU. In this sense, the GTP-U packets to/from the accessing IAB node (e.g., IAB node 2) are encapsulated via another GTP-U/UDP/IP inside the IAB donor node. 

· Pros:

· reuse the legacy F1-U

· The flow control of F1-U protocol can be additionally applied inside IAB-donor  
· Cons.: 
· additional overhead inside IAB donor
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Fig. 1 Nested protocol stack
· Option 2: non-nested protocol stack
In this option, as shown in Fig. 2, for a UE DRB, one tunnel is established between IAB donor CU and accessing IAB node. To facilitate the bearer mapping performed at donor DU for DL and accessing IAB node at UL (e.g., IAB node 2), the IP header needs provide additional information to identify different UE DRBs, e.g., DSCP for IPv4 and flow label for IPv6. 

· Pros:

· No additional overhead for UP packet inside IAB-donor 

· Cons.: 

· Interaction with IP layer is needed, e.g., F1AP should be used to configure IP layer

· For IPv4 network, the DSCP field may not be enough to support 1:1 mapping

· Inside IAB donor, the flow control of F1-U cannot be applied (e.g., packet lost over wired F1-U can be detected by accessing IAB node only, which delays the packet retransmission. If IAB-donor DU can detect the packet lost, it can ask CU-UP retransmit it in advance without waiting for accessing IAB node reporting)
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Fig. 2 Non-nested protocol stack
· Option 3: GTP-U proxy

In this option, as shown in Fig. 3, two tunnels are established between IAB-donor CU and accessing IAB node is broken to two parts: 1) one tunnel between IAB-donor CU and IAB donor DU, and 2) IAB donor DU and the accessing IAB node. Thus, for each UP packet, the IAB donor DU needs remove GTP-U header first and add a new GTP-U header. 

· Pros:

· The flow control of F1-U protocol can be additionally applied inside IAB-donor 

· Cons.: 

· The end-to-end security is broken to two parts 
· The processing at IAB donor DU is complex
· One additional tunnel should be established between IAB-donor DU and accessing IAB node, which is not aligned with current F1 interface. 
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Fig. 3 GTP-U proxy
Comparing those three options, the nested protocol stack can reuse the legacy scheme as much as possible. Thus, we propose:
Proposal: the nested protocol stack is selected as the UP protocol stack. 
Similarly, for CP protocol stack, we can also select the nested protocol stack, as shown in Fig. 4. 
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Fig. 4 CP protocol stack  
3 Conclusions
In this contribution, we analyze different UP protocol stacks, and propose:
Proposal: the nested protocol stack is selected as the UP protocol stack. 
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