3GPP TSG-RAN WG3 Meeting #103bis
R3-191552
Xi’an, China, 8th April -12th April, 2019

Agenda item:
13.2.1.3 (IP address management)
Source:
Samsung
Title:
IP address management over IAB network
Document for:
Discussion & Decision
1 Introduction
In last RAN3 meeting (RAN#103), several companies mentioned IP address management issue, which includes how to assign IP address for the IAB node. However, RAN3 didn’t have too much discussion. In this contribution, we will address this issue and show our views. 
2 Discussions
In SI stage, we have agreed that the IP layer is terminated at accessing IAB node, which indicates that the communication between IAB donor and IAB node is based on the IP protocol. To make sure the communication based on IP protocol, the following issues should be clarified:

· Issue 1: IP address assignment of IAB-MT
· Issue 2: IP address assignment of IAB-DU

· Issue 3: Awareness of IP address of IAB-donor-CU for F1 setup

2.1 Issue 1: IP address assignment of IAB-MT

During the IAB node startup procedure, the IAB-MT needs to download configuration from the IAB OAM. Thus, following the legacy procedure, the IAB-MT can get an IP address and connect to the IAB OAM via new established PDU session. 

Proposal 1: IAB-MT can get IP address via the legacy procedure when connecting to the network.

2.2 Issue 2: IP address assignment of IAB-DU

The IP address is mainly used by the IAB-DU to set up F1 interface with IAB-donor CU. Based on the previous contributions, the following options are on the table:

· Option 1: reuse IAB-MT IP address

The IAB-MT IP address is used for the communication between IAB-MT and IAB OAM, which is outside IAB network. While IAB-DU IP address is mainly used for communication between IAB-DU and IAB-donor CU, which is inside IAB network. For two different networks, it is better to not reuse IAB-MT IP address
· Option 2: IAB-donor DU assigns IP address based on IPv6 Neighbour Discovery Protocol or DHCP.

This option requires implementing ICMP or DHCP at IAB-donor DU. Moreover, the NR Uu needs to support the multicasting. In addition, since the ICMP or DHCP related packets are terminated at donor DU, which is different from the normal user plane data terminated at IAB-donor CU, some enhancements are needed to differentiate those packets. 

· Option 3: OAM configuration

After IAB-MT connecting to the IAB OAM, the OAM can configure an IP address to the IAB-DU directly. This is a simple and straightforward method. However, to apply this option, one issue should be clarified, i.e., how does IAB OAM decides the connected IAB-donor CU? The reason is that, the IAB OAM should configure the IAB-DU based on the connected IAB-donor CU (e.g., the serving cell identity is related to the connected IAB-donor CU). Thus, when communicating with IAB OAM, IAB-MT needs to provide the NR CGI of the accessing cell. However, such method is not aligned with the legacy procedure. In the legacy CU-DU split case, gNB-DU does not have accessing cell information since it uses the wired line. Alternatively, after gNB-DU gets IP address, such IP address is the only information used by OAM to determine the gNB-CU that gNB-DU needs to connect to.  
· Option 4: RRC configuration
In this option, the IAB-donor CU should be pre-configured a pool of IP addresses for potential IAB nodes. After an IAB node connects to IAB-donor CU, an IP address will be sent to it. With this method, the IAB node can use such assigned IP address to communicate with IAB OAM, and then IAB OAM can know the connected IAB-donor CU, which is aligned with the legacy pre-configuration procedure of the gNB-DU. 
Observation: among above 4 options, option 2 is not a good choice due to the complexity. Option 1 is not good either since one IP address is shared by different networks. Option 3&4 can be further considered. 
2.3 Issue 3: Awareness of IP address of IAB-donor-CU for F1 setup
To setup F1 interface, IAB node also needs know the IP address of IAB-donor CU in order to set up TNL association. To achieve this, two options can be considered:

· Option 1: OAM configuration

In legacy CU-DU split case, the CU address is pre-configured via OAM. Thus, similarly, one possible way in IAB network is based on OAM configuration. However, the IAB OAM should decide the connected IAB donor CU based on the information provided by IAB node. 
· Option 2: RRC configuration
In this option, the IAB-donor CU’s IP address is directly derived via RRC message from IAB-donor CU. On one hand, the IAB-donor CU can notify its own IP address based on the information load on different TNL associations. In practice, the IAB-donor CU may be configured with multiple SCTP associations. Each association is used to convey F1AP message to/from its connected donor-DUs and IAB-DUs. With the increase of the connected DUs, the load of each association will increase, which will have impact to F1AP message transfer. Thus, it is better to apply load balance among different SCTP association. Such Option 2 can achieve this purpose. Moreover, if IP addresses of IAB-donor CU and IAB node are informed to IAB node via single RRC message, the IAB node can start the SCTP association procedure, which should be before F1 setup procedure, without waiting for the OAM configuration. In other words, the SCTP association setup procedure can be implemented with OAM configuration download at the same time. 
2.4 Summary
In summary, OAM configuration and RRC configuration are common for issue2&3. In general, we prefer to use a common solution to solve issue 2&3.  Compared to OAM configuration, we slightly prefer to RRC configuration method since it can achieve the signaling load balance among different SCTP associations, and the F1 setup procedure can be speed up by implementing OAM configuration downloading and SCTP association establishment in parallel. 
Proposal 2: The IP address of IAB node and IP address of IAB-donor CU can be informed via RRC message. 

The above discussion is based on the standalone case. For EN-DC, the IAB node needs set up F1 interface with IAB-donor CU in en-gNB. Following the same spirit, the en-gNB can include the IP address of IAB node and IP address of IAB-donor CU in the RRC container of message to LTE eNB, and then the LTE eNB transparently sends this container to the IAB node. 

Proposal 3: in EN-DC case, the IP address of IAB node and IP address of IAB-donor CU can be included in the RRC container to the LTE eNB, and then the LTE eNB transparently sends this container to the IAB node.

3 Conclusions
In this contribution, we IP management issue, and propose:
Proposal 1: IAB-MT can get IP address via the legacy procedure when connecting to the network.
Proposal 2: The IP address of IAB node and IP address of IAB-donor CU can be informed via RRC message. 

Proposal 3: in EN-DC case, the IP address of IAB node and IP address of IAB-donor CU can be included in the RRC container to the LTE eNB, and then the LTE eNB transparently sends this container to the IAB node.
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