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Introduction

RIM SI is completed in [1]. One of the object of RIM WI [2] is focus on the OAM function to support RIM operation.

	q Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].


This contribution provides our consideration on this aspect.
Discussion
OAM function relate to framework
In general, there are three frameworks identified in SI and can be selected by Operator for RIM mechanism. The OAM function impact can be seen in the table as below.

Table 1 OAM impact with different RIM framework 
	Framework 
	OAM function impact [1]
	 Framework work flow [1]

	Framework 0
	1:Aggressor starts monitoring RS as configured by OAM

2:Step 2,3,5 based on OAM
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	Framework 1
	Aggressor starts monitoring RS as configured by OAM
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	Framework 2.1
	Aggressor starts monitoring RS as configured by OAM
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Based on the table, the common impact of OAM for these frameworks is aggressor gNB starts its monitoring RS based on OAM. Therefore, we propose:

Proposal 1: Confirm with SA5 that OAM function should support starting aggressor to monitor RS.

Different RIM framework deployed in aggressor or victim gNB can not mitigate atmosphere ducting interference. For example, in case victim gNBs deploy framework 1 and aggressor gNBs deploy framework 2.1, victim does not support backhaul signalling send from aggressor. Therefore, the RIM mechanism failed.
Proposal 2: Confirm with SA5 that aggressor and victim should be deployed with the same RIM framework.

OAM function relate to configured SET ID
Another important feature for RIM mechanism relate to OAM function is how to configure SET ID.

Although gNB set configuration has been discussed and agreement was captured in [1], there are several function aspects need to be confirmed fby SA5.
	TR 38.866 gNB set configuration
A gNB participating in an RI scenario may be a victim, an aggressor or both. The gNBs involved in an RI scenario can be grouped into sets. Each set is assigned a set ID, and is configured with a RIM Reference Signal (RIM-RS) and the radio resources to send and receive the RIM-RS. The grouping of gNBs into sets, the set ID, the RIM-RS configuration and the associated RIM-RS radio resources for sending and/or receiving the RIM-RS are performed by the OAM system, and these resources may be assigned in static or a non-static manner. A gNB may be assigned several set IDs and RIM-RS configurations simultaneously. Every gNB may have pre-configured set ID(s). 
Depending on the RI scenario and network deployment, a set can comprise one or more gNBs. The design of RIM-RS, the set IDs and the mechanism for grouping of gNBs into sets should be common for all RIM frameworks. A set ID is encoded inside the RIM-RS and sent over the air. The length of set ID is pending to RAN1 progress. A gNB set ID may be reused inside a PLMN.

Every gNB set ID is mapped to backhaul address for routing within the core network, which is used as the destination address for routing of RIM backhaul messages.


In current specification, RAN node includes gNB and DU in the case of CU-DU split. These nodes serve with multiple cells. In order to support the multiple-vendor deployment, these nodes should support to configure SET IDs based on its own OAM.
Proposal 1: In order to support multiple-vendor deployment, LS to SA5 that SET ID(s) of the cell of RAN node ( gNB or DU) can be configured by its own OAM.
Based on the SI agreement [1], the design of SET ID should be common for all RIM frameworks. At least for framework 2.1, the same SET ID should be limited to RAN nodes connected to the same aggregate node.
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Figure 1 SET deployment 
As shown in Figure 1with framework 2.1, RAN nodes connect to the node which take the responsibility to aggregate backhaul signaling. Depends on solution for framework 2.1, the aggregate node could be the gNB, the gNB-CU or the AMF. For example, before the aggregate node sends “RIM-RS disappeared” message to the victim set, the aggregate node should make sure all nodes in the SET confirms “RIM-RS disappeared”. Otherwise, based on the “RIM-RS disappeared” sends from the aggressor, the victim SET will take wrong decision that the atmosphere ducting phenomenon has been disappeared.   
Proposal 2: LS to SA5 that SET ID(s) should be configured to the RAN nodes connect with the same aggregate node(e.g. the gNB, the gNB-CU, or the AMF). 
It is also noted that in the agreement set ID may be reused inside a PLMN.Which means that SET ID should be configured per PLMN. 

In addition, since SET ID will be used in backhaul signaling, RAN3 and SA5 need to use the same size of SET ID. 

It is clear from RAN1’s online discussion that the maximum size of RS is 22bit. Since the SET ID is the main information contained inside RS, then maximum SET ID size is 22bit. RAN1 does not confirm the minimal size of SET ID, RAN3 and SA5 need to use the same size.

Proposal 3: LS to SA5 that SET ID should be configured per PLMN and the size of SET ID should be kept in line between RAN3 and SA5.
OAM function relate to routing
It is pointed out in the agreement that, in order to enable backhaul signaling for framework 2.1, set ID is mapped to backhaul address for routing. In current network, the mapping function can be fulfill by OAM or DNS server. 
Proposal 4: For framework 2.1, the SET ID mapping to backhaul address for routing can be achieved by OAM or DNS server. 

3. Conclusion

In this contribution , proposals are:
Proposal 1: Confirm with SA5 that OAM function should support starting aggressor to monitor RS.

Proposal 2: LS to SA5 that SET ID(s) should be configured to the RAN nodes connect with the same aggregate node(e.g. the gNB, the gNB-CU, or the AMF).

Proposal 3: LS to SA5 that SET ID should be configured per PLMN and the size of SET ID should be kept in line between RAN3 and SA5.
Proposal 4: For framework 2.1, the SET ID mapping to backhaul address for routing can be achieved by OAM or DNS server.
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