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Introduction
At the RAN1#96 meeting RAN1 completed its part of normative work on RIM, and agreed the OAM signaling requirements to support RIM backhaul signaling. 
This contribution discusses the additional RIM OAM signaling requirements from RAN3 point of view. 
Discussion
Table 1 summarizes RAN1 agreements on OAM signaling requirements for RIM.
Table 1: RAN1 agreements on OAM signaling requirements for RIM
	Number
	Functionality
	Signaling direction
	Standardization status 

	1
	Configuration of RIM-RS monitoring “search space” and RIM-RS transmission resources
	OAM to gNB
	To be standardized

	2
	Assignment of set ID
	OAM to gNB
	To be standardized

	3
	Turn RIM-RS monitoring ON/OFF
	OAM to gNB
	To be standardized

	4
	Configure periodic RIM-RS monitoring
	OAM to gNB
	To be standardized

	5
	Report detected RIM-RS and all necessary information
	gNB to OAM
	To be standardized

	6
	Configuration of RI mitigation scheme
	OAM to gNB
	To be proprietary

	7
	Restoration of original configuration (stop RI mitigation scheme)
	OAM to gNB
	To be proprietary

	8
	Report of applied interference mitigation scheme
	OAM to gNB
	To be proprietary

	9
	Report of remote interference event / measurement of IoT level
	gNB to OAM
	To be proprietary

	10
	Report to transmitting gNB of which gNB detected its sequence
	OAM to gNB
	To be proprietary




In contribution R3-191379 we compare the two RIM backhaul (BH) candidate solutions and conclude that Solution 1 has a clear advantage over Solution 2 (see R3-191379 for details). Solution 1 relies on AMF support for RIM BH message passing to and from a RIM set. Namely, for each gNB set, there exists a dedicated single AMF that assists the BH communication to and from the set. This assumption is grounded in the fact AMFs will typically be deployed in the form of an AMF pool, where all gNBs under an AMF set will be connected to all AMFs in the pool (i.e. set). In that setting, it is relatively straightforward to appoint an AMF in charge of RIM BH communication for gNBs covered by the pool. 
Observation: In typical deployments, AMFs will be deployed in cloud environments, in the form of a pool, where all gNBs within an AMF region will be connected to all AMFs in the pool.
To enable the above, the gNBs should be configured by the OAM with the default AMF that supports the RIM BH communication for the entire set. Consequently, all egress RIM BH messages from a gNB set will be sent to and merged by the dedicated AMF. Furthermore, to avoid single point of failure, or to accommodate the situation where one AMF is taken out of service for maintenance, a backup AMF can be appointed as well. Since RIM BH processing is not foreseen to be computationally expensive, an AMF supporting RIM BH communication can perform other (‘normal’) functionalities, as well. Moreover, all AMFs in the pool support RIM BH message passing and are ready to receive RIM BH messages, but only one AMF performs this functionality at a time. 
Proposal 1: RAN3 to send a LS to SA5 stating that, in addition to the OAM signaling requirements agreed by RAN1, the OAM signaling for dedicated RIM AMF indication should also be supported.
[bookmark: _GoBack]Proposal 2: Send and LS to SA5 capturing the above. The draft LS is submitted in R3-191803
Conclusion
[bookmark: _In-sequence_SDU_delivery]This contribution discusses the OAM signalling requirements to support RIM and proposes to add one additional OAM Rim functionality to the list previously agreed by RAN1. 
In that respect, the following is observed:
Observation: In typical deployments, AMFs will be deployed in cloud environments, in the form of a pool, where all gNBs within an AMF region will be connected to all AMFs in the pool.
Based on the observation and the discussion in R3-191379, the following is proposed:
Proposal 1: Agree that, in addition to the OAM signaling requirements agreed by RAN1, the OAM signaling for dedicated RIM AMF indication should also be supported.
Proposal 2: Send and LS to SA5 capturing the above. The draft LS is submitted in R3-191803.




	Proposal 1 For periodic RIM-RS monitoring occasions, OAM can configure gNB with the recommendation to only monitor every Nth RIM-RS transmission periodicity​

	Proposal 2 The necessary information reported to OAM when a RIM-RS  are: 1) the detected  set ID, 2) the functionality of the RIM-RS (RS-1 for “enough mitigation”, RS-1 for “not enough mitigation” or RS-2), and 3) the OFDM symbol in the slot where the RIM-RS was detected.​

	Proposal 3 Configuration of RI mitigation schemes and instruction to stop RI mitigation schemes are handled via proprietary OAM interface​

	Proposal 4 Reporting of applied RI mitigation scheme can be handled via a proprietary OAM interface​

	Proposal 5 gNB measurement reporting of IoT level or RI event can be done over proprietary OAM interface, if needed​

	Proposal 6 OAM interface for reporting to transmitting gNB of which gNB detected its RIM-RS is handled via proprietary OAM interface, if needed​
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