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8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE SETUP REQUEST message shall contain the information required by the NG-RAN node to setup the PDU session related NG-RAN configuration consisting of at least one PDU session resource and include each PDU session resource to setup in the PDU Session Resource Setup Request List IE.

Upon reception of the PDU SESSION RESOURCE SETUP REQUEST message, if resources are available for the requested configuration, the NG-RAN node shall execute the requested NG-RAN configuration and allocate associated resources over NG and over Uu for each PDU session listed in the PDU Session Resource Setup Request List IE. 

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
For each requested PDU session, if resources are available for the requested configuration, the NG-RAN node shall establish at least one DRB and associate each accepted QoS flow of the PDU session to a DRB established. 
For each PDU session successfully established the NG-RAN node shall pass to the UE the PDU Session NAS-PDU IE, if included, and the value contained in the PDU Session ID IE received for the PDU session. The NG-RAN node shall not send to the UE the PDU Session NAS PDUs associated to the failed PDU sessions. 

If the NAS-PDU IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall pass it to the UE.
For each PDU session the NG-RAN node shall store the UL NG-U UP TNL Information IE included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as the uplink termination point for the user plane data for this PDU session.

For each PDU session, if the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may allocate for this split PDU session resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Setup Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
For each PDU session, if the Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and the Common Network Instance IE is not present, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].
For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].
For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet" or "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU session resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message.

Next change
8.2.3.2
Successful Operation
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Figure 8.2.3.2-1: PDU session resource modify: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE MODIFY REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE MODIFY REQUEST message shall contain the information required by the NG-RAN node, which may trigger the NG-RAN configuration modification for the existing PDU sessions listed in the PDU Session Resource Modify Request List IE.

Upon reception of the PDU SESSION RESOURCE MODIFY REQUEST message, if the NG-RAN configuration is triggered to be modified and if resources are available for the modified NG-RAN configuration, the NG-RAN node shall execute the configuration modification for the requested PDU session.

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.

For each PDU session, if the S-NSSAI IE is included in the PDU Session Resource Modify Request Item IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall replace the previously provided S-NSSAI by the received S-NSSAI for the concerned PDU session.

For each PDU session, if the Network Instance IE is included in the PDU Session Resource Modify Request Transfer IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message and the Common Network Instance IE is not present, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9].
For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Modify Request Transfer IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9].
For each PDU session included in the PDU Session Resource Modify Request List IE:
-
For each QoS flow included in the QoS Flow Add or Modify Request List IE, based on the QoS Flow Level QoS Parameters IE, the NG-RAN node may establish, modify or release the DRB configuration and may change allocation of resources on NG or Uu accordingly. The NG-RAN node shall associate each QoS flow accepted to setup or modify with a DRB of the PDU session. The associated DRB for the QoS flow accepted to modify may not change.
-
For each QoS flow included in the QoS Flow to Release List IE, the NG-RAN node shall de-associate the QoS flow with the previously associated DRB.
-
The NG-RAN node shall pass the NAS-PDU IE received for the PDU session to the UE when modifying the PDU session configuration. The NG-RAN node does not send the NAS PDUs associated to the failed PDU sessions to the UE. 

-
The NG-RAN node may change allocation of resources on NG according to the requested target configuration.
-
If the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall store and use the received PDU Session Aggregate Maximum Bit Rate value when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
-
If the UL NG-U UP TNL Modify List IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall update the transport layer information for the uplink data accordingly for the concerned transport bearers identified by the DL NG-U UP TNL Information IE included in the PDU Session Resource Modify Request Transfer IE for the concerned PDU session.

-
If the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node may allocate resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Add or Modify Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Modify Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.

-
In case more than one NG-U transport bearers have been set up for the PDU session, if all the QoS flows associated to one existing NG-U transport bearer are included in the QoS Flow to Release List IE in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node and 5GC shall consider that the concerned NG-U transport bearer is removed for the PDU session, and both NG-RAN node and 5GC shall therefore consider the related NG-U UP TNL information as available again.
Next change
9.3.4.1
PDU Session Resource Setup Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	This IE shall be present when at least one Non-GBR QoS flow is being setup.
	YES
	reject

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Additional UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information List

9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s), for delivery of UL PDUs for split PDU session.
	YES
	reject

	Data Forwarding Not Possible
	O
	
	9.3.1.63
	This IE may be present in case of HANDOVER REQUEST message and shall be ignored otherwise.
	YES
	reject

	PDU Session Type
	M
	
	9.3.1.52
	
	YES
	reject

	Security Indication
	O
	
	9.3.1.27
	
	YES
	reject

	Network Instance
	O
	
	9.3.1.113
	shall be ignored if the Common Network Instance IE is included.
	YES
	reject

	QoS Flow Setup Request List
	
	1
	
	
	YES
	reject

	>QoS Flow Setup Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	Common Network Instance
	O
	
	9.3.1.x
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


Next change
9.3.4.3
PDU Session Resource Modify Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	
	YES
	reject

	UL NG-U UP TNL Modify List
	
	0..1
	
	
	YES
	reject

	>UL NG-U UP TNL Modify Item
	
	1..<maxnoofMultiConnectivity>
	
	
	-
	

	>>UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	-
	

	>>DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	Identifies the NG-U transport bearer at the NG-RAN node.
	-
	

	Network Instance
	O
	
	9.3.1.113
	shall be ignored if the Common Network Instance IE is included.
	YES
	reject

	QoS Flow Add or Modify Request List
	
	0..1
	
	
	YES
	reject

	>QoS Flow Add or Modify Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	O
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	QoS Flow to Release List
	O
	
	QoS Flow List with Cause

9.3.1.13
	
	YES
	reject

	Additional UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information List

9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s) proposed for delivery of UL PDUs for split PDU session.
	YES
	reject

	Common Network Instance
	O
	
	9.3.1.x
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofMultiConnectivities
	Maximum no. of connectivity allowed for a UE. Value is 4. The current version of the specification supports up to 2 connectivity.


9.3.1.x
Common Network Instance

This IE provides the common network instance to be used by the NG-RAN node when selecting a particular transport network resource as described in TS 23.501 [9] in a format common with 5GC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Common Network Instance
	M
	
	OCTET STRING
	


Next Change
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNG-UUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,

id-CommonNetworkInstance,

id-DataForwardingNotPossible,


id-DL-NGU-UP-TNLInformation,


id-LastE-UTRANPLMNIdentity,


id-NetworkInstance,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-S-NSSAI,


id-MaximumIntegrityProtectedDataRate-DL,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,


maxnoofBPLMNs,


maxnoofCellIDforWarning,


maxnoofCellinAoI,


maxnoofCellinEAI,


maxnoofCellsingNB,


maxnoofCellsinngeNB,


maxnoofCellinTAI,


maxnoofCellsinUEHistoryInfo,


maxnoofCellsUEMovingTrajectory,

maxnoofDRBs,


maxnoofEmergencyAreaID,


maxnoofEAIforRestart,


maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,

maxnoofE-RABs,


maxnoofErrors,


maxnoofForbTACs,

maxnoofMultiConnectivity,


maxnoofMultiConnectivityMinusOne,

maxnoofNGConnectionsToReset,

maxnoofPDUSessions,


maxnoofPLMNs,


maxnoofQosFlows,


maxnoofRANNodeinAoI,


maxnoofRecommendedCells,


maxnoofRecommendedRANNodes,

maxnoofAoI,

maxnoofServedGUAMIs,


maxnoofSliceItems,

maxnoofTACs,


maxnoofTAIforInactive,


maxnoofTAIforPaging,


maxnoofTAIforRestart,


maxnoofTAIforWarning,


maxnoofTAIinAoI,


maxnoofTNLAssociations,

maxnoofXnExtTLAs,


maxnoofXnGTP-TLAs,


maxnoofXnTLAs,


maxnoofTimePeriods

FROM NGAP-Constants

Asn1 not modified
CellType ::= SEQUENCE {


cellSize

CellSize,


iE-Extensions

ProtocolExtensionContainer { {CellType-ExtIEs} }
OPTIONAL,


...

}

CellType-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

CommonNetworkInstance ::= OCTET STRING
CompletedCellsInEAI-EUTRA ::= SEQUENCE (SIZE(1..maxnoofCellinEAI)) OF CompletedCellsInEAI-EUTRA-Item

CompletedCellsInEAI-EUTRA-Item ::= SEQUENCE {


eUTRA-CGI


EUTRA-CGI,


iE-Extensions

ProtocolExtensionContainer { {CompletedCellsInEAI-EUTRA-Item-ExtIEs} } OPTIONAL,


...

}

CompletedCellsInEAI-EUTRA-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

CompletedCellsInEAI-NR ::= SEQUENCE (SIZE(1..maxnoofCellinEAI)) OF CompletedCellsInEAI-NR-Item

CompletedCellsInEAI-NR-Item ::= SEQUENCE {


nR-CGI



NR-CGI,


iE-Extensions

ProtocolExtensionContainer { {CompletedCellsInEAI-NR-Item-ExtIEs} }
OPTIONAL,


...

}

CompletedCellsInEAI-NR-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
PDUSessionResourceModifyRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceModifyRequestTransferIEs} },


...

}

PDUSessionResourceModifyRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE
optional

}|


{ ID id-UL-NGU-UP-TNLModifyList



CRITICALITY reject
TYPE UL-NGU-UP-TNLModifyList




PRESENCE
optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowAddOrModifyRequestList

CRITICALITY reject
TYPE QosFlowAddOrModifyRequestList


PRESENCE optional

}|


{ ID id-QosFlowToReleaseList



CRITICALITY reject
TYPE QosFlowListWithCause





PRESENCE optional

}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList



PRESENCE optional

}|


{ ID id-CommonNetworkInstance





CRITICALITY ignore
TYPE CommonNetworkInstance






PRESENCE optional

},


...

}


Asn1 not modified
PDUSessionResourceSetupRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceSetupRequestTransferIEs} },


...

}

PDUSessionResourceSetupRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE optional

}|


{ ID id-UL-NGU-UP-TNLInformation


CRITICALITY reject
TYPE UPTransportLayerInformation



PRESENCE mandatory
}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList



PRESENCE optional

}|


{ ID id-DataForwardingNotPossible


CRITICALITY reject
TYPE DataForwardingNotPossible



PRESENCE optional

}|


{ ID id-PDUSessionType





CRITICALITY reject
TYPE PDUSessionType







PRESENCE mandatory
}|


{ ID id-SecurityIndication




CRITICALITY reject
TYPE SecurityIndication






PRESENCE optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowSetupRequestList



CRITICALITY reject
TYPE QosFlowSetupRequestList




PRESENCE mandatory
}|


{ ID id-CommonNetworkInstance





CRITICALITY ignore
TYPE CommonNetworkInstance







PRESENCE optional
},


...

}

Asn1 not modified 
9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Asn1 not modified

id-MaximumIntegrityProtectedDataRate-DL




ProtocolIE-ID ::= 151


id-AdditionalDLForwardingUPTNLInformation



ProtocolIE-ID ::= 152


id-AdditionalDLUPTNLInformationForHOList



ProtocolIE-ID ::= 153


id-AdditionalNG-UUPTNLInformation





ProtocolIE-ID ::= 154


id-AdditionalDLQosFlowPerTNLInformation




ProtocolIE-ID ::= 155


id-SecurityResult









ProtocolIE-ID ::= 156


id-ENDC-SONConfigurationTransferDL





ProtocolIE-ID ::= 157


id-ENDC-SONConfigurationTransferUL





ProtocolIE-ID ::= 158

id-CommonNetworkInstance







ProtocolIE-ID ::= xxx
END

-- ASN1STOP

