	
3GPP TSG-RAN WG3 Meeting # 103Bis	R3-191286
 Xian, China,  8 -12 April 2019
	CR-Form-v11.4

	CHANGE REQUEST

	

	
	38.413
	CR
	 0072
	rev
	-
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	



	

	Title:	
	Correction on UE Maximum Integrity Protected Data Rate

	
	

	Source to WG:
	NEC

	Source to TSG:
	R3

	
	

	Work item code:
	NR_newRAT-Core
	
	Date:
	2019-04-08

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	In SA2 reply LS (R3-190110), SA2 confirmed RAN3 understanding on enforcement of UE’s maximum IP data rate on the Uplink: 
“…SA2 confirms to RAN3 that limiting of the uplink data rate (according to the maximum integrity protected bit rate) is performed by the UE. SA2 will align stage 2 specifications accordingly.”


	
	

	Summary of change:
	First Change:
[bookmark: _GoBack]Corrected text related to enforcement of the maximum integrity protected data rate for the UE. 


Impact analysis, same release: the CR has limited functional and protocol impact as it affects only the max IP data rate functionality.

	
	

	Consequences if not approved:
	Possible misalignement between SA2 and RAN3 specifications.

	
	

	Clauses affected:
	8.2.1.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	



[bookmark: _Toc525567218]








[bookmark: _Toc525567215]8.2	PDU Session Management Procedures
[bookmark: _Toc525567216]8.2.1	PDU Session Resource Setup
[bookmark: _Toc525567217]8.2.1.1	General
The purpose of the PDU Session Resource Setup procedure is to assign resources on Uu and NG-U for one or several PDU sessions and the corresponding QoS flows, and to setup corresponding DRBs for a given UE. The procedure uses UE-associated signalling.
8.2.1.2	Successful Operation


Figure 8.2.1.2-1: PDU session resource setup: successful operation
[skip unchanged text]
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message.
[bookmark: _Hlk521361544][bookmark: _Hlk522727582]For each PDU session for which the Maximum Integrity Protected Data Rate Downlink IE or the Maximum Integrity Protected Data Rate Uplink IE are included in the Security Indication IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the respective information and,. Iif integrity protection is to be performed for the PDU session and the concerned UE, the NG-RAN node and the UE it shall enforce the traffic limits corresponding to the received values for the DL and UL limits, respectively, for the concerned PDU session and concerned UE, as specified in TS 23.501 [9].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message: 
-	if the Integrity Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane integrity protection for the concerned PDU session; 
-	if the Confidentiality Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane ciphering for the concerned PDU session.
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