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8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE SETUP REQUEST message shall contain the information required by the NG-RAN node to setup the PDU session related NG-RAN configuration consisting of at least one PDU session resource and include each PDU session resource to setup in the PDU Session Resource Setup Request List IE.

Upon reception of the PDU SESSION RESOURCE SETUP REQUEST message, if resources are available for the requested configuration, the NG-RAN node shall execute the requested NG-RAN configuration and allocate associated resources over NG and over Uu for each PDU session listed in the PDU Session Resource Setup Request List IE. 

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
For each requested PDU session, if resources are available for the requested configuration, the NG-RAN node shall establish at least one DRB and associate each accepted QoS flow of the PDU session to a DRB established. 
For each PDU session successfully established the NG-RAN node shall pass to the UE the PDU Session NAS-PDU IE, if included, and the value contained in the PDU Session ID IE received for the PDU session. The NG-RAN node shall not send to the UE the PDU Session NAS PDUs associated to the failed PDU sessions. 

If the NAS-PDU IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall pass it to the UE.
For each PDU session the NG-RAN node shall store the UL NG-U UP TNL Information IE included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as the uplink termination point for the user plane data for this PDU session.

For each PDU session, if the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may allocate for this split PDU session resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Setup Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
For each PDU session, if the Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet" or "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU session resources with an appropriate cause value.

Next Change
8.2.3.2
Successful Operation
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Figure 8.2.3.2-1: PDU session resource modify: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE MODIFY REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE MODIFY REQUEST message shall contain the information required by the NG-RAN node, which may trigger the NG-RAN configuration modification for the existing PDU sessions listed in the PDU Session Resource Modify Request List IE.

Upon reception of the PDU SESSION RESOURCE MODIFY REQUEST message, if the NG-RAN configuration is triggered to be modified and if resources are available for the modified NG-RAN configuration, the NG-RAN node shall execute the configuration modification for the requested PDU session.

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.

For each PDU session, if the Network Instance IE is included in the PDU Session Resource Modify Request Transfer IE contained in the PDU SESSION RESOURCE MODIFY REQUEST message, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9].

For each PDU session included in the PDU Session Resource Modify Request List IE:
-
For each QoS flow included in the QoS Flow Add or Modify Request List IE, based on the QoS Flow Level QoS Parameters IE, the NG-RAN node may establish, modify or release the DRB configuration and may change allocation of resources on NG or Uu accordingly. The NG-RAN node shall associate each QoS flow accepted to setup or modify with a DRB of the PDU session. The associated DRB for the QoS flow accepted to modify may not change.
-
For each QoS flow included in the QoS Flow to Release List IE, the NG-RAN node shall de-associate the QoS flow with the previously associated DRB.
-
The NG-RAN node shall pass the NAS-PDU IE received for the PDU session to the UE when modifying the PDU session configuration. The NG-RAN node does not send the NAS PDUs associated to the failed PDU sessions to the UE. 

-
The NG-RAN node may change allocation of resources on NG according to the requested target configuration.
-
If the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall store and use the received PDU Session Aggregate Maximum Bit Rate value when enforcing traffic policing for non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
-
If the UL NG-U UP TNL Modify List IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node shall update the transport layer information for the uplink data accordingly for the concerned transport bearers identified by the DL NG-U UP TNL Information IE included in the PDU Session Resource Modify Request Transfer IE for the concerned PDU session.

-
If the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Modify Request Transfer IE, the NG-RAN node may allocate resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Add or Modify Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Modify Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
Next Change
8.2.5.2
Successful Operation


[image: image3.emf]NG-RAN node

PDU SESSION RESOURCE MODIFY INDICATION

PDU SESSION RESOURCE MODIFY CONFIRM

AMF


Figure 8.2.5.2-1: PDU session resource modify indication: successful operation

The NG-RAN node initiates the procedure by sending a PDU SESSION RESOURCE MODIFY INDICATION message. Upon reception of the PDU SESSION RESOURCE MODIFY INDICATION message, the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the PDU Session Resource Modify Indication Transfer IE to the SMF associated with the concerned PDU session.
For each PDU session for which the DL QoS Flow per TNL Information IE is included in the PDU Session Resource Modify Indication Transfer IE in the PDU SESSION RESOURCE MODIFY INDICATION message, the SMF shall consider the included DL transport layer address as the new DL transport layer address for the included associated QoS Flows and it may provide the associated UL transport layer address in the UL NG-U UP TNL Information IE in the PDU Session Resource Modify Confirm Transfer IE in the PDU SESSION RESOURCE MODIFY CONFIRM message.

For each PDU session for which the Additional DL QoS Flow per TNL Information IE is included in the PDU Session Resource Modify Indication Transfer IE in the PDU SESSION RESOURCE MODIFY INDICATION message, the SMF shall consider for this split PDU session each included DL transport layer address(es) as the new downlink termination point(s) for the included associated QoS Flows and it may provide the associated UL transport layer address(s) in the Additional NG-U UP TNL Information IE in the PDU Session Resource Modify Confirm Transfer IE in the PDU SESSION RESOURCE MODIFY CONFIRM message.


The AMF shall report to the NG-RAN node in the PDU SESSION MODIFY RESOURCE CONFIRM message the result for each PDU session listed in PDU SESSION RESOURCE MODIFY INDICATION message:

-
For each PDU session which is successfully modified, the PDU Session Resource Modify Confirm Transfer IE shall be included containing: 

1.
The list of QoS flows which have been successfully modified in the QoS Flow Modify Confirm List IE.
2.
The list of QoS flows which have failed to be modified, if any, in the QoS Flow Failed to Modify List IE.

-
For each PDU session which failed to be modified, the PDU Session Resource Modify Failed Transfer IE shall be included to report the failure cause.
Upon reception of the PDU Session Resource Modify Confirm Transfer IE for each PDU session listed in the PDU SESSION RESOURCE MODIFY CONFIRM message:
-
If the QoS Flow Failed To Modify List IE is included, the NG-RAN node shall either 
1.
de-associate the corresponding DRB for the concerned QoS flow, or

2.
keep the previous transport layer information before sending the PDU SESSION RESOURCE MODIFY INDICATION unchanged for the concerned QoS flow.
Upon reception of the PDU Session Resource Modify Failed Transfer IE for each PDU session listed in the PDU SESSION RESOURCE MODIFY CONFIRM message, the NG-RAN node shall either:
1.
release all corresponding NG-RAN configuration and resources for the concerned PDU session, or

2.
keep the previous transport layer information before sending the PDU SESSION RESOURCE MODIFY INDICATION unchanged for the concerned PDU session.
Next Change
8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source NG-RAN node initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving AMF. When the source NG-RAN node sends the HANDOVER REQUIRED message, it shall start the timer TNGRELOCprep. The source NG-RAN node shall indicate the appropriate cause value for the handover in the Cause IE.

Upon reception of the HANDOVER REQUIRED message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Handover Required Transfer IE to the SMF associated with the concerned PDU session.

In case of intra-system handover, the information in the Source to Target Transparent Container IE shall be encoded according to the definition of the Source NG-RAN node to Target NG-RAN node Transparent Container IE.
If the DL Forwarding IE is included for a given QoS flow in the PDU Session Resource Information Item IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message and it is set to "DL forwarding proposed", it indicates that the source NG-RAN node proposes forwarding of downlink data for that QoS flow.
If the DRBs to QoS Flows Mapping List IE is included in the PDU Session Resource Information Item IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message, it implicitly indicates that the source NG-RAN node proposes forwarding of downlink data for those DRBs. 

If the QoS Flow Mapping Indication IE for a QoS flow is included in the Associated QoS Flow List IE within the DRBs to QoS Flows Mapping List IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message, it indicates that the source NG-RAN node has mapped only the uplink or downlink of the QoS flow to the DRB. 

If the HANDOVER COMMAND message contains the DL Forwarding UP TNL Information IE for a given DRB within the Handover Command Transfer IE, the source NG-RAN node shall consider that the forwarding of downlink data for this DRB is accepted by the target NG-RAN node. If the HANDOVER COMMAND message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Command Transfer IE, it means the target NG-RAN node has requested the forwarding of uplink data for this DRB.

In case of inter-system handover to LTE, the information in the Source to Target Transparent Container IE shall be encoded according to the Source eNB to Target eNB Transparent Container IE definition as specified in TS 36.413 [16].

If the Direct Forwarding Path Availability IE is included in the HANDOVER REQUIRED message the AMF shall handle it as specified in TS 23.502 [10].

If the Direct Forwarding Path Availability IE is included within the Handover Required Transfer IE of the HANDOVER REQUIRED message the SMF shall handle it as specified in TS 23.502 [10].

When the preparation, including the reservation of resources at the target side is ready, the AMF responds with the HANDOVER COMMAND message to the source NG-RAN node.

Upon reception of the HANDOVER COMMAND message the source NG-RAN node shall stop the timer TNGRELOCprep and start the timer TNGRELOCoverall.

If there are any PDU Sessions that could not be admitted in the target, they shall be indicated in the PDU Session Resources to Release List IE.

If the HANDOVER COMMAND message contains the QoS Flow to be Forwarded List IE within the Handover Command Transfer IE for a given PDU session, then the source NG-RAN node should initiate data forwarding for the listed QoS flows over the forwarding tunnel specified in the DL Forwarding UP TNL Information IE as specified in TS 38.300 [8].
If the HANDOVER COMMAND message contains the Additional DL Forwarding UP TNL Information IE within the Handover Command Transfer IE, the source NG-RAN node should initiate data forwarding of the PDU session split in different tunnel and shall use the received UP transport layer information for the forwarding QoS flows associated to it.

If the Target to Source Transparent Container IE has been received by the AMF from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

In case of inter-system handover to LTE, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE as specified in TS 36.413 [16]. 

If the Index to RAT/Frequency Selection Priority IE is contained in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE, the target NG-RAN node shall store the content of the received Index to RAT/Frequency Selection Priority IE in the UE context and use it as defined in TS 23.501 [9].

Next Change
8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration and associated security;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

Upon reception of the UE History Information IE, which is included within the Source to Target Transparent Container IE of the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon receiving the PDU Session Resource Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall report to the AMF in the HANDOVER REQUEST ACKNOWLEDGE message the result for each PDU session resource requested to be setup. In particular, for each PDU session resource successfully setup, it shall include the Handover Request Acknowledge Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flow Setup Response List IE.

-
The Data Forwarding Accepted IE if the data forwarding for the QoS flow is accepted.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flow Failed to Setup List IE.
-
The UP transport layer information to be used for the PDU session.

-
The security result associated to the PDU session.
For each PDU session resource which failed to be setup, the Handover Resource Allocation Unsuccessful Transfer IE shall be included in the HANDOVER REQUEST ACKNOWLEDGE message containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the Handover Request Acknowledge Transfer IE or Handover Resource Allocation Unsuccessful Transfer IE to the SMF associated with the concerned PDU session.
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given PDU session within the Handover Request Transfer IE set to "data forwarding not possible", the target NG-RAN node may not include the DL Forwarding UP TNL Information IE and for intra-system handover the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that PDU session.

In case of intra-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow for which the DL Forwarding IE is set to "DL forwarding proposed", it may include the DL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE as forwarding tunnel for the QoS flows listed in the QoS Flow Setup Response List IE of the HANDOVER REQUEST ACKNOWLEDGE message.
In case of intra-system handover, for each PDU session for which the Additional DL UP TNL Information for HO List IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall consider the included Additional DL NG-U UP TNL Information IE as the downlink termination point for the associated flows indicated in the Additional QoS Flow Setup Response List IE for this PDU session split in different tunnels and shall consider the Additional DL Forwarding UP TNL Information IE, if included, as the forwarding tunnel associated to these QoS flows.

In case of intra-system handover, if the target NG-RAN node accepts the data forwarding for a successfully configured DRB, the target NG-RAN node may include the DL Forwarding UP TNL Information IE for the DRB within the Data Forwarding Response DRB List IE within Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE, it indicates the target NG-RAN node has requested the forwarding of uplink data for the DRB.
In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL Forwarding IE is set to "DL forwarding proposed" for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding UP TNL Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Session Resources Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
The target NG-RAN node shall use the information in the Mobility Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

Next Change
8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.

After all necessary updates including the UP path switch have been successfully completed in the 5GC for at least one of the PDU session resources included in the PATH SWITCH REQUEST, the AMF shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the NG-RAN node and the procedure ends.

The list of accepted QoS flows shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Transfer IE. The SMF shall handle this information as specified in TS 23.502 [10].
For each PDU session for which the Additional DL QoS Flow per TNL Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF may use each included UP transport layer information as the downlink termination point for the included associated QoS flows for this PDU session split in different tunnels.
The list of PDU sessions which failed to be setup, if any, shall be included in the PATH SWITCH REQUEST message within the Path Switch Request Setup Failed Transfer IE. The AMF shall handle this information as specified in TS 23.502 [10].

For each PDU session for which the User Plane Security Information IE is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall behave as specified in TS 33.501 [13] and may send back the Security Indication IE within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message.

For each PDU session for which the DL NG-U TNL Information Reused IE set to "true" is included in the Path Switch Request Transfer IE of the PATH SWITCH REQUEST message, the SMF shall, if supported, consider that the DL TNL information contained in the DL NG-U UP TNL Information IE has been reused.
If the Security Indication IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall behave as specified in TS 33.501 [13].

If the UL NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use it as the uplink termination point for the user plane data for this PDU session.
If the Additional NG-U UP TNL Information IE is included within the Path Switch Request Acknowledge Transfer IE of the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall store this information and use the included UL NG-U UP TNL Information IE(s) as the uplink termination point(s) of the user plane data for this PDU session split in different tunnel.
If the Core Network Assistance Information IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

Next Change
9.3.2.1
QoS Flow per TNL Information List
This IE is used to provide a list of additional UP transport layer information for a split PDU session, along with the associated QoS flows.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	QoS Flow per TNL Information Item
	
	1..<maxnoofMultiConnectivityMinusOne>
	
	

	>QoS Flow per TNL Information
	M
	
	9.3.2.8
	


	Range bound
	Explanation

	maxnoofMultiConnectivityMinusOne
	Maximum no. of connectivity allowed for a UE minus one. Value is 3. The current version of the specification supports 1.


9.3.2.y
UP Transport Layer Information Pair List

This IE is used to provide a list of uplink UP transport layer information and associated downlink UP transport layer information for a split PDU session.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UP Transport Layer Information Pair Item
	
	1..<maxnoofMultiConnectivityMinusOne>
	
	

	>UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	

	>DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	


	Range bound
	Explanation

	maxnoofMultiConnectivityMinusOne
	Maximum no. of connectivity allowed for a UE minus one. Value is 3. The current version of the specification supports 1.


9.3.2.w
UP Transport Layer Information List

This IE is used to provide a list of additional UP transport layer information for a split PDU session.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UP Transport Layer Information Item
	
	1..<maxnoofMultiConnectivityMinusOne>
	
	

	>NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	


	Range bound
	Explanation

	maxnoofMultiConnectivityMinusOne
	Maximum no. of connectivity allowed for a UE minus one. Value is 3. The current version of the specification supports 1.


9.3.2.z
QoS Flow List with Data Forwarding
This IE is used to provide a list of QoS flows with indication if forwarding is accepted.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flow Item with Data Forwarding
	
	1..<maxnoofQoSFlows>
	
	

	>QoS Flow Identifier
	M
	
	9.3.1.51
	

	>Data Forwarding Accepted
	O
	
	9.3.1.62
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.1
PDU Session Resource Setup Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	This IE shall be present when at least one non-GBR QoS flow is being setup.
	YES
	reject

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Additional UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information List
9.3.2.w
	UPF endpoint of the additional NG-U transport bearer(s), for delivery of UL PDUs for split PDU session.
	YES
	reject

	Data Forwarding Not Possible
	O
	
	9.3.1.63
	This IE may be present in case of HANDOVER REQUEST message and shall be ignored otherwise.
	YES
	reject

	PDU Session Type
	M
	
	9.3.1.52
	
	YES
	reject

	Security Indication
	O
	
	9.3.1.27
	
	YES
	reject

	Network Instance
	O
	
	9.3.1.113
	
	YES
	reject

	QoS Flow Setup Request List
	
	1
	
	
	YES
	reject

	>QoS Flow Setup Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.2
PDU Session Resource Setup Response Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL QoS Flow per TNL Information
	M
	
	QoS Flow per TNL Information

9.3.2.8
	NG-RAN node endpoint of the NG-U transport bearer for delivery of DL PDUs, together with associated QoS flows.

	Additional DL QoS Flow per TNL Information
	O
	
	QoS Flow per TNL Information List
9.3.2.1
	NG-RAN node endpoint of the additional NG-U transport bearer(s) for delivery of DL PDUs for split PDU session, together with associated QoS flows.

	Security Result
	O
	
	9.3.1.59
	

	QoS Flow Failed to Setup List
	O
	
	QoS Flow List

9.3.1.13
	


9.3.4.3
PDU Session Resource Modify Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	
	YES
	reject

	UL NG-U UP TNL Modify List
	
	0..1
	
	
	YES
	reject

	>UL NG-U UP TNL Modify Item
	
	1..<maxnoofMultiConnectivity>
	
	
	-
	

	>>UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	-
	

	>>DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	Identifies the NG-U transport bearer at the NG-RAN node.
	-
	

	Network Instance
	O
	
	9.3.1.113
	
	YES
	reject

	QoS Flow Add or Modify Request List
	
	0..1
	
	
	YES
	reject

	>QoS Flow Add or Modify Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	O
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	QoS Flow to Release List
	O
	
	QoS Flow List

9.3.1.13
	
	YES
	reject

	Additional UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information List
9.3.2.w
	UPF endpoint of the additional NG-U transport bearer(s) proposed for delivery of UL PDUs for split PDU session.
	YES
	reject


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofMultiConnectivity
	Maximum no. of connectivity allowed for a UE. Value is 4. The current version of the specification supports up to 2 connectivity.

	
	
	
	
	


9.3.4.4
PDU Session Resource Modify Response Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL NG-U UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.

	UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	Identifies the NG-U transport bearer at the 5GC node.

	QoS Flow Add or Modify Response List
	
	0..1
	
	

	>QoS Flow Add or Modify Response Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	

	Additional DL QoS Flow per TNL Information
	O
	
	QoS Flow per TNL Information List
9.3.2.1 
	NG-RAN node endpoint of the additional NG-U transport bearer(s) for delivery of DL PDUs for split PDU session, together with associated QoS flows.

	QoS Flow Failed to Add or Modify List
	O
	
	QoS Flow List

9.3.1.13
	

	Additional NG-U UP TNL Information
	O
	
	UP Transport Layer Information Pair List
9.3.2.y
	NG-RAN node endpoint of the NG-U transport bearer corresponding to the modified UPF endpoint received in the PDU Session Resource Modify Request Transfer IE in case of PDU session split. 


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.5
PDU Session Resource Notify Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flow Notify List
	
	0..1
	
	

	>QoS Flow Notify Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	

	>>Notification Cause
	M
	
	ENUMERATED (fullfilled, not fulfilled, …)
	

	QoS Flow Released List 
	O
	
	QoS Flow List

9.3.1.13
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.6
PDU Session Resource Modify Indication Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL QoS Flow per TNL Information
	M
	
	QoS Flow per TNL Information

9.3.2.8
	NG-RAN node endpoint of the NG-U transport bearer for delivery of DL PDUs, together with associated QoS flows.

	Additional DL QoS Flow per TNL Information
	O
	
	QoS Flow per TNL Information List
9.3.2.1
	NG-RAN node endpoint of the additional NG-U transport bearer(s) for delivery of DL PDUs for split PDU session, together with associated QoS flows.


9.3.4.7
PDU Session Resource Modify Confirm Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flow Modify Confirm List
	
	1
	
	

	>QoS Flow Modify Confirm Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer corresponding to the DL NG-U UP TNL Information IE received in the PDU Session Resource Modify Indication Transfer IE.

	Additional NG-U UP TNL Information
	O
	
	UP Transport Layer Information Pair List

9.3.2.y
	NG-RAN node endpoint of the NG-U transport bearer indicated in the PDU Session Resource Modify Indication Transfer IE and the corresponding UPF endpoint for split PDU session.

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	

	

	QoS Flow Failed to Modify List
	O
	
	QoS Flow List

9.3.1.13
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	
	


9.3.4.8
Path Switch Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.

	DL NG-U TNL Information Reused
	O
	
	ENUMERATED (true, …)
	Indicates that DL NG-U TNL Information has been reused.

	User Plane Security Information
	O
	
	9.3.1.60
	

	QoS Flow Accepted List
	
	1
	
	QoS flows associated with the DL NG-U UP TNL Information IE.

	>QoS Flow Accepted Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	

	Additional DL QoS Flow per TNL Information
	O
	
	QoS Flow per TNL Information List
9.3.2.1
	NG-RAN node endpoint of the additional NG-U transport bearer(s) for delivery of DL PDUs for split PDU session, together with associated QoS flows.


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.9
Path Switch Request Acknowledge Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer corresponding to the DL NG-U UP TNL Information IE received in the Path Switch Request Transfer IE.

	Security Indication
	O
	
	9.3.1.27
	

	Additional NG-U UP TNL Information
	O
	
	UP Transport Layer Information Pair List

9.3.2.y
	NG-RAN node endpoint of the NG-U transport bearer indicated in the Path Switch Request Transfer IE and the corresponding UPF endpoint for split PDU session.


9.3.4.10
Handover Command Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	To deliver forwarded DL PDUs.

	QoS Flow to be Forwarded List
	
	0..1
	
	QoS flows associated with the DL Forwarding UP TNL Information IE.

	>QoS Flow to be Forwarded Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	

	Data Forwarding Response DRB List
	O
	
	9.3.1.77
	

	Additional DL Forwarding UP TNL Information
	O
	
	QoS Flow per TNL Information List

9.3.2.1
	NG-RAN node endpoint to deliver forwarded DL PDUs for split PDU session, together with associated QoS flows to be forwarded.


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.11
Handover Request Acknowledge Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.

	DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	To deliver forwarded DL PDUs.

	Security Result
	O
	
	9.3.1.59
	

	QoS Flow Setup Response List
	M
	
	QoS Flow List with Data Forwarding 9.3.2.z
	QoS flows associated with the DL NG-U UP TNL Information IE.

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	QoS Flow Failed to Setup List
	O
	
	QoS Flow List

9.3.1.13
	

	Data Forwarding Response DRB List
	O
	
	9.3.1.77
	

	Additional DL UP TNL Information for HO List
	
	0..1
	
	

	>Additional DL UP TNL Information for HO Item
	
	1..<maxnoofMultiConnectivityMinusOne>
	
	Additional DL UP TNL Information for split PDU session, in the same order as the UPF endpoint of the additional NG-U transport bearer(s) received in the PDU Session Request Setup Transfer IE of the Handover Request message.

	>>Additional DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the additional NG-U transport bearer for delivery of DL PDUs.

	>>Additional QoS Flow Setup Response List
	M
	
	QoS Flow List with Data Forwarding 9.3.2.z
	QoS flows associated with the Additional DL NG-U UP TNL Information IE.

	>>Additional DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint to deliver forwarded DL PDUs.


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.

	maxnoofMultiConnectivityMinusOne
	Maximum no. of connectivity allowed for a UE minus one. Value is 3. The current version of the specification supports 1.


Next Change
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNG-UUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-DataForwardingNotPossible,


id-DL-NGU-UP-TNLInformation,


id-NetworkInstance,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,

id-PDUSessionType,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-SecurityIndication,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,


maxnoofBPLMNs,


maxnoofCellIDforWarning,


maxnoofCellinAoI,


maxnoofCellinEAI,


maxnoofCellsingNB,


maxnoofCellsinngeNB,


maxnoofCellinTAI,


maxnoofCellsinUEHistoryInfo,


maxnoofCellsUEMovingTrajectory,

maxnoofDRBs,


maxnoofEmergencyAreaID,


maxnoofEAIforRestart,


maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,

maxnoofE-RABs,


maxnoofErrors,


maxnoofForbTACs,

maxnoofMultiConnectivity,

maxnoofMultiConnectivityMinusOne,

maxnoofNGConnectionsToReset,

maxnoofPDUSessions,


maxnoofPLMNs,


maxnoofQosFlows,


maxnoofRANNodeinAoI,


maxnoofRecommendedCells,


maxnoofRecommendedRANNodes,

maxnoofAoI,

maxnoofServedGUAMIs,


maxnoofSliceItems,

maxnoofTACs,


maxnoofTAIforInactive,


maxnoofTAIforPaging,


maxnoofTAIforRestart,


maxnoofTAIforWarning,


maxnoofTAIinAoI,


maxnoofTNLAssociations,

maxnoofXnExtTLAs,


maxnoofXnGTP-TLAs,


maxnoofXnTLAs

FROM NGAP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM NGAP-CommonDataTypes


ProtocolExtensionContainer{},


ProtocolIE-Container{},


NGAP-PROTOCOL-EXTENSION,


ProtocolIE-SingleContainer{},


NGAP-PROTOCOL-IES

FROM NGAP-Containers;

-- A

AdditionalDLUPTNLInformationForHOItem ::= SEQUENCE {


additionalDLNG-UUPTNLInformation



UPTransportLayerInformation,


additionalQosFlowSetupResponseList



QosFlowListWithDataForwarding,

additionalDLForwardingUPTNLInformation


UPTransportLayerInformation 
OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { { AdditionalDLUPTNLInformationForHOItem-ExtIEs} }
OPTIONAL,


...

}

AdditionalDLUPTNLInformationForHOItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

AdditionalDLUPTNLInformationForHOList ::= SEQUENCE (SIZE(1..maxnoofMultiConnectivityMinusOne)) OF AdditionalDLUPTNLInformationForHOItem
AdditionalQosFlowInformation ::= ENUMERATED {


more-likely,


...

}

AllocationAndRetentionPriority ::= SEQUENCE {


priorityLevelARP



PriorityLevelARP,


pre-emptionCapability


Pre-emptionCapability,


pre-emptionVulnerability

Pre-emptionVulnerability,


iE-Extensions

ProtocolExtensionContainer { {AllocationAndRetentionPriority-ExtIEs} } OPTIONAL,


...

}

AllocationAndRetentionPriority-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
-- H

HandoverCommandTransfer ::= SEQUENCE {


dLForwardingUP-TNLInformation

UPTransportLayerInformation





OPTIONAL,


qosFlowToBeForwardedList


QosFlowToBeForwardedList





OPTIONAL,


dataForwardingResponseDRBList

DataForwardingResponseDRBList




OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {HandoverCommandTransfer-ExtIEs} } OPTIONAL,


...

}

HandoverCommandTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-AdditionalDLForwardingUPTNLInformation
CRITICALITY ignore
EXTENSION QosFlowPerTNLInformationList
PRESENCE optional},


...

}
Asn1 not modified
HandoverRequestAcknowledgeTransfer ::= SEQUENCE {


dL-NGU-UP-TNLInformation


UPTransportLayerInformation,


dLForwardingUP-TNLInformation

UPTransportLayerInformation









OPTIONAL,


securityResult





SecurityResult












OPTIONAL,


qosFlowSetupResponseList


QosFlowListWithDataForwarding,


qosFlowFailedToSetupList


QosFlowList













OPTIONAL,


dataForwardingResponseDRBList

DataForwardingResponseDRBList








OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {HandoverRequestAcknowledgeTransfer-ExtIEs} }
OPTIONAL,


...

}

HandoverRequestAcknowledgeTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-AdditionalDLUPTNLInformationForHOList
CRITICALITY ignore
EXTENSION AdditionalDLUPTNLInformationForHOList
PRESENCE optional},


...

}

Asn1 not modified








-- N

Asn1 not modified
PathSwitchRequestAcknowledgeTransfer ::= SEQUENCE {


uL-NGU-UP-TNLInformation

UPTransportLayerInformation










OPTIONAL,


securityIndication



SecurityIndication












OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {PathSwitchRequestAcknowledgeTransfer-ExtIEs} }
OPTIONAL,


...

}

PathSwitchRequestAcknowledgeTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {

{ ID id-AdditionalNG-UUPTNLInformation
CRITICALITY ignore
EXTENSION UPTransportLayerInformationPairList
PRESENCE optional},


...

}

Asn1 not modified
PathSwitchRequestTransfer ::= SEQUENCE {


dL-NGU-UP-TNLInformation


UPTransportLayerInformation,


dL-NGU-TNLInformationReused


DL-NGU-TNLInformationReused






OPTIONAL,


userPlaneSecurityInformation

UserPlaneSecurityInformation





OPTIONAL,


qosFlowAcceptedList




QosFlowAcceptedList,


iE-Extensions

ProtocolExtensionContainer { {PathSwitchRequestTransfer-ExtIEs} }
OPTIONAL,


...

}

PathSwitchRequestTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-AdditionalDLQosFlowPerTNLInformation
CRITICALITY ignore
EXTENSION QosFlowPerTNLInformationList
PRESENCE optional},

...

}

Asn1 not modified
PDUSessionResourceModifyConfirmTransfer ::= SEQUENCE {


qosFlowModifyConfirmList

QosFlowModifyConfirmList,




uLNG-UUPTNLInformation




UPTransportLayerInformation,

additionalNG-UUPTNLInformation

UPTransportLayerInformationPairList

OPTIONAL,

qosFlowFailedToModifyList

QosFlowList















OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceModifyConfirmTransfer-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceModifyConfirmTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
PDUSessionResourceModifyIndicationTransfer ::= SEQUENCE {

dLQosFlowPerTNLInformation




QosFlowPerTNLInformation,

additionalDLQosFlowPerTNLInformation

QosFlowPerTNLInformationList 
OPTIONAL,



iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceModifyIndicationTransfer-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceModifyIndicationTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}
Asn1 not modified
PDUSessionResourceModifyRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceModifyRequestTransferIEs} },


...

}

PDUSessionResourceModifyRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE
optional

}|


{ ID id-UL-NGU-UP-TNLModifyList



CRITICALITY reject
TYPE UL-NGU-UP-TNLModifyList




PRESENCE
optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowAddOrModifyRequestList

CRITICALITY reject
TYPE QosFlowAddOrModifyRequestList


PRESENCE optional

}|


{ ID id-QosFlowToReleaseList



CRITICALITY reject
TYPE QosFlowList







PRESENCE optional

}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList



PRESENCE optional

},


...

}


PDUSessionResourceModifyResponseTransfer ::= SEQUENCE {


dL-NGU-UP-TNLInformation



UPTransportLayerInformation










OPTIONAL,


uL-NGU-UP-TNLInformation



UPTransportLayerInformation










OPTIONAL,


qosFlowAddOrModifyResponseList


QosFlowAddOrModifyResponseList









OPTIONAL,


additionalDLQosFlowPerTNLInformation

QosFlowPerTNLInformationList










OPTIONAL,


qosFlowFailedToAddOrModifyList

QosFlowList















OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceModifyResponseTransfer-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceModifyResponseTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-AdditionalNG-UUPTNLInformation
CRITICALITY ignore
EXTENSION UPTransportLayerInformationPairList
PRESENCE optional},

...

}

Asn1 not modified
PDUSessionResourceSetupRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceSetupRequestTransferIEs} },


...

}

PDUSessionResourceSetupRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE optional

}|


{ ID id-UL-NGU-UP-TNLInformation


CRITICALITY reject
TYPE UPTransportLayerInformation



PRESENCE mandatory
}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList



PRESENCE optional

}|


{ ID id-DataForwardingNotPossible


CRITICALITY reject
TYPE DataForwardingNotPossible



PRESENCE optional

}|


{ ID id-PDUSessionType





CRITICALITY reject
TYPE PDUSessionType







PRESENCE mandatory
}|


{ ID id-SecurityIndication




CRITICALITY reject
TYPE SecurityIndication






PRESENCE optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowSetupRequestList



CRITICALITY reject
TYPE QosFlowSetupRequestList




PRESENCE mandatory
},


...

}

PDUSessionResourceSetupResponseTransfer ::= SEQUENCE {


dLQosFlowPerTNLInformation



QosFlowPerTNLInformation,


additionalDLQosFlowPerTNLInformation

QosFlowPerTNLInformationList










OPTIONAL,


securityResult






SecurityResult













OPTIONAL,


qosFlowFailedToSetupList



QosFlowList














OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupResponseTransfer-ExtIEs} }

OPTIONAL,


...

}

PDUSessionResourceSetupResponseTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified
QosFlowPerTNLInformation ::= SEQUENCE {


uPTransportLayerInformation

UPTransportLayerInformation,


associatedQosFlowList


AssociatedQosFlowList,


iE-Extensions

ProtocolExtensionContainer { { QosFlowPerTNLInformation-ExtIEs} }
OPTIONAL,


...

}

QosFlowPerTNLInformation-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

QosFlowPerTNLInformationList ::= SEQUENCE (SIZE(1..maxnoofMultiConnectivityMinusOne)) OF QosFlowPerTNLInformationItem

QosFlowPerTNLInformationItem ::= SEQUENCE {


qosFlowPerTNLInformation



QosFlowPerTNLInformation,


iE-Extensions

ProtocolExtensionContainer { { QosFlowPerTNLInformationItem-ExtIEs} }
OPTIONAL,


...

}

QosFlowPerTNLInformationItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}
Asn1 not modified
QosFlowListWithDataForwarding ::= SEQUENCE (SIZE(1..maxnoofQosFlows)) OF QosFlowSItemWithDataForwarding
QosFlowItemWithDataForwarding ::= SEQUENCE {


qosFlowIdentifier


QosFlowIdentifier,


dataForwardingAccepted

DataForwardingAccepted











OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {QosFlowItemWithDataForwarding-ExtIEs} }
OPTIONAL,


...

}

QosFlowItemWithDataForwarding-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified








Asn1 not modified



















Asn1 not modified
UL-NGU-UP-TNLModifyList ::= SEQUENCE (SIZE(0..maxnoofMultiConnectivity)) OF UL-NGU-UP-TNLModifyItem

Asn1 not modified
UPTransportLayerInformationList ::= SEQUENCE (SIZE(0..maxnoofMultiConnectivityMinusOne)) OF UPTransportLayerInformationItem
UPTransportLayerInformationItem ::= SEQUENCE {


nGU-UP-TNLInformation

UPTransportLayerInformation,


iE-Extensions

ProtocolExtensionContainer { {UPTransportLayerInformationItem-ExtIEs} } OPTIONAL,


...

}

UPTransportLayerInformationItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

UPTransportLayerInformationPairList ::= SEQUENCE (SIZE(0..maxnoofMultiConnectivityMinusOne)) OF UPTransportLayerInformationPairItem
UPTransportLayerInformationPairItem ::= SEQUENCE {


uL-NGU-UP-TNLInformation

UPTransportLayerInformation,


dL-NGU-UP-TNLInformation

UPTransportLayerInformation,


iE-Extensions

ProtocolExtensionContainer { {UPTransportLayerInformationPairItem-ExtIEs} } OPTIONAL,


...

}

UPTransportLayerInformationPairItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Asn1 not modified








Asn1 not modified
9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN
Asn1 not modified

maxnoofE-RABs





INTEGER ::= 256

maxnoofErrors





INTEGER ::= 256


maxnoofForbTACs





INTEGER ::= 4096


maxnoofMultiConnectivity


INTEGER ::= 4

maxnoofMultiConnectivityMinusOne
INTEGER ::= 3


maxnoofNGConnectionsToReset


INTEGER ::= 65536

maxnoofPDUSessions




INTEGER ::= 256

asn1 not modified

id-QosFlowToReleaseList








ProtocolIE-ID ::= 137


id-SecurityIndication








ProtocolIE-ID ::= 138


id-UL-NGU-UP-TNLInformation







ProtocolIE-ID ::= 139


id-UL-NGU-UP-TNLModifyList







ProtocolIE-ID ::= 140

id-WarningAreaCoordinates







ProtocolIE-ID ::= 141

id-AdditionalDLForwardingUPTNLInformation



ProtocolIE-ID ::= xxx

id-AdditionalDLUPTNLInformationForHOList



ProtocolIE-ID ::= xxx

id-AdditionalNG-UUPTNLInformation





ProtocolIE-ID ::= xxx

id-AdditionalDLQosFlowPerTNLInformation




ProtocolIE-ID ::= xxx
END

-- ASN1STOP

