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1   Introduction
SA2 sent a LS informing that the non-public network (NPN) is being studied at their normative phase in [1]. SA2 also agreed to select solutions #1 and #2 to enable NPN in [2][3].

· SA2 would like to inform RAN working groups that SA2 has agreed a work item to specify the functionality of solution #1 and #2 that have impact to RAN2 and RAN3 specifications. SA2 would therefore like to request RAN working groups to take this into account and specify the related RAN functionality.

In this contribution, we will discuss the possible impact on RAN of solutions #1 and #2 respectively.
2   Discussion

2.1   Solution 1: Stand-alone Non-public Network
The basic introduction of stand-alone NPN (SNPN) is agreed in SA2 [2], for which it is not relying on network functions provided by a PLMN. 
The potential impact on RAN includes the following aspects as follows. 
· Broadcast system information
NG-RAN nodes which provide access to SNPNs broadcast PLMN ID, List of NIDs (Network identifier) per PLMN ID and optional human-readable network name etc. This could allow only those SNPN-enabled UEs to select and access the SNPNs. Also for those UEs not operating with SNPN mode of operation, the UE does not select these SNPNs. 
Hence RAN2 can further study the broadcast mechanism for SNPN-enabled UEs. Further in case of multiple NIDs scenario, the access control, congestion control etc e.g. how to incorporate NID into the unified access control should be further studied. 
· Network selection and verification
As described in [2], when the UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID. We understand this may be related to the RRC Msg5 and NG initial UE message. 
· Interworking between SNPN and PLMN
This includes two scenarios: access to PLMN services via SNPN, and Access to SNPN services via PLMN. For example, the UE in SNPN mode of operation may access PLMN services via SNPN which is taken as a role of “untrusted non-3GPP access”. Similarly, A UE may access SNPN services via PLMN. 
RAN3 has not fully discussed the support of non-3GPP access with the understanding that NG interface can be used both for 3GPP and non-3GPP access. With the interworking requirement, it is expected to further study the interworking, and the support of QoS differentiation in this interworking could be further studied. 
Proposal 1: For standalone NPN, RAN should consider the following issues
· Broadcast system information (under RAN2 scope)
· Network selection and verification
· Interworking between SNPN and PLMN
2.2   Solution 2: Non-stand-alone Non-public Network
The non-standalone NPN is basically introduced in [3], which are supported by PLMN. Also the existing network slicing functionalities can be applied, e.g. by allocating one or more network slices for the NPN. The potential impact on RAN includes the following aspects as follows. 

· Network and cell selection, and access control
In order to avoid not enabled UE to access the NPN, Closed Access Groups (CAG) can be used for access control in addition to the network slicing. Each cell may broadcast an Allowed CAG list, a human-readable network name etc. In order to have end-to-end support of NPN, CAG/network slice based network discovery, access control, and cell (re-)lection should be introduced.
· Network access verification 
As described in [3], the NG-RAN shall provide the CAG Identifier to the AMF for verification, RAN3 can further study the support over NG interface. 
· Handover and mobility restrictions

With the introduction of CAG, the network can handover the UE to those cells which support CAGs UE is configured. Hence the mobility Restrictions including the allowed CAG list, shall be able to restrict the UE's mobility. Also the source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells; 
Proposal 2: For non-standalone NPN, RAN should consider the following issues

· CAG/Network slice based network discovery, access control, and cell (re-)selection (under RAN2 study)

· Network access verification
· Handover and mobility restrictions
2.3   Potential way forward
SA2 requests RAN to support the NPN feature in the LS [1]. However currently there is no ongoing work arrangement for NPN yet in RAN, and it is not possible to support this without full technical discussion. In order to support this end-end NPN both for option 1 and option2, clearly RAN should start NPN work together with the SA2. Since this requires both work for RAN2 and RAN3, it seems easier to ask RAN plenary for final decision. 
Proposal 3: The work arrangement on RAN support of NPN can be decided by RAN plenary. 
3   Conclusion
Based on the discussion in this paper, we propose the following observation and proposals.   
Proposal 4: For standalone NPN, RAN should consider the following issues

· Broadcast system information (under RAN2 study)

· Network selection and verification

· Interworking between SNPN and PLMN
Proposal 5: For non-standalone NPN, RAN should consider the following issues

· CAG/Network slice based network discovery, access control, and cell (re-)selection (under RAN2 study)

· Network access verification

· Handover and mobility restrictions
Proposal 6: The work arrangement on RAN support of NPN can be decided by RAN plenary. 
The LS rely to SA2 can be found in [4]. 
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