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1	Information
SA3 has agreed a solution to add integrity protection to the UL data in UP-EDT in [1].
In [2], SA3 sent the LS to requests RAN3 to take the solution in considerations while finalizing RAN2/RAN3 specifications for small data transmission during EDT. 
This paper provides the necessary changes in RAN3 specification.
2	Discussion
The SA3 solution described in TS 33.401 requires that the new eNB (the target eNB) to calculate HASHeNB-data with uplink PDCP Data PDU received from the UE, and to include this information in the Retrieve UE Context Request message to the old eNB (the source eNB). The source eNB then verify the ShortResumeMAC-I with this information and other parameters.
[bookmark: _Hlk532560964]We have consider the three facts when introduce this new data hash information in the Retrieve UE Context Request in TS 36.423
· the IE definition.
· the presence of the IE, 
· the criticality handling, 
For the IE definition, SA3 has defined that data hash would be a bit string of size 256.
If the presence is set to “Mandatory, the source eNB with the new version will fail the UE context procedure if the target eNB is with the old version and does not send the Data Hash IE in the message. Further this security solution is related to User Plane Early Data Transmission (UP-EDT).
We conclude that the presence of the IE is reasonable to be set as “Optional”.
If the criticality handling is assigned to “reject”, the source eNB with the old version will fail the UE context procedure if the target eNB is with the new version and sends the Data Hash IE in the message because the receive does not comprehend the information element.
In our opinion, it is important to not fail the UE context retrieval procedure unnecessarily. Thus we conclude that the criticality handling of the IE is reasonable to be assigned as “ignore”.
Proposal 1:   RAN3 to agree introduce the new Data Hash IE in the RETRIVE UE CONTEXT REQUEST in TS 36.423 as Optionally present and criticality is assigned to “ignore”. The IE is defined as BIT STRING.
3	Proposal
Proposal 1:   RAN3 to agree introduce the new Data Hash IE in the RETRIVE UE CONTEXT REQUEST in TS 36.423 as Optionally present and criticality is assigned to “ignore”. The IE is defined as BIT STRING.
 [3] is submitted to implement this proposal.
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