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1 Introduction
In TR 23.731 [1], it is proposed in one of the candidate solutions to add NG-RAN as a potential internal LCS Client, in order to address the Key Issue “Enhancements to LCS architecture" and Key Issue “Position service exposure”.
This paper discusses the issue of RAN as LCS client.
2 Discussion

In TR 23.731 [1], it is proposed in one of the solutions to add NG-RAN as a potential internal LCS Client. In fact, to verify that this solution is reasonable, there must be some strong requirements that NG-RAN need to know UE location and has to initialize the positioning process. It has been discussed in RAN2, and certain company has proposed some use cases, such as PCI confusion, beam forming, mobility decision, and complement SON and MDT use cases. 

However, PCI confusion issue can barely exist because the network operator already will have various ways to avoid that same PCI occurs in the same region. Moreover, the radio channel tends to be highly complex in urban area. Thus, it will be difficult to conduct beam forming and mobility decision just based on UE location. Although, UE location might be beneficial for beam forming in LOS scenario, e.g., rural area. For SON and MDT use cases, the current mechanism can work by UE reporting of its location, if it is available. Therefore, there is no strong requirements or use cases that need RAN being as LCS client. 
Observation 1: There is no strong requirements or use cases that need NGRAN being as LCS client, considering current discussed use cases in RAN2. 
Proposal 1: More use cases or stronger reasons for NGRAN being as LCS client need to be clarified.
From our memory one reason why the eNB was not agreed to act as LCS client was related to impossibility to store the IMSI/IMEI in the eNB in previous releases. In release 8, the LS from SA3 already indicated that “there are security benefits not to forward permanent identities like IMSI and IMEI(SV) to the eNB”, unless that “they may be willing to reveal the IMSI/IMEI(SV) to the eNB providing that the non-security benefits to do so are strong enough” [2]. Therefore, we kindly ask RAN3 to clarify again this issue and provide some clarification on difference now with the gNB.
Proposal 2: RAN3 should clarify whether it is allowed to store an IMSI/IMEI in the gNB for LCS purpose, or clarify the differences with gNB for being as LCS client.
In line with the discussion above, in this solution, it is assumed that the NG-RAN, as an internal LCS client, is always authorized to use the LCS service to obtain the target UE location estimation, thus no privacy verification and LCS service authorization are required for requests initiated by the NG-RAN. We tend to think that SA3 should be involved in such decision and invite other companies to express view on this aspects. 

Proposal 3: Involvement of SA3 in decision to make RAN as client might be beneficial.

3 Conclusion
Based on the discussion in this paper, we have the following observation  and proposal: :
Observation 1: There is no strong requirements or use cases that need NGRAN being as LCS client, considering current discussed use cases in RAN2.
Proposal 1: More use cases or strong reasons for NGRAN being as LCS client need to be clarified.
Proposal 2: RAN should confirm with SA3 before making decision on RAN as client.
Proposal 3: Involvement of SA3 in decision to make RAN as client might be beneficial.
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