3GPP TSG-RAN WG3 Meeting #103
R3-190438
Athens, Greece, 25 February-1 March 2019
Agenda item:
13.3.1
Source:
Samsung
Title:
Overview on routing in IAB network
Document for:
Discussion & Decision
1 Introduction
As agreed in RAN#82, a new WI on IAB will be started since the first RAN3 meeting in 2019.  One of important topic of IAB is routing. In this contribution, we will give our view on this issue. 
2 Discussions
In Fig. 1, an IAB network is shown to indicate that the UE is connected to the IAB donor CU via two IAB nodes, i.e., IAB node 1 and IAB node 2, where IAB node 2 is the accessing IAB node of the UE. 
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Fig. 1 IAB network

In this figure, as agreed during SI stage, IP layer is terminated at the IAB node 2 so that the GTP-U tunnel should be established between IAB donor CU and IAB node 2 for each UE DRB. The data over such GTP-U tunnel should be conveyed via the wired F1 interface between donor CU and donor DU, and then via the wireless BH between donor DU and accessing IAB node. In general, the packets are routed via IP based routing scheme over the wired F1interface, and then the adaptation layer information is used to route the packet over the wireless BH. Thus, the donor DU needs to perform the change from IP based routing to adapt layer based routing. To achieve this, some possible protocol stacks can be considered (Note that, during SI stage, we consider IPSec-based security and PDCP-based security for user plane. However, the security related solution does not have impact on the routing scheme. Thus, we will use IPsec-based solution to illustrate the protocol stack for routing).  Since those protocol stacks define the fundamental principle of the data transmission over IAB network, the impact analysis cannot be focused on routing only. We need consider other aspect, i.e., F1-U. Thus, in the following, we will introduce different protocol stacks and carry out the comparison among them from the perspective of routing and F1-U.  

· Nested protocol stack

In this option, as shown in Fig. 2, two tunnels are established for an UE DRB, i.e., T1 and T2. T1 is established between CU-UP and accessing IAB node (i.e., IAB node 2), and T2 is established between CU-UP and donor DU. Moreover, the packets over T1 are conveyed via T2. To perform the mapping between T2 and BH RLC CH, the CU-CP needs configure the relationship between T2 and adaption layer information at the donor DU. 
Routing aspect: The benefit of this option is that the legacy F1-U can be reused as much as possible. However, at the CU-UP side, the nested structure requires to add two GTP-U/UDP/IP headers for a PDCP PDU packet, which introduces extra overhead over wired F1 interface.  
F1-U aspect: For the packets lost over wired F1 interface, both donor DU and accessing IAB node will report those lost packets to CU-UP via DDDS over T1 and T2, respectively, and then the CU-UP will retransmit the lost packets twice (i.e., one is retransmitted via T2, and one is retransmitted via T1).For the packets lost over wireless BH, only CU-UP knows them via DDDS reported by the accessing IAB node. Thus, the retransmission of those packets is performed by CU-UP only. However, in reality, the packets lost over wireless BH are received and buffered by donor DU. If donor DU knows those lost packets, the donor DU can perform retransmission, which avoids retransmissions over wired link. In other words, this option delays the retransmission of the lost packets. 
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Fig. 2 Nested protocol stack
· Non-nested protocol stack
In this option, the CU-UP side does not have a nested GTP-U/UDP/IP protocol stack. The benefit of this option is that each PDCP PDU packet only has one GTP-U/UDP/IP header. Depending on the protocol stack at the Donor DU side, three alternatives can be considered:

Alt. 1: Donor DU performs IP layer processing only
In this alternative, as shown in Fig. 3, one tunnel is established between CU-UP and accessing IAB node for an UE DRB, i.e., T1. At donor DU side, the received data from CU-UP is processed by IP layer only. To perform the mapping between IP packets to the BH RLC CH, the donor DU should rely on the information in the IP header, e.g., IP address (address at donor DU), DSCP (for IPv4)/flow label (for IPv6) to distinguish packets from different UE DRBs. Thus, the configuration to IP layer is needed, i.e., configure IP address (address at donor DU)+DSCP/flow label to differentiate packets from different UE DRBs. On the other hand, the packets over T1 should have destination IP address at accessing IAB node since this IP address is used by accessing IAB node to identify the UE DRB. However, these packets should be routed to donor DU via wired F1 interface first. Thus, the CU-UP should send the packets of T1 by setting destination IP address as IP address of donor DU first to guarantee the packets are routed to the donor DU, and then donor DU change destination IP address to the one at accessing IAB node side.  
Routing aspect: Donor CU needs configure the IP layer to set DSCP/flow label for different UE DRBs, and the donor DU needs to change the destination IP address of the packets received from CU-UP. The interface between donor CU and donor DU is different from the legacy F1-U, which may require new interface definition.
F1-U aspect: F1-U cannot be applied between CU-UP and donor DU since DU side does not perform the processing of full GTP-U/UDP/IP protocol stack. In this sense, for the packets lost over wired F1 interface, CU-UP can know them only through the DDDS from the accessing IAB node, which delays the retransmission of those packets. Also, the packets lost over wireless BH have to be retransmitted by CU-UP only even if the IP packet is buffered at donor DU.
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Fig. 3 Non-nested protocol stack (Alt. 1)
Alt. 2: Donor DU performs IP layer processing and GTP-U header decoding

In this alternative, as shown in Fig. 4, one tunnel is established between CU-UP and accessing IAB node for an UE DRB, i.e., T1, and donor DU can decode the GTP-U/UDP/IP header of each packet. Similar to Alt. 1, the donor DU should change the destination IP address of the packets over T1. Different from Alt. 1, this method can reuse the GTP-U tunnel information of T1 to differentiate UE DRBs. However, to decode the GTP-U header, the IPSec configuration between CU-UP and accessing IAB node should be configured to donor DU. 
Routing aspect: Donor DU needs to change destination IP address of the packets received from CU-UP, and donor CU should configure IPSec between CU-UP and accessing IAB node at donor DU. Moreover, the donor CU should configure the GTP-U tunnel information of T1 to the donor DU.
F1-U aspect: for the packets lost over wireless BH, the donor DU can retransmit them by decoding the DDDS from the accessing IAB node (the DDDS from accessing IAB node indicates the packets lost over wireless BH). However, the F1-U cannot be applied in wired F1 interface since donor DU only decodes the GTP-U header.  Then, the packets lost over wired F1 interface can be known only after receiving DDDS from the accessing IAB node, and thereby the retransmission of those packets by CU-UP is delayed. 
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Fig. 4 Non-nested protocol stack (Alt. 2)
Alt. 3: GTP-U proxy in donor DU
In this alternative, as shown in Fig. 5, two tunnels are established for an UE DRB. Specifically, one is between donor DU and accessing IAB node, i.e., T1, and another is established between CU-UP and donor DU, i.e., T2.  Donor DU needs perform the mapping between T1 and T2. 
Routing aspect: The drawback of this alternative is that donor DU needs more processing than other alternatives, i.e., decoding GTP-U/UDP/IP header first and then encoding another GTP-U/UDP/IP header. Moreover, the donor CU should configure T1 and T2 to donor DU, including security configuration for both tunnels, and additional security setup mechanism is required between donor DU and accessing IAB node. 
F1-U aspect: this alternative separate the wireless BH and wired F1, and each part can apply an independent F1-U scheme. Specifically, the packets lost over wired F1 interface can be reported by CU-UP and retransmitted by CU-UP, while the packets lost over wireless BH can be reported by accessing IAB node and retransmitted by donor DU. 
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Fig. 5 Non-nested protocol stack (Alt. 3)

In summary, the following table gives the pros. and cons for different methods.

Table 1 Comparison (blue: IP routing aspect; red: F1-U aspect)
	
	Nested protocol stack
	Non-nested protocol stack

	
	
	Alt. 1
	Alt. 2
	Alt. 3

	Pros.
	Reuse legacy F1-U 
	· No nested GTP-U/UDP/IP header 

· No duplicated retransmission of packets lost over wired F1 interface
	· No nested GTP-U/UDP/IP header 

· No duplicated retransmission of packets lost over wired F1 interface
· The packets lost over wireless BH can be retransmitted by donor DU
	· No nested GTP-U/UDP/IP header 

· No duplicated retransmission of packets lost over wired F1 interface
· The packets lost over wireless BH can be retransmitted by donor DU

	Cons.
	· Additional overhead over wired F1 interface (nested GTP-U/UDP/IP header)

· Duplicated retransmission of packets lost over wired F1 interface
· Delay the retransmission of packets lost over wireless BH 
	· New interface is needed between donor CU and donor DU
· Configuration at IP layer about the mapping between DSCP/flow label and UE DRB

· Donor DU changes the destination IP address of the received packets from CU-UP

· F1-U cannot be applied for wired F1 interface (e.g., delay the retransmission of packets lost over wired F1 interface)
· Delay the retransmission of packets lost over wireless BH 
	· Donor DU changes the destination IP address of the received packets from CU-UP

· Configure IPSec between CU-UP and accessing IAB node at donor DU
· Donor CU should configure the GTP-U tunnel between Donor CU and accessing IAB node to the donor DU

· F1-U cannot be applied for wired F1 interface (e.g., delay the retransmission of packets lost over wired F1 interface)
	· Complex processing at donor DU

· Configuring two tunnels at donor DU, including security configuration for both tunnels
· Additional security setup mechanism is required between donor DU and accessing IAB node


Proposal: RAN3 selects one routing framework based on the four candidate protocol stacks by considering the above comparison table:
· Nested protocol stack

· (Non-nested) Donor DU performs IP layer processing only

· (Non-nested) Donor DU performs IP layer processing and GTP-U header decoding

· (Non-nested) GTP-U proxy in donor DU
Considering the spec. impact, at this moment, we slightly prefer to Nested protocol stack since the existing F1-U can be reused as much as possible.

3 Conclusions
In this contribution, we analyze different protocol stacks for different IP routing schemes, and propose:
Proposal: RAN3 selects one routing framework based on the four candidate protocol stacks by considering the above comparison table:

· Nested protocol stack

· (Non-nested) Donor DU performs IP layer processing only

· (Non-nested) Donor DU performs IP layer processing and GTP-U header decoding

· (Non-nested) GTP-U proxy in donor DU
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