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1 Introduction 
The new WID on Direct data forwarding for inter-system mobility [1] was agreed in RAN#82 meeting. 
This contribution discussed the issues that need to be solved in order to support direct data forwarding in addition to indirect data forwarding.
2 Discussion
For supporting direct data forwarding between E-UTRAN and NG-RAN node, the first issue that needs to be clarified is per E-RAB tunnel or per PDU session tunnel. If per PDU session tunnel, the mapping of Qos flow/PDU session and E-RAB needs to be informed to the eNB. For handover from 5G to 4G, the legacy eNB will not work. If per E-RAB tunnel, there is no additional impact on eNB for handover from 5G to 4G. Considering this aspect, it is assumed per E-RAB tunnel is used for direct data forwarding.
Indirect data forwarding was agreed [2]. If two solutions of data forwarding for inter-system handover exist, the involved nodes need to know which option to use. For intra-system handover in EPS and 5GS, the source RAN node decides whether direct forwarding path is available and informs this to the MME/SMF. If direct forwarding path is not available, the MME or SMF decides whether indirect forwarding is possible. In case there is no indirect data forwarding connectivity, the MME/SMF shall further includes a “Data forwarding not possible” IE in the Handover Request message and sends the IE to the target RAN node. 
In the following, we analyzed how to reuse the exiting IE(s) for intra-system handover and whether the existing IEs in the handover related messages are enough for both directions for inter-system handover between EPS<->5GS.
4G->5G

For intra-system handover, the source eNB decides whether Direct Forwarding Path is available and informs this to the MME. So the existing IE “Direct Forwarding Path Availability” in S1AP Handover Required message can be reused for inter-system handover. 
The MME sends Direct Forwarding Flag to the AMF and AMF includes Direct Forwarding Flag in Nsmf_PDUSession_CreateSMContext to inform the SMF of the applicability of indirect data forwarding. 
As abstracted below, direct data forwarding is only used for S1 based handover. For other handover procedure, Direct Forwarding Flag cannot be set to 1. It can only be set to “Indirect data forwarding”. With this restriction, it is not possible for the MME to indicate to the AMF and therefore AMF to SMF whether direct data forwarding is applicable. For support direct data forwarding between 4G and 5G, this restriction should be removed. Otherwise, even though direct data forwarding is possible, the SMF doesn’t know and may decide whether indirect data forwarding is possible. If indirect data forwarding is not possible, the SMF will informs the target “Data forwarding not possible” which is misleading.
Observation 1: For supporting direct data forwarding between 4G and 5G, Direct Forwarding Flag set to 1 should also be applicable for inter-system handover with 5GS. CT4 spec is impacted.
	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.
· Direct Forwarding Indication: This flag shall be set to 1 if direct forwarding is supported in the S1 based handover procedure. This flag shall not be set to 1 if the message is used for other handover procedures.
· Idle mode Signalling Reduction Supported Indication flag: This flag shall be set to 1 if the source MME/SGSN and associated SGW are capable to establish ISR for the UE.

· ……. 
	Indication
	0


If the Direct Forwarding Flag indicates indirect forwarding and there is no indirect data forwarding connectivity between source and target, the SMF shall further include a "Data forwarding not possible" indication in the N2 SM information container. The AMF transmits N2 SM information container to the target NG-RAN node transparently which includes the “Data forwarding not possible” IE.

The target NG-RAN nodes only knows whether data forwarding is possible or not but doesn’t know whether direct or indirect data forwarding. The target NG-RAN node doesn’t know the source cell or the source base station therefore cannot decide whether direct forwarding path is available or not. In case of indirect data forwarding, the target NG-RAN node assigns per PDU session tunnel if at least one Qos flow is accepted for data forwarding. In case of direct data forwarding, the target NG-RAN node assigns per E-RAB tunnel.
Observation 2: The target NG-RAN node doesn’t know whether direct or indirect data forwarding and the target NG-RAN node has no enough information to judge whether direct forwarding path is available or not. Then the target NG-RAN node doesn’t know to assign per PDU session tunnel or per E-RAB tunnel.
There are two alternatives to let the target NG-RAN node knows whether direct data forwarding or indirect data forwarding:
Alternative 1: 
SMF informs the target NG-RAN node whether direct or indirect data forwarding (NGAP impact).
The whole procedure works as follow:
· The source eNB decides whether Direct Forwarding Path is available and informs this to the MME. The existing IE “Direct Forwarding Path Availability” in S1AP Handover Required message can be reused for inter-system handover. 

· The MME sends Direct Forwarding Flag to the AMF and AMF transmit Direct Forwarding Flag in to the SMF. Direct Forwarding Flag can be setup to 1(direct data forwarding) or 0 (indirect data forwarding).
· SMF informs the target NG-RAN node whether direct or indirect data forwarding if data forwarding is possible.
Alternative 2: 
The source eNB transmits to the target NG-RAN node the identity of the source eNB or the identity of the source cell (NGAP impact).
· The source eNB decides whether Direct Forwarding Path is available and informs this to the MME. The existing IE “Direct Forwarding Path Availability” in S1AP Handover Required message can be reused for inter-system handover. The identity of the source eNB or the identity of the source cell should be transmitted from the source eNB->MME->AMF-> target NG-RAN node. The identity of the source eNB or the identity of the source cell could be included in the source NG-RAN node to the target NG-RAN node transparent container.
· The MME sends Direct Forwarding Flag to the AMF and AMF transmit Direct Forwarding Flag in to the SMF. Direct Forwarding Flag can be setup to 1(direct data forwarding) or 0 (indirect data forwarding).
· The AMF transmit the source NG-RAN node to the target NG-RAN node transparent container (including the identity of the source eNB or the identity of the source cell) and N2 SMF N2 SM information container (including Data forwarding not possible) to the target NG-RAN node.
· If data forwarding is possible, the target NG-RAN node decides whether direct data forwarding or indirect data forwarding. With the identity of the source eNB or the identity of the source cell, the target NG-RAN node can decide whether direct forwarding path is available between the source eNB and the target NG-RAN node. The target NG-RAN node allocates the corresponding tunnel for data forwarding.
Both alternative works. Alternative 1 seems more consistent with the existing spec e.g .the source decides whether direct forwarding path is available. 
Proposal 1: It is proposed for RAN3 to select one alternative to let the target NG-RAN node knows direct or indirect data forwarding. Alternative 1 is preferred.

For direct data forwarding, the target NG-RAN node assigns per E-RAB tunnel. For indirect data forwarding, the target NG-RAN node assigns per PDU session tunnel. If the SMF receives per E-RAB tunnel, it forwards the information to the MME via AMF. If the SMF receives per PDU session tunnel, the behavior of the SMF/UPF/AMF is the same as the agreed in [2].
The issue that needs to be checked is how to transmit the per E-RAB tunnel information from the target NG-RAN to the AMF/SMF. One proposal is to reuse Data Forwarding Response DRB list to transmit the E-RAB tunnel information. However, the range of DRB ID and E-RAB ID and the maximum number of DRB and E-RAB are different i.e.:
9.3.2.3
E-RAB ID

This IE is the identifier of the LTE E-RAB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB ID
	M
	
	INTEGER (0..15, …)
	


9.3.1.53
DRB ID

This IE contains the DRB ID.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DRB ID
	M
	
	INTEGER (1..32, …)
	


Maximum no. of DRBs allowed towards one UE. Value is 32
	maxnoofE-RABs
	Maximum no. of E-RABs allowed towards one UE. Value is 256.


The maximum number of E-RAB was defined to 256. It is for future proof. The actual maximum number of E-RAB in LTE is 16. The maximum number of DRB in NR is 32. So the maximum number of the list doesn’t bring blocking point. 
However, DRB ID is start from 1 which is to in line with Uu interface. The E-RAB ID can use value “0”.  If the EPC assign 0 for an E-RAB, it is not possible to use DRB ID field to transmit E-RAB ID. It will bring backward compatibility issue if “0” is forbidden for an E-RAB ID. Therefore, it’s not possible to reuse the existing DRB ID field to transmit E-RAB ID. 
Observation 3: It’s not possible to reuse the existing “Data Forwarding Response DRB list” to transmit the E-RAB tunnel information. Change is needed in stage 3..
There are three approaches to solve this:
Approach 1: Define a new list “Data Forwarding Response E-RAB List” in Handover Command Transfer.
Approach 2: Define “Data Bearer ID” (the existing DRB ID) in “Data Forwarding Response DRB List” as a choice value. The “Data Bearer ID” could be DRB ID or E-RAB ID (no change on the definition of DRB ID and E-RAB ID).

Approach 3: Redefine “Data Bearer ID” (the existing DRB ID) to INTEGER (0..32, …). So this field could be used to transmit DRB ID or E-RAB ID. If “Data Bearer ID” is used for DRB ID, the value “0” shall not be used.
Approach 1 is backward compatible while Approach 2 and Approach 3 not. Comparing between Approach 2 and Approach 3, Approach 2 is clear. Approach 1 is preferred considering the backward compatibility.
In the “Data Forwarding Response DRB list” for intra-system handover, “DL Forwarding UP TNL Information” and “UL Forwarding UP TNL Information” are defined as optional, because either DL forwarding or UL forwarding or both could be possible. But for inter-system handover, data forwarding is only for downlink. DL Forwarding UP TNL Information should be mandatory and UL Forwarding UP TNL Information is not needed. This is another reason to have a clear approach.
Proposal 2: To include“Data Forwarding Response E-RAB List” in Handover Request Acknowledge Transfer IE.

5G->4G

For intra-system handover, the source NG-RAN node decides whether Direct Forwarding Path is available and informs this to the AMF. So the existing IE “Direct Forwarding Path Availability” in NGAP Handover Required message can be reused for inter-system handover. 

Currently, the AMF determines, based on configuration, if indirect forwarding is possible and includes the Direct Forwarding Flag to inform the target MME of the applicability of indirect data forwarding. For supporting direct data forwarding, the AMF needs to consider whether direct forwarding is possible based on the received IE “Direct Forwarding Path Availability”. If not, the AMF determines, based on configuration, if indirection forwarding is possible. Then the AMF sends Direct Forwarding Flag to inform the target MME of the applicability of direct data forwarding or indirect data forwarding. Similar as handover from 4G->5G as discussed above, CT4 spec should be updated to support this. This is covered by observation 1.
For indirect data forwarding, the MME request SGW to assign data forwarding tunnel after receiving Handover Request Ack. message from the target eNB. Otherwise the MME just forward the received tunnel information from the target eNB to the AMF.
In the existing procedure, the AMF only triggers step 10 (as shown in Figure 4.11.1.2.1-1) for indirect data forwarding. Since data forwarding information in Handover Command message is included N2 SM container. So even for direct data forwarding, the AMF also needs to transmit the EPS bearer context to the SMF. Then the SMF can compose the data forwarding information in N2 SM container. For direct data forwarding, the SMF doesn’t need to request UPF assign tunnel ID. But for indirect data forwarding, the interaction between SMF and UPF is needed. Based on the existing EPS bearer context, the SMF cannot detect whether it is direct data forwarding or indirect data forwarding (e.g. whether the tunnel is assigned by the target eNB or by the SGW). Therefore, the AMF should inform the Direct Forwarding Flag to the SMF through Nsmf_PDUSession_UpdateSMContext Request message.

Observation 4: AMF should inform the Direct Forwarding Flag to the SMF through Nsmf_PDUSession_UpdateSMContext Request message. This should be discussed and decided by SA2/CT4. 
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Figure 4.11.1.2.1-1: 5GS to EPS handover for single-registration mode with N26 interface

SMF should transmit the E-RAB tunnel for data forwarding to the source NG-RAN node by Handover Command message. Similar discussion as above for 4G->5G, it is not possible to use the existing DRB ID field to transmit E-RAB ID. The better approach is to define a “Data Forwarding Response E-RAB List” in Handover Command Transfer IE
Proposal 3: To include“Data Forwarding Response E-RAB List” in Handover Command Transfer IE.

Considering Observation 1 and Observation 4 above, LS to SA2/CT4 is needed.
Proposal 4: It is proposed for RAN3 to send LS to SA2/CT4.

3 Conclusion
This contribution discussed how to support direct data forwarding in addition to indirect data forwarding. We have the following observations and proposals:
Observation 1: For supporting direct data forwarding between 4G and 5G, Direct Forwarding Flag set to 1 should also be applicable for inter-system handover with 5GS. CT4 spec is impacted.

Observation 2: The target NG-RAN node doesn’t know whether direct or indirect data forwarding and the target NG-RAN node has no enough information to judge whether direct forwarding path is available or not. Then the target NG-RAN node doesn’t know to assign per PDU session tunnel or per E-RAB tunnel.

Proposal 1: It is proposed for RAN3 to select one alternative to let the target NG-RAN node knows direct or indirect data forwarding. Alternative 1 is preferred.

Observation 3: It’s not possible to reuse the existing “Data Forwarding Response DRB list” to transmit the E-RAB tunnel information. Change is needed in stage 3.
Proposal 2: To include“Data Forwarding Response E-RAB List” in Handover Request Acknowledge Transfer IE.

Observation 4: AMF should inform the Direct Forwarding Flag to the SMF through Nsmf_PDUSession_UpdateSMContext Request message. This should be discussed/decided by SA2/CT4. 

Proposal 3: To include“Data Forwarding Response E-RAB List” in Handover Command Transfer IE.

Proposal 4: It is proposed for RAN3 to send LS to SA2/CT4.

It is proposed to agree the proposals. The corresponding CRs and LS are in [3][4][5].
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