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Introduction
At the last RAN2 meeting it was agreed to terminate IP layer as well as other F1 functions in the IAB node. Consequently, it is also reasonable to assume that the F1 interface is protected using NDS/IP mechanisms defined by SA3. According to LS [R2-1818931] SA3 thinks using NDS/IP to protect the F1 interface to the IAB nodes is a feasible solution although further study is required in SA3. The setup of NDS/IP is expected to be supported using existing SA3 specified procedures. 
In addition to NDS/IP security the IAB node needs to perform NAS layer authentication to generate the session keys needed for NAS/AS security. The paper discussed these aspects for IAB node authentication. 
Discussion and proposal
Currently 3GPP 33.501 support multiple authentication methods. The UE and the serving network shall support EAP-AKA’ and 5G AKA authentication methods based on USIMs. In addition to this, private network using the 5G system can support additional methods based on EAP including EAP-TLS described in Annex B of TS 33.501 which is based on using a client certificate.
EAP-TLS is a mutual authentication method that be used by EAP peer and EAP server and it is specified in RFC 5216. The 3GPP profile is specified in TS 33.310. 
Given that EAP-TLS and certificate authentication methods are widely used within existing network today for authentication and session key generation it would be beneficial to support it also for IAB nodes authenticating themselves to the network as specified in TS 33.310 as an alternative to USIM based solution.
[bookmark: _Toc965320][bookmark: _Toc1033404][bookmark: _Toc1064157]EAP-TLS based authentication as described in TS 33.310 should be supported for IAB nodes authenticating themselves to the Core Network serving IAB nodes. 
[bookmark: _Toc965321][bookmark: _Toc1033405][bookmark: _Toc1064158]An LS should be sent to SA3 to confirm RAN2’s assumption on usage of EAP-TLS for IAB node authenticating themselves to Core Network serving IAB nodes.
Conclusions
Based on the discussion in earlier sections we propose the following:
Proposal 1	EAP-TLS based authentication as described in TS 33.310 should be supported for IAB nodes authenticating themselves to the Core Network serving IAB nodes.
Proposal 2	An LS should be sent to SA3 to confirm RAN2’s assumption on usage of EAP-TLS for IAB node authenticating themselves to Core Network serving IAB nodes.
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