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1	Information
In RAN2#104, it is agreed [1] that:

Agreements
1	DRB-IP data rate capability will be signalled as independent UL DRB-IP data rate and DL DRB-IP data rate (min value that can be signalled for each parameter remains 64kbps)


In SA2#103 [3]:

SA2 confirms to RAN3 that limiting of the uplink data rate (according to the maximum integrity protected bit rate) is performed by the UE. SA2 will align stage 2 specifications accordingly. 
In CT1:
CT1 has already made the requested change in C1-188891.

2	Discussion
In TS 38.413, the “Maximum Integrity Protected Data Rate” is specified as in below, we can see that even it is specified that the limit applies to both UL and DL independently, only one value is provided.

[bookmark: _Toc534720637]9.3.1.103	Maximum Integrity Protected Data Rate
This IE indicates the maximum aggregate data rate for integrity protected DRBs for a UE as defined in TS 38.300 [8].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	[bookmark: _Hlk425459]Maximum Integrity Protected Data Rate
	M
	
	[bookmark: _Hlk522784991]ENUMERATED (64kbps, max UE rate, …)
	Defines the upper bound of the aggregate data rate of user plane integrity protected data. This limit applies to both UL and DL independently.



The UE reports the Uplink and Downlink Maximum Integrity Protected Data Rate separately over NAS:
The integrity protection maximum data rate is a type 3 information element with a length of 3 octets.
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	Integrity protection maximum data rate IEI
	octet 1

	Maximum data rate per UE for user-plane integrity protection for uplink
	octet 2

	Maximum data rate per UE for user-plane integrity protection for downlink
	octet 3


Figure 9.11.4.7.1: Integrity protection maximum data rate information element

To align the NGAP specification with CT1 and RAN2, we can see two possible options:
Option 1 (as proposed in tdoc R3-190680): as UE enforces the UL Maximum Integrity Protected Data Rate and NG-RAN node enforces the DL Maximum Integrity Protected Data Rate. There is no need to signal the UL Maximum Integrity Protected Data Rate to RAN. We only need to correct the current Maximum Integrity Protected Data Rate so it applies to Downlink only, refer to [4]. This Alternative has little impact on the specifications. However, NG-RAN will not receive the value of uplink.
[bookmark: _Hlk1687077][bookmark: _Hlk1687027]Option 2: We add a Maximum Integrity Protected Data Rate Uplink in addition to existing Maximum Integrity Protected Data Rate parameter. To make the change backwards compatible, the meaning of existing limit is kept as long as the new added uplink limit is not present or not understood. If instead the new added uplink limit is present, this UL limit supersedes the value received in the existing Maximum Integrity Protected Data Rate parameter for the UL only i.e. the existing Maximum Integrity Protected Data Rate parameter represents only the DL limit in the latter case.
We think that providing to NG-RAN node the Maximum Integrity Protected Data Rate Downlink is essential for traffic enforcement.
But we also think that providing to NG-RAN node the Maximum Integrity Protected Data Rate Uplink is beneficial even if the UE will do the final fine UL traffic enforcement for the DRB. This is because the NG-RAN node remains responsible for the scheduling grant provided for the UE. There is therefore a relation between the total UL grant that NG-RAN node will allocate, and the part of that total UL grant that UE will use for the IP protected DRB(s). The resources that is not used for the protected DRBs will be allocated to other DRBs or even padding.
This is why the following TS 38.300 CR will be presented for approval this week in RAN2 in tdoc R2-1901049:
The maximum supported data rate for integrity protected DRBs is a UE capability indicated at NAS layer, with a minimum value of 64 kbps and a maximum value of the highest data rate supported by the UE. In the DL, the data rate limit for integrity protected DRBs is ensured by the gNB. In the UL, if a grant results in the data rate of integrity protected DRBs exceeding the maximum supported data rate, the UE can either send data from DRB(s) having data eligible for transmission in that grant and/or send padding. 
As a result, considering that option 2 allows to provide the Maximum Integrity Protected Data Rate Uplink in a backwards compatible way, option 2 should be selected, and not option 1 as proposed by tdoc R3-190680.
[bookmark: _GoBack]
Proposal:   RAN3 to agree on option 2 i.e. add the Maximum Integrity Protected Data Rate Uplink in a backwards compatible way as presented in tdoc [4] and [5].
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