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1
Introduction

The chairman’s notes from RAN3#102 contain the following agreement:
“gNB-CU signals to the gNB-DU assistance information helping the gNB-DU to configure UAC parameters to be broadcast in the SI. The gNB-DU remains the node that takes the final decision about how UAC parameters are configured.”

The chairman notes also contain the following comment
“The nature and structure of the information signalled by the gNB-CU is FFS and to be discussed at the coming RAN3 meeting. To be continued...”

Here, the use case for UAC is discussed as well as which information needs to be provided from the CU to the DU using F1AP.
2
Discussion
2.1 Use case for UAC use at DU
UAC is configured by RRC and can be used by the DU to avoid saturation of the random access channel. A system could work as follows:

1. When close to a capacity limit UEs are rejected at RRC level. Such rejection may come as a decision of the DU (DU does not include the DU to CU RRC Information IE) or as a decision of the CU (if CU receives the gNB-DU Overload Information IE set to “overloaded”).
2. Rejected UEs re-attempt the random access after a short time (since UAC information is not yet provided to the UEs). 
3. As long as the network can handle the load on the random access channel the network may select to not activate UAC.
4. If load on random access channel is close to saturation, access class barring shall be activated.

5. When UAC is activated, rejected UEs (as well as newly accessing UEs) would delay the next random access attempt according to UAC settings in SIB1 which results in a reduced load on the random access channel.
The node most suitable to measure the load on the random access channel and to understand if the channel is close to saturation is the DU. Therefore, it seems plausible to allow the gNB-DU to set UAC parameters in SIB1 in a way to delay and reduce UE access for those restricted classes. The latter is in line with the agreements taken at RAN3-102.
A second use case where the DU is in need of reducing the amount of served UEs is where the capacity limit on the number of UEs which can be served by the DU is. The measures the DU can take are normally the following:
1. The DU indicates to the CU that the UE should be rejected by not including the DU to CU RRC Information IE in the INITIAL UL RRC MESSAGE TRANSFER message
2. The CU sends a RRCReject message.
As an alternative, the DU may configure the UAC parameters in SIB1 and reduce the number of UEs accessing its cells. 

An observation of relevance would be that there could be cases where the DU is subject to temporary peaks of overload for which the best solution is to reject as quickly as possible UEs without the need to handle extra signalling at the DU. In these cases UAC usage may not be the best solution because the overload situation may recover within a small time window. Also, the RRC rejection mechanism would be suboptimal because the DU needs to anyhow signal an INITIAL UL RRC MESSAGE TRANSFER to the CU and receive an DL RRC MESSAGE TRANSFER from the CU before the rejection can occur, i.e. UEs to be rejected generate traffic to an overloaded DU. 
With this in mind RAN3 should consider whether it is possible to allow the DU to generate an RRCReject message towards the UE without the need to signal the CU. Such RRCMessage could be pre-coded at the DU or it could be sent by the CU to the DU in advance, for usage in these special cases of sudden overload.

Proposal 1:  It is proposed to allow the DU to autonomously set UAC parameters in SIB1 to limit the rate of UE access 

Proposal 2:  It is proposed that RAN3 discusses the possibility to allow the DU to issue a pre-coded RRCReject message to the UE, so to reject a UE without the need of signalling towards the CU 
2.2 Use case for UAC use at CU

The two use cases where a CU is in need of reducing UE access are:
· E1. The CU has reached its capacity limit on the number of UEs it can serve.
· E2. The CU has reached its capacity limit on the total rate of incoming UEs from its connected DU’s.
The first step, and by all means the fastest and most granular mechanism, by the CU to address these use cases is to reject UEs using the RRCReject message. 
By using the RRCReject message the CU is able to reduce the rate of incoming UEs or to block access to all UEs in a very dynamic way (i.e. reduce/block for 1 second, admit for the next second etc).

This will however not prohibit the UEs to initiate a new attempt which will derive in resources allocation while the CU is likely to anyhow reject the UE again. 
In such cases where the resource overhead caused by RRC rejections is not bearable, the CU could indicate that the rate at which a category of UEs are requesting access to the network needs to be reduced. Keeping in mind that the DU oversees MIB/SIB1 encoding the DU could change the UAC configuration for the appropriate set of UEs to reduce the rate at which those UEs request network access. As it was described above, the first line of defence for an overloaded CU is to reject UEs at RRC level. That mechanism is believed to work at short time scales. On the other hand UAC is a longer time scale mechanism, e.g. kicking in when peak hour traffic implies a prolonged overload for the network. For this reason it is believed that the indication from the CU to the DU of triggering UAC does not need to be state-full. Namely, the CU may send to the DU an indication to trigger UAC, which produces a traffic reduction, if this is not sufficient the CU sends another rate reduction message to the DU, which triggers a new reduction and so on. If the CU does not signal an indication od rate reduction anymore the DU will increase the rate of UEs that can access the network. 
This allows a simple implementation of the feature, where the CU does not need to keep a state for the rate reduction required at the DU and where the DU remains in control of how to set SIB1 parameters to generate a reduction in traffic.

Under the assumption that the CU knows which PLMN or slice is overloaded these could be indicated together with a request of a reduction of access rate.

The RRC protocol [1] supports UAC per PLMN by utilising the uac-BarringPerPLMN-List, hence with such indication the DU can convey per PLMN barring, as recommended by the CU. A per PLMN indication seems the most appropriate because the CU may have different UE access rate limitations per PLMN. Note that per slice policies are configured at the DU, hence in use cases where UAC is triggered by the RAN, the DU is in charge of selecting the appropriate access class that enables access rate reduction for a specific slice. 
Observation 1: The RRC protocol [1] supports access class barring per PLMN. The CU may be configured with UE access limitations on a per PLMN basis (e.g. RAN sharing). Hence, the CU could indicate to the DU the PLMN for which access rate reduction is needed and the DU could apply different levels of access class barring for different PLMNs.  
Observation 2: for cases where UAC is triggered by the NG RAN, the DU is in charge of selecting the access class for which access rate reduction is applied, on the basis of per slice rate limitations
In the scenario that the CU need to request reduction of the incoming rate of UEs for several PLMNs our preference is to avoid complexity. Therefore, max one PLMN shall be indicated in each message to avoid complexity on the receiver side. If no PLMN is included the message applies for all PLMNs. The complexity is also reduced if the interface is stateless [5].
Proposal 3: Introduce a new F1AP message according to [6] which enables the CU to indicate that it would like to reduce the incoming rate of UEs over the F1 interface for all UEs or for UEs belonging to a specific PLMN. The message shall be stateless and shall indicate either that the message applies for all PLMNs, or when a PLMN is present, the that message applies for that PLMN only. 
2.3 Use case AMF
The NGAP overload start procedure enables the AMF to request the CU to reduce the signalling load per PLMNs and slice (S-NSSAIs). The CU needs to reduce the rate of incoming UEs which will result in the CU releasing UEs for which S-TMSI indicates that the UE belongs to the AMF before sending the initial UE message to the AMF (UAC can be set based on PLMN but not on specific AMF). In the scenario that all AMFs for a specific slice or PLMN indicates overload, the CU could indicate to the DU that the incoming rate of UEs needs to be reduced for the concerned PLMNs. 
Observation: Overload for a slice in all AMFs connected to the CU could theoretically be handled by indicating the overloaded slice to the DU which could then apply access class barring.
There is a conceptual difference between indicating PLMN and slice. The slice is indicated using operator-defined access category types. There are several types of operator-defined access categories as described in section 4.5.3 in [4]:
“4.5.3
Operator-defined access categories

Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined access category definition consists of the following parameters:
a)
a precedence value which indicates in which order the UE shall evaluate the operator-defined category definition for a match;

b)
an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;

c)
one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

1)
DNN;

2)
5QI;

Editor's note:
Whether the 5QI is a suitable access category criteria type is FFS.

3)
OS Id + OS App Id of application triggering the access attempt; or

4)
S-NSSAI; and
d)
optionally, a standardized access category. This standardized access category is used in combination with the access identities of the UE to determine the RRC establishment cause as specified in subclause 4.5.6.”

Information describing the mapping between each “operator-defined access category number” and “criteria” is provided to the UE over NAS and is used by the UE. Today there is no standardised mechanism to provide the information on such mapping to the DU but two potential solutions are available to do this:

1) By configuration of the slice to access class mapping at the DU 
2) By explicit signalling of the access class to the DU 
Looking at the operator defined access categories it is unclear what the triggers are and which action the RAN would take when those access classes are indicated, at least for the cases DNN, 5QI and OS Id + OS App Id of application triggering the access attempt. Considering the complexity to introduce the functionality, we believe that the cost may be too high to make the solutions attractive. We believe that before enhancing the solution in this direction, we need to identify use cases and consider the complexity including the error cases associated to potential solutions to understand if the benefit is larger than the cost.
The CR [6] contains a proposal where the added functionality is kept to a minimum and slicing information is not yet added. We believe that this is a good start for the discussion and if/when a use case for additional information is identified to be standardised such information can be easily added. Below are three bullets illustrating different types of solutions depending on requirements. Pros and cons with the different solutions have not been described.
· Configuration of operator-defined access information in DU and slice support: if UAC for a slice needs to be activated, S-NSSAI needs to be conveyed to the DU and the DU contains the relation between S-NSSAI and access category. 
· Signalling of relation between operator-defined access information in the DU and slice support: If the use case is overload indicted for a slice by all AMFs connected to that slice the access category could be added to the corresponding S-NSSAI in the Overload Start message. The relation between S-NSSAI and access category would be added in [6].

· If there are use cases/triggers identified for other access criteria type those may require other messages and solutions e.g. modification of NG Setup procedure.

Proposal 2: If RAN3 reaches the conclusion that one or more access category criteria types need to be supported, add any extra required information on top of the proposal in [6] for the signalling between the CU and DU. Any required signalling between the CU and the AMF depends on the requirements.

3
Proposals
Proposal 1: Introduce a new F1AP message according to [6] which enables the CU to indicate that it would like to reduce the incoming rate of UEs over the F1 interface for all UEs or for UEs belonging to a specific PLMN. The message shall be stateless and shall indicate either that the message applies for all PLMNs, or when a PLMN is present, the that message applies for that PLMN only. 

Proposal 4: If RAN3 reaches the conclusion that one or more access category criteria types need to be supported, add any extra required information on top of the proposal in [6] for the signalling between the CU and DU. Any required signalling between the CU and the AMF depends on the requirements.
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