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[bookmark: _Toc518705386][bookmark: _Hlk516591095][bookmark: _Toc510565211]22.3	Self-configuration
[bookmark: _Toc518705387]22.3.1	Dynamic configuration of the S1-MME interface
[bookmark: _Toc518705388]22.3.1.1	Prerequisites
The following prerequisites are assumed:
-	An initial remote IP end point to be used for SCTP initialisation is provided to the eNB for each MME. The eNB may be in pre-operational or operational state when this occurs.
How the eNB gets the remote IP end point(s) and its own IP address are outside the scope of this specification.
[bookmark: _Toc518705389]22.3.1.2	SCTP initialization
For each MME the eNodeB tries to initialize a SCTP association as described in IETF RFC 4960 [8], using a known initial remote IP Endpoint as the starting point, until SCTP connectivity is established.
[bookmark: _Toc518705390]NOTE:	The eNB may use different source and/or destination IP end point(s) if the SCTP establishment towards one IP endpoint fails.
22.3.1.3	Application layer initialization
Once SCTP connectivity has been established, the eNodeB and MME shall exchange application level configuration data over the S1-MME application protocol with the S1 Setup Procedure, which is needed for these two nodes to interwork correctly on the S1 interface.
-	The eNodeB provides the relevant configuration information to the MME, which includes list of supported TA(s), etc.
-	The MME provides the relevant configuration information to the eNodeB, which includes PLMN ID, etc.
-	When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the S1-MME interface is operational.
In addition, an eNB which has become X2-C connected to an en-gNB may provide the connected en-gNB’s en-gNB Identifier to the MME.
22.3.2	Dynamic Configuration of the X2 interface
[bookmark: _Toc510565212]22.3.2.1	Prerequisites
[bookmark: _Hlk514320915]The following prerequisites are assumed:
[bookmark: _Hlk516591148][bookmark: _Toc510565213]-	An initial remote local IP end point to be used for SCTP initialisation is provided to the eNB/en-gNB.
-	For EN-DC, the en-gNB is provided with an initial remote IP end point of an eNB to be used for SCTP initialisation.
22.3.2.2	SCTP initialization
For candidate eNB/en-gNB the eNB/en-gNB tries to initialize a SCTP association as described in IETF RFC 4960 [8], using a known initial remote IP Endpoint as the starting point, until SCTP connectivity is established.
[bookmark: _Toc510565214]NOTE:	The eNB/en-gNB may use different source and/or destination IP end point(s) if the SCTP establishment towards one IP endpoint fails.
[bookmark: OLE_LINK157]22.3.2.3	Application layer initialization
In the below, one of the involved eNBs (initiating or candidate eNB) may instead be an en-gNB.
Once SCTP connectivity has been established, the eNB and its candidate peer eNB are in a position to exchange application level configuration data over the X2 application protocol needed for the two nodes to interwork correctly on the X2 interface.
-	The eNB provides the relevant configuration information to the candidate eNB, which includes served cell information, etc.
-	The candidate eNB provides the relevant configuration information to the initiating eNB, which includes served cell information, etc.
-	When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the X2 interface is operational.
-	eNBs shall keep neighbouring eNBs and en-gNBs updated with the complete list of served E-UTRA cells while the X2 interface is operational.
-	en-gNBs shall inform neighbouring eNBs of the complete list of served NR served cell during application layer initialization, and keep neighbouring eNBs updated with the complete list of served NR served cells, or, if requested by the eNB, with a limited list of served NR cells, while the X2 interface is operational.

>>>>   NEXT CHANGE   <<<<<
22.3.6	TNL address discovery
[bookmark: _Toc510565221]22.3.6.1	TNL address discovery of candidate eNB via S1 interface
If the eNB is aware of the eNB ID of the candidate eNB (e.g. via the ANR function) but not a TNL address suitable for SCTP connectivity, then the eNB can utilize the Configuration Transfer Function to determine the TNL address as follows:
-	The eNB sends the eNB CONFIGURATION TRANSFER message to the MME to request the TNL address of the candidate eNB, and includes relevant information such as the source and target eNB ID.
-	The MME relays the request by sending the MME CONFIGURATION TRANSFER message to the candidate eNB identified by the target eNB ID.
-	The candidate eNB responds by sending the eNB CONFIGURATION TRANSFER message containing one or more TNL addresses to be used for SCTP connectivity with the initiating eNB, and includes other relevant information such as the source and target eNB ID.
-	The MME relays the response by sending the MME CONFIGURATION TRANSFER message to the initiating eNB identified by the target eNB ID.
[bookmark: _Hlk516591241]22.3.6.x	TNL address discovery of a candidate en-gNB via the S1 interface
If the eNB is aware of the en-gNB ID of the candidate en-gNB but not a TNL address suitable for SCTP connectivity, then the eNB can utilize the Configuration Transfer Function to determine the TNL address as follows:
-	The eNB sends the eNB CONFIGURATION TRANSFER message to the MME to request the TNL address of the candidate en-gNB, and includes its own (source) eNB ID, the candidate (target) en-gNB ID and a target eNB ID.
-	The MME relays the request by sending the MME CONFIGURATION TRANSFER message to an eNB (connected to the candidate en-gNB) identified by the target en-gNB ID, ignoring the target eNB ID. If the MME is not able to identify the eNB based on the target en-gNB ID, it may send the message to the target eNB included in the eNB CONFIGURATION TRANSFER message.
-	The X2 TNL Configuration Information is retrieved from the candidate en-gNB by means of the X2AP EN-DC Configuration Transfer procedure.
-	The eNB connected to the candidate en-gNB provides one or more TNL addresses to be used for SCTP connectivity of the candidate en-gNB with the initiating eNB and includes other relevant information such as the candidate (source) en-gNB ID and the initiating (target) eNB ID in the eNB CONFIGURATION TRANSFER message.
-	The MME relays the response by sending the MME CONFIGURATION TRANSFER message to the initiating eNB identified by the target eNB ID.
NOTE:	An NR cell does not broadcast a Tracking Area Code applicable for the EPS. In case that inter-MME X2 TNL address discovery procedures are required, the source MME may use the TAC contained in the received target eNB to identify the target MME. 
22.3.6.y	TNL address discovery of a candidate en-gNB via inter-system signalling
In the procedure described in clause 22.3.6.x, if the eNB is aware of one of the 5G Tracking Areas broadcast in a cell of the en-gNB, it may include this Tracking Area in the target information provided to the MME in the eNB CONFIGURATION TRANSFER message. Upon receiving this message, the MME may relay the request towards a suitable AMF via inter-system signalling. Upon receiving a reply from the AMF, the MME may relay this reply to the target eNB using a MME CONFIGURATION TRANSFER message.

