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Introduction

The LTE specification supports CSG (closed user group) function and provides exclusive access to certain cells for specific users. In SA2, a new SI on 5GS Enhanced support of Vertical and LAN Services is ongoing, and the Type-a network (a 3GPP network that is not for public use and for which service continuity and roaming with a public PLMN is possible) was defined in TR23.734. Meanwhile, the CAG (Closed Access Group) solution (solution#2) was raised for none standalone NPN network. In SA2#129-Bis meeting , it was agreed that  “To enable non-public networks deployed as part of a PLMN, it is recommended to select solution 2 as the basis for normative work.”

Since CAG solution has been captured into specification and selected by SA2, NR should support CAG in release 16, a proposed new SI/WI RP-182795 was discussed in RAN#82 plenary and offline discussion is continuing till next March RAN plenary[1]. In this contribution, we discuss the impact of CAG solution on RAN. 
Discussion
From TR23.734, the CAG solution is similar to the CSG solution in LTE. In detail, the basic features, e.g. CAG ID, human-readable network name, and the accessing principles, e.g. UE configured to only access CAG cells are not allowed to register via non-CAG cells, are aligned with CSG solution. Also, there is also some difference between the CAG and CSG solution. From 38.331, a new IE cellReservedForOtherUse is introduced in SIB1 in NR, even though its function is like the csg-Indication, this parameter should be studied further.
The other difference is that the CSG was originally introduced for HeNB in LTE, while the CAG solution should not be limited to the usage of home scenario. Furthermore, the features of CSG allow the operator use a part of the network resource only for certain UEs with membership. For example, a CSG eNB could broadcast a csg-Identity which identifies the CSG group where only the UEs with membership are allowed to accessing the CSG cell. For NR, the accessing principles of CAG could be applied as well.
Proposal 1: The CAG solution should not be limited to the usage of home scenario.

From TS22.220, in LTE, the CSG related H(e)NB is configured with open, hybrid or closed access mode. 

-
When the H(e)NB is configured for open access mode, it shall be possible for the H(e)NB to provide services to subscribers of any PLMN, subject to roaming agreement.

-
When the H(e)NB is configured for hybrid access mode, it shall be possible for the H(e)NB to provide services to:

-
its associated CSG members, and

-
subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.

-
When the H(e)NB is configured for closed access mode, only users that belong to its associated CSG shall be able to obtain services. 

Similarly, the CAG related gNB shall be able to configured with the multiple access modes. However, hybird access mode is not mentioned in current SA2 specification . From the operators’ aspect, it is beneficial to adopt the different cell access modes, for example, the hybrid CAG cell is able to serve the UEs with CAG membership and the UEs without CAG membership at the same time, which improves the utilization of the network resource and provides the method to prioritize capacity for a specific enterprise. 

Proposal 2: The hybrid access mode for the CAG cell should also be considered in NR.

Here, we give a brief analysis on the RAN impact with CAG. And the two following fundamental scenarios are listed as the basic ones.
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Figure-1 Initial UE Access Procedure with CAG

The initial UE access procedure with CAG configuration is shown in Figure-1. The gNB transmits the CAG ID and the access mode of target cell to AMF for the verification of CAG membership. After receiving the verified CAG membership info, the gNB-CU initiates the UE context setup procedure to build the UE context and send the verified CAG membership info to gNB-DU which can be used for resource allocation.

Another typical scenario is dual connectivity, while the other mobility cases should also be supported in Release 16.
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Figure-2 SN Addition Procedure with CAG

The SN addition procedure with CAG configuration is shown in Figure-2. At the beginning, the UE reports the CAG ID and CAG membership status within measurement report to SN via MN. And the SN-CU decides the PScell/Scells and initiates the UE context setup procedure to build the UE context based on the received CAG membership info. After the random access procedure between UE and SN, MN sends the CAG membership info to AMF for the verification of CAG membership.

To support mobility to and from CSG and Hybrid cells, the CAG information of neighbor cells needs to be exchanged between  different NG-RAN nodes via Xn interface, the typical procedure is in the figure below. 

[image: image3.png]NG-RAN ‘ NG-RAN ’ ‘ NG-RAN ’ ‘ NG-RAN ’

nodel node2 nodel node2
XN Setup Request NG-RAN NODE CONFIGURATION UPDATE
CAG Information of cells) (with CAG Information of cells)
XN Setup Response NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDEG
| NG-RAN NODE CONFIGURATION





Figure-3 CAG information exchanged between NG-RAN nodes
From above scenarios, it is obvious that the CAG function has impact over the NR interfaces, such as Xn, F1 and NG. 
Proposal 3: In order to support CAG, the Xn, F1 and NG will be involved.

The CAG information, e.g. CAG mode  information(e.g. hybrid,closed), CAG identity, of the current cell should be broadcast, the UE takes the CAG information into account for cell camp or re-selection. In addition, NG-RAN may configure the connected UE to report that it is entering or leaving the proximity of cell(s) included in its CAG whitelist. Furthermore, NG-RAN may request the UE to provide additional information broadcast by the handover candidate cell e.g. global cell identity, CAG identity, CAG membership status. These UU interface procedure should be discussed in RAN2.

Proposal 4: In order to support CAG, UU interface procedure related CAG function should be discussed in RAN2.
From TS36.300, the CSG related HeNB is only supported as SeNB in LTE Dual Connectivity. However, for NR Dual Connectivity, the CAG may not be limited to the SN,  and the MN could be also allowed to applying the CAG deployment as well, where the UEs are able to be served by the CAG cells in MN and SN simultaneously, e.g, for multiple vertical services deployment. Whether the CAG should be supported for both MN and SN in NR could be further investigated.
Proposal 5: Whether the CAG should be supported for both MN and SN in NR could be further investigated.
Conclusion
Proposal 1: The CAG solution should not be limited to the usage of home scenario.

Proposal 2: The hybrid access mode for the CAG cell should also be considered in NR.

Proposal 3: In order to support CAG, the Xn, F1 and NG will be involved.

Proposal 4: In order to support CAG, UU interface procedure related CAG function should be discussed in RAN2.
Proposal 5: Whether the CAG should be supported for both MN and SN in NR could be further investigated.
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