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Introduction
The enforcement of UE’s maximum bit rate for integrity protection is discussed in [1]. 
Proposal 1: RAN3 to discuss two options with bit rate for maximum bit rate for integrity protection for MR-DC over Xn interface and E1 interface.
· PDU session level to signal the integrity protected data rate

· UE level to signal the integrity protected data rate
Since the maximum bit rate for integrity protection is missing in TS 37. 340, this document provides the corresponding TP for the BL CR for TS 37.340.
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[1] R3-186947, (TP for NR BL CR for TS 38.423) Maximum Bit Rate for Integrity Protection, Huawei.
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Security related aspects

EN-DC can only be configured after security activation in the MN.

In EN-DC, for bearers terminated in the MN the network configures the UE with KeNB; for bearers terminated in the SN the network configures the UE with S-KgNB.

For mobility scenarios that involve only a change of the SCG (i.e. no Pcell handover and hence no KeNB change), S-KgNB key refresh is not required if the PDCP termination point of the SN is not changed.

In EN-DC, the UE supports the NR security algorithms corresponding to the E-UTRA security algorithms signalled at NAS level and the UE NR AS Security capability is not signalled to the MN over RRC. Mapping from E-UTRA security algorithms to the corresponding NR security algorithms, where necessary, is performed at the MN.

For MR-DC with 5GC, UP integrity protection can be configured on a per radio bearer basis. The MN provides the per UE maximum bit rate for integrity protection to the SN for enforcement. 
	End of changes
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