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1
Introduction
According to TS 38.423, for the lossless handover the source NG-RAN node shall inform the target NG-RAN node of the QoS flow mapping rule, applied at the source NG-RAN node, using the Source DRB to QoS Flow Mapping List IE. 
In RAN2#103 meeting, RAN2 agreed that lossless handover could be supported with QoS flow remapping at the target NG-RAN node during handover. To this end, in this contribution we propose that the target NG-RAN node informs the source NG-RAN node of the new QoS flow to DRB mapping rule. The TP to TS 38.423 is included in this document.
2
Discussion

In RAN3#101bis meeting, RAN3 discussed whether lossless handover can be supported with QoS flow remapping, based on latest RAN2 agreements on this topic and the accompanying following LS sent from RAN2 to RAN3 [1]:

	RAN2 has confirmed that lossless handover could be supported for RLC AM DRBs for DRBs that are kept during handover, with or without QoS flow remapping. 

The related agreements in RAN2 are shown as following:

RAN2 invites RAN3 to take the above into account and update RAN3 specification if needed.


During RAN3 discussion, there was no common understanding of the RAN2 confirmation that lossless handover can be supported with QoS flow remapping at the target during handover. For example, some companies did not see a clear benefit to perform QoS flow remapping during handover compared to remapping after completing the handover. Others questioned whether the forwarded packets should still be transmitted using the old mapping rule at the target node. In conclusion, there no clear understanding in RAN3 of the definition of lossless handover in the LS (above) from RAN2. 
In our understanding, when performing handover, the target NG-RAN node may not be able to apply the same QoS flow mapping rule as that used at the source NG-RAN node, since the target NG-RAN node should take into consideration its local condition, e.g. scheduling policy, resource load conditions, etc. This means, if the target NG-RAN node decides that it is not able to apply the same QoS flow mapping rule, as that at the source NG-RAN node, then it could change the old mapping during the handover procedure, and not delay the remapping until the completion of the handover procedure. This way, would result in a reduced signalling overhead [3] and latency, considering that the delay to apply the new mapping rule in the target NG-RAN node could be reduced if the QoS flow remapping and handover procedures are combined in the same reconfiguration with synchronisation procedure [2].  
Observation 1: Loss handover with QoS flow remapping is supported during the handover.
Previously, RAN3 agreed that for the lossless handover the source NG-RAN node shall inform the target NG-RAN node of the QoS flow mapping rule using the Source DRB to QoS Flow Mapping List IE. This is described in TS 38.423: 

	For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message.


Hence, similarly, and considering the RAN2 agreement that the target NG-RAN node can modify the old QoS flow mapping rule, applied at the source NG-RAN node, during handover, the target NG-RAN node will need to inform the source NG-RAN node of the new QoS flow to DRB mapping rule. In this purpose, we propose that:

Proposal 1: the target NG-RAN node shall inform the source NG-RAN node of the new QoS flow to DRB mapping rule. 
Proposal 2: the target NG-RAN node shall include the Target DRB to QoS Flow Mapping List IE in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.

3
Conclusion: 
The following are the observation and the proposals in this document:
Observation 1: Loss handover with QoS flow remapping is supported during the handover.

Proposal 1: the target NG-RAN node shall inform the source NG-RAN node of the new QoS flow to DRB mapping rule. 

Proposal 2: the target NG-RAN node shall include the Target DRB to QoS Flow Mapping List IE in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.

Proposal 3: RAN3 is kindly asked to agree the text proposal (below) to TS 38.423.
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Annex: Text Proposal for TS 38.423

<<<<<<<<<<<<<<<<<<<< Start of first change >>>>>>>>>>>>>>>>>>>>
8.2
Basic mobility procedures

8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an NG-RAN node for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep.
If the Signalling TNL association address at source NG-C side IE is included in the HANDOVER REQUEST message the target NG-RAN node shall behave as specified in TS 23.502 [13].
For each E-RAB ID IE included in the QoS Flow To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

At reception of the HANDOVER REQUEST message the target NG-RAN node shall prepare the configuration of the AS security relation between the UE and the target NG-RAN node by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE, as specified in TS 33.501 [28].

Upon reception of the PDU Session Resource Setup List IE, contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as specified in TS 38.413 [5] for the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU session resources. When the target NG-RAN node reports the unsuccessful establishment of a PDU session resource, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.

For each PDU session if the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resources To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall store the received PDU Session Aggregate Maximum Bit Rate in the UE context and use it when enforcing traffic policing for non-GBR QoS flows for the concerned UE as specified in TS 23.501 [7].
For each QoS flow for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DL Forwarding IE set to "DL forwarding proposed" within the QoS Flows To Be Setup List IE in the PDU Session Resource To Be Setup List IE in the HANDOVER REQUEST message. For each PDU session that the target NG-RAN node decides to admit the data forwarding for at least one QoS flow, the target NG-RAN node includes the PDU Session level DL data forwarding GTP-U Tunnel Endpoint IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Admitted Response Transfer IE contained in the PDU Sessions Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.
For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. The source NG-RAN node may include the QoS Flow Mapping Indication IE in the Source DRB to QoS Flow Mapping List IE to indicate that only the uplink or downlink QoS flow is mapped to the DRB. If the target NG-RAN node decides to use the same DRB configuration and to map the same QoS flows as the source NG-RAN node, the target NG-RAN node includes the DL Forwarding GTP Tunnel Endpoint IE within the Data Forwarding Response DRB List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this DRB.
If the target NG-RAN node decides to modify the QoS flow to DRB mapping, compared to that applied at the source NG-RAN node, the target NG-RAN node shall include the Target DRB to QoS Flow Mapping List IE in the PDU Session Resources Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding GTP Tunnel Endpoint IE for a given DRB in the Data Forwarding Response DRB List IE within Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted List IE and the source NG-RAN node accepts the data forwarding proposed by the target NG-RAN node, the source NG-RAN node shall perform forwarding of uplink data for the DRB.

If the HANDOVER REQUEST includes PDU session resources for PDU sessions associated to S-NSSAIs not supported by target NG-RAN, the target NG-RAN shall reject such PDU session resources. In this case, and if at least one PDU Session Resource To Be Setup Item IE is admitted, the target NG-RAN shall send the HANDOVER REQUEST ACKNOWLEDGE message including the PDU Session Resources Not Admitted List IE listing corresponding PDU sessions rejected at the target NG-RAN.
If the Mobility Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
store the information received in the Mobility Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE, except when one of the PDU sessions has a particular ARP value (TS 23.501 [7]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
use this information to select proper RNA(s) for the UE when moving the UE to RRC_INACTIVE.

-
not contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
consider that no roaming and no access restriction apply to the UE.

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as specified in TS 32.422 [23].

If the Index to RAT/Frequency Selection Priority IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall store this information and use it as defined in TS 23.501 [7].
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", the target NG-RAN node shall perform user plane integrity protection or ciphering, respectively. If the NG-RAN node is not able to perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or the Confidentiality Protection Indication IE is set to "preferred", the target NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively and shall notify the SMF whether it succeeded the user plane integrity protection or ciphering or not for the concerned security policy.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "not needed", the target NG-RAN node shall not perform user plane integrity protection nor ciphering for the concerned PDU session

If the Location Reporting Information IE is included in the HANDOVER REQUEST message, then the target NG-RAN node should initiate the requested location reporting functionality as defined in TS 38.413 [5].

Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

8.2.1.3
Unsuccessful Operation
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Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation

If the target NG-RAN node does not admit at least one PDU session resource, or a failure occurs during the Handover Preparation, the target NG-RAN node shall send the HANDOVER PREPARATION FAILURE message to the source NG-RAN node. The message shall contain the Cause IE with an appropriate value.

Interactions with Handover Cancel procedure:

If there is no response from the target NG-RAN node to the HANDOVER REQUEST message before timer TXnRELOCprep expires in the source NG-RAN node, the source NG-RAN node should cancel the Handover Preparation procedure towards the target NG-RAN node by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source NG-RAN node shall ignore any HANDOVER REQUEST ACKNOWLEDGE or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure and remove any reference and release any resources related to the concerned Xn UE-associated signalling.
8.2.1.4
Abnormal Conditions

If the supported algorithms for encryption defined in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EEA0 and NEA0 algorithms in all UEs (TS 33.501 [28]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [28]), the NG-RAN node shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the supported algorithms for integrity defined in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 and NIA0 algorithms in all UEs (TS 33.501 [28]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [28]), the NG-RAN node shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

<<<<<<<<<<<<<<<<<<<< End of first change >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Start of second change >>>>>>>>>>>>>>>>>>>>
9.2.1.2
PDU Session Resources Admitted List

This IE contains PDU session resource related information to report success of the establishment of PDU session resources.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Resources Admitted List
	
	1
	
	
	–
	

	>PDU Session Resources Admitted Item
	
	1..<maxnoofPDUSessions>
	
	
	–
	

	>>PDU Session ID 
	M
	
	9.2.3.18
	
	–
	

	>>QoS Flows Admitted List
	
	1
	
	
	–
	

	>>>QoS Flows Admitted Item
	
	1..<maxnoofQoSFlows>
	
	
	–
	

	>>>>QoS Flow Indicator
	M
	
	9.2.3.10
	
	
	

	>>>>Data Forwarding Accepted
	O
	
	9.2.3.35
	
	–
	

	>>QoS Flows not Admitted List
	
	0..1
	
	
	–
	

	>>>QoS Flows not Admitted Item
	O
	1..<maxnoofQoSFlows>
	
	
	–
	

	>>>>QoS Flow Indicator
	M
	
	9.2.3.10
	
	–
	

	>>>>Cause
	M
	
	9.2.3.2
	
	–
	

	>>Data Forwarding Info from target NG-RAN node
	O
	
	9.2.1.16
	
	–
	

	>>Target DRB to QoS Flow Mapping List
	O
	
	DRB to QoS Flow Mapping List

9.2.1.15
	
	–
	


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions. Value is 256

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


<<<<<<<<<<<<<<<<<<<< End of second change >>>>>>>>>>>>>>>>>>>>

<<<<<<<<<<<<<<<<<<<< Start of ASN.1 change >>>>>>>>>>>>>>>>>>>>

9.3.3
Elementary Procedure Definitions

-- **************************************************************

--

-- Elementary Procedure definitions

--

-- **************************************************************

[Skip unchanged text]
-- **************************************************************

--

-- PDU Session Resources Admitted List

--

-- **************************************************************

PDUSessionResourcesAdmitted-Item ::= SEQUENCE {


pduSessionId





PDUSession-ID,


pduSessionResourceAdmittedInfo

PDUSessionResourceAdmittedInfo,


iE-Extensions





ProtocolExtensionContainer { {PDUSessionResourcesAdmitted-Item-ExtIEs} } 
OPTIONAL,


...

}

PDUSessionResourcesAdmitted-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

PDUSessionResourceAdmittedInfo ::= SEQUENCE {


qosFlowsAdmitted-List


QoSFlowsAdmitted-List,


qosFlowsNotAdmitted-List

QoSFlowsNotAdmitted-List,


dataForwardingInfoFromTarget
DataForwardingInfoFromTargetNGRANnode


OPTIONAL,

targetDRBtoQoSFlowMapping

DRBToQoSFlowMapping-List





OPTIONAL,

iE-Extensions




ProtocolExtensionContainer { {PDUSessionResourceAdmittedInfo-ExtIEs} } OPTIONAL,


...

}

PDUSessionResourceAdmittedInfo-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

<<<<<<<<<<<<<<<<<<<< End of ASN.1 change >>>>>>>>>>>>>>>>>>>>

RAN2 confirm that lossless HO with QoS flow remapping is supported for the RLC AM DRBs (with in-sequence delivery, duplication avoidance etc).


RAN2 confirm that for DRBs that are released at handover, the end-marker is not sent (no need to specify anything additional in SDAP for this case).


RAN2 confirm that for AM DRBs, that lossless HO with QoS flow remapping is supported for the case of DRB addition/modification. Lossless cannot be supported for DRBs that are released at the Handover. 


RAN2 confirm that for DRBs that are released at handover, the end-marker is not sent (no need to specify anything additional in SDAP for this case).











