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Introduction

According to TR 38.874 [1], topology adaptation shall be supported to mitigate the impact of blockage and load variation on backhaul links. During the last meeting, RLF has been divided into three scenarios [2]. Suppose the IAB-node has connected to multiple parent nodes, if the link with one of its parent IAB node fails, there is still another link established to another parent node. This corresponds to scenario 1 described in TR38.874 [1]. But if the link failure occurs between all the parent IAB nodes and the child IAB node, the child IAB node has to re-connect to a new parent IAB node. If the new parent IAB node connects to the same IAB donor CU as before, that is scenario 2 described in TR38.874 [1]. Otherwise, if the new parent IAB node connects to a different IAB donor CU, that is scenario 3 described in TR38.874 [1].

In this contribution we will investigate the link recovery procedure for the three RLF scenarios. Furthermore, we will discuss the potential enhancements for support of link recovery.
Discussion
Procedures for backhaul link failure and recovery for scenario 1
	Scenario 1

In this scenario (depicted in Figure 9.7.10-1), the backhaul-link failure occurs between an upstream IAB-node (e.g., IAB-node C) and one of its parent IAB-nodes (e.g. IAB-node B), where the upstream IAB-node (IAB-node C) has an additional link established to another parent node (IAB-node E). 
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Figure 9.7.10-1: Example of backhaul-link failure scenario 1 (TR 38.874 [1])


According to the current NR specification, if radio link failure is detected for MCG, the UE initiates the RRC connection re-establishment procedure. If radio link failure is detected for SCG, the UE suspends SCG transmissions for all radio bearers and reports the SCG Failure Information to the MN, instead of triggering re-establishment. Similarly, if RLF is detected for SCG, the MT part of IAB-node can also suspend SCG transmissions for all radio bearers and report the SCG Failure Information to the donor CU via MCG. And if the link with MCG happens RLF, the MT part of the IAB-node will trigger RRC connection re-establishment procedure. As we know, the RRC connection re-establishment procedure may fail which cause longer delay and service interruption for the related UEs. To avoid this, in our opinion, if the RLF is detected for MCG, the MT part of IAB-node can suspend MCG transmissions for all radio bearers instead of triggering re-establishment. In addition, it can report the MCG failure information to the donor CU via SCG.

Observation 1: According the current NR specification, if RLF is detected for MCG, the UE initiates the RRC connection re-establishment procedure. If RLF is detected for SCG, the UE can suspend transmissions for all radio bearers and report the radio link failure information to the MCG. 

Proposal 1: If RLF is detected for the link with one of the parent IAB-nodes, the MT part of IAB-node can suspend transmissions instead of triggering re-establishment. Meanwhile, it can report the radio link failure information to the donor CU via the other link. 
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Figure 1 link recovery procedure for scenario 1 

The link recovery procedure is shown as figure 1 and contains the following steps:

The gNB-CU acquire the RLF information. Since the link between the IAB-node and its MCG DU is blocked, the signalling cannot be transmitted through MCG DU, that means, the IAB-node cannot report measurement result through the MCG DU, then two options can be considered:

Option a: the MCG DU detects the link situation of the IAB-node, if blockage happens, the MCG DU reports this information to the IAB donor via F1 interface.

Option b: the IAB-node reports the measurement result information to the donor CU through a secondary link. For example, the procedure to report SCG failures in NR can be reused for reporting the MCG failures, some enhancement may be considered.

A.  The gNB-CU configures a new route (SCG-route) on the wireless backhaul between the IAB-node and IAB-donor DU via the SCG IAB-node.  

B.  The gNB-CU adds an alternative SCTP path for F1-C of the IAB-node-DU if the SCG has no SCTP path with the gNB-CU before. The gNB-CU further redirects the F1-U tunnel for the accessing UEs from the old route to the new route. 

The details of step A and B depend on the particular UP and CP transport option, which has been described in the section 9.7.9 of TR38.874 [1].
Procedures for backhaul link failure and recovery for scenario 2
	Scenario 2

In this scenario (depicted in Figure 9.7.10-2), the backhaul-link failure occurs between an upstream IAB-node (e.g. IAB-node C) and all its parent IAB-nodes (e.g. IAB-nodes B and E). The upstream IAB-node (IAB-node C) has to reconnect to a new parent node (e.g. IAB-node F), and the connection between IAB-node F and IAB-node C is newly established). 
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Figure 9.7.10-2: Example backhaul-link failure scenario 2 (TR 38.874 [1])


If RLF occurs between all the parent IAB nodes and the child IAB-node, the MT part of the child IAB-node has to perform RRC re-establishment. According to current specification, the connection re-establishment succeeds only if the concerned cell is prepared i.e. has a valid UE context. Otherwise, the IAB-node may move to RRC_IDLE and then re-select suitable cells to connect, which causes longer delay and service interruption. For scenario 2, the new parent node of the IAB-node connects to the same IAB donor CU as the old parent IAB-node. When the IAB-node performs RRC re-establishment, it is very likely that the RRC re-establishment succeeds. 
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Figure 2 link recovery procedure for scenario 2 

The link recovery procedure is shown as figure 2 and contains the following steps:

1.
The MT sends a RRCReestablishmentRequest message to the target IAB-node-DU. 

2.
The target IAB-node-DU sends an Uplink RRC Transfer message to the gNB-CU to convey the received RRCReestablishmentRequest. 

3.
The gNB-CU sends Downlink RRC Transfer message to the target IAB-node-DU, which includes RRCReestablishment message and indicates accepting the RRCReestablishmentRequest for the MT. 

4.
The target IAB-node-DU forwards the received RRCReestablishment message to the MT.

5.
The MT sends a RRCReestablishmentComplete message to the target IAB-node-DU. 

6.
The target IAB-node-DU sends an Uplink RRC Transfer message to the gNB-CU to convey the received RRCReestablishmentComplete. Then the MT RRC re-establishment procedure finishes. 

After that, the MT accesses to a new IAB-node DU. This procedure is similar as UE RRC re-establishment. Then the gNB-CU shall update and re-configure the Routing entries for the related IAB-nodes and redirects all F1-U tunnels for the IAB-node DU. The following steps are as below:
 A.  The gNB-CU configures a new route on the wireless backhaul between the IAB-node and IAB-donor DU via the target IAB-node. 

B.  In case the IAB-donor-DU changes during topology adaptation, the gNB-CU redirects all F1-U tunnels for the IAB-node DU from the old route to the new route. It further redirects F1-C for the IAB-node DU from the old route to the new route. 

C. The gNB-CU releases the old route on the wireless backhaul between IAB-node and IAB-donor DU via the source IAB-node.  This configurations may be performed at an earlier stage, e.g. before step 1. 

The details of step A~C depend on the particular UP and CP transport option, which has been listed in the section 9.7.6 of TR38.874 [1].

Furthermore, when the IAB-node MT accesses to the target IAB-node DU, it may send measurements report based on a measurement configuration received from the CU. Then the CU may decide to add a new SCG IAB-node DU. The procedure of adding a link to a SCG can be found in the section 9.7.8 of TR38.874 [1].

Procedures for backhaul link failure and recovery for scenario 3
	Scenario 3

In this scenario (depicted in Figure 9.7.10-3), the backhaul-link failure occurs between IAB-node C and IAB-node D. IAB-node D has to reconnect to the new IAB-donor (e.g. IAB-donor A2) via a new route. 
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Figure 9.7.10-3: Example backhaul-link failure scenario 3 (TR 38.874 [1])


In this case, if RLF occurs between all the parent IAB-nodes and the IAB-node D and the RRC re-establishment fails, the IAB-node D may move to RRC_IDLE and perform IAB setup procedure to select a new parent IAB-node. Firstly, IAB-node D MT connects to the new parent IAB-node as a UE, the routing information are updated for all related IAB-nodes due to the topology change. Then the IAB-node D DU performs F1-AP setup procedure and provides service to UEs or to other integrated IAB-nodes. The details of this procedure is discussed in section 9.3 of TR 38.874 [1]. 

Observation 2: If RLF occurs between all the parent IAB-nodes and the IAB-node, and the RRC re-establishment fails, the IAB-node may move to RRC_IDLE and perform IAB setup procedure to select a new parent IAB-node. The details of IAB setup procedure is discussed in section 9.3 of TR 38.874 [1]. 

Before the IAB-node D finishes the IAB node setup procedure, it cannot serve any UE and child IAB-node. To avoid longer delay for the UE and child IAB-node that have already accessed to it before, it can help to re-direct them to a new IAB-node. 

Proposal 2: The text proposal provided in Appendix A should be captured in the draft IAB SI report TR 38.874.
Conclusion and Proposals

In this contribution we investigated procedure of link recovery for the three scenarios of the RLF. Furthermore, we discussed the potential enhancements for support of link recovery, and we propose:

Observation 1: According the current NR specification, if RLF is detected for MCG, the UE initiates the RRC connection re-establishment procedure. If RLF is detected for SCG, the UE can suspend transmissions for all radio bearers and report the radio link failure information to the MCG. 

Observation 2: If RLF occurs between all the parent IAB-nodes and the IAB-node, and the RRC re-establishment fails, the IAB-node may move to RRC_IDLE and perform IAB setup procedure to select a new parent IAB-node. The details of IAB setup procedure is discussed in section 9.3 of TR 38.874 [1]. 
Proposal 1: If RLF is detected for the link with one of the parent IAB-nodes, the MT part of IAB-node can suspend transmissions instead of triggering re-establishment. Meanwhile, it can report the radio link failure information to the donor CU via the other link. 

Proposal 2: The text proposal provided in Appendix A should be captured in the draft IAB SI report TR 38.874.
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Appendix A – Text Proposal for 38.874

9.7.10
Backhaul-link-failure recovery scenarios
Due to various reasons, different scenarios of backhaul-link failure may happen in IAB networks. In the following, some example scenarios are illustrated for backhaul-link failure. Each scenario is depicted with an illustrative figure (Figures 9.7.10-1 to 9.7.10-3) aiming at establishing a route between IAB-donor and IAB-node D after BH-link failure, where: 

Nodes A1 and A2 are IAB-donor nodes; nodes B to H are IAB nodes;
The blue dashed line represents the established connection between two nodes;

The red arrow represents the established route after BH-link failure, and the red dashed line represents the new established connection.
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Figure 9.7.10-1: Example of backhaul-link failure scenario 1
Scenario 1

In this scenario (depicted in Figure 9.7.10-1), the backhaul-link failure occurs between on upstream IAB-node (e.g., IAB-node C) and one of its parent IAB-nodes (e.g. IAB-node B), where the upstream IAB-node (IAB-node C) has an additional link established to another parent node (IAB-node E). To aviod longer delay and service interruption, if RLF is detected for the link with one of the parent IAB-nodes, the MT part of IAB-nodes can suspend transmissions for all radio bearers. Meanwhile, it can report the radio link failure information to the donor CU via the other link. 
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Figure 9.7.10-2: Example of link recovery procedure for backhaul-link failure scenario 1
The link recovery procedure is shown as figure 9.7.10-2 and contains the following steps:
The gNB-CU acquire the RLF information. Since the link between the IAB-node and its MCG DU is blocked, the signalling cannot be transmitted through MCG DU, that means, the IAB-node cannot report measurement result through the MCG DU, then two options can be considered:

Option a: the MCG DU detects the link situation of the IAB-node, if blockage happens, the MCG DU reports this information to the IAB donor via F1 interface.

Option b: the IAB-node reports the measurement result information to the donor CU through a secondary link. For example, the procedure to report SCG failures in NR can be reused for reporting the MCG failures, some enhancement may be considered.

A.  The gNB-CU configures a new route (SCG-route) on the wireless backhaul between the IAB-node and IAB-donor DU via the SCG IAB-node.  

B.  The gNB-CU adds an alternative SCTP path for F1-C of the IAB-node-DU if the SCG has no SCTP path with the gNB-CU before. The gNB-CU further redirects the F1-U tunnel for the accessing UEs from the old route to the new route. 

The details of step A and B depend on the particular UP and CP transport option, which has been described in the section 9.7.9 of TR38.874 [1].
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Figure 9.7.10-3: Example backhaul-link failure scenario 2
Scenario 2

In this scenario (depicted in Figure 9.7.10-3), the backhaul-link failure occurs between an upstream IAB-node (e.g. IAB-node C) and all its parent IAB-nodes (e.g. IAB-nodes B and E). The upstream IAB-node (IAB-node C) has to reconnect to a new parent node (e.g. IAB-node F) with the same IAB donor CU as the old parent IAB node, and the connection between IAB-node F and IAB-node C is newly established). In another words, the IAB-node (e.g. IAB-node C) which happens RLF performs RRC re-establishment, it is very likely that the RRC re-establishment succeeds. 
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Figure 9.7.10-4: Example of link recovery procedure for backhaul-link failure scenario 2
The link recovery procedure is shown as figure 9.7.10-4 and contains the following steps:

1.
The MT sends a RRCReestablishmentRequest message to the target IAB-node-DU. 

2.
The target IAB-node-DU sends an Uplink RRC Transfer message to the gNB-CU to convey the received RRCReestablishmentRequest. 

3.
The gNB-CU sends Downlink RRC Transfer message to the target IAB-node-DU, which includes RRCReestablishment message and indicates accepting the RRCReestablishmentRequest for the MT. 

4.
The target IAB-node-DU forwards the received RRCReestablishment message to the MT.

5.
The MT sends a RRCReestablishmentComplete message to the target IAB-node-DU. 

6.
The target IAB-node-DU sends an Uplink RRC Transfer message to the gNB-CU to convey the received RRCReestablishmentComplete. Then the MT RRC re-establishment procedure finishes. 

After that, the MT accesses to a new IAB-node DU. This procedure is similar as UE RRC re-establishment. Then the gNB-CU shall update and re-configure the Routing entries for the related IAB-nodes and redirects all F1-U tunnels for the IAB-node DU. The following steps are as below:
 A.  The gNB-CU configures a new route on the wireless backhaul between the IAB-node and IAB-donor DU via the target IAB-node. 

B.  In case the IAB-donor-DU changes during topology adaptation, the gNB-CU redirects all F1-U tunnels for the IAB-node DU from the old route to the new route. It further redirects F1-C for the IAB-node DU from the old route to the new route. 

C. The gNB-CU releases the old route on the wireless backhaul between IAB-node and IAB-donor DU via the source IAB-node.  This configurations may be performed at an earlier stage, e.g. before step 1. 

The details of step A~C depend on the particular UP and CP transport option, which has been listed in the section 9.7.6 of TR38.874 [1].

Furthermore, when the IAB-node MT accesses to the target IAB-node DU, it may send measurements report based on a measurement configuration received from the CU. Then the CU may decide to add a new SCG IAB-node DU. The procedure of adding a link to a SCG can be found in the section 9.7.8 of TR38.874 [1].
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Figure 9.7.10-5: Example backhaul-link failure scenario 3
Scenario 3

In this scenario (depicted in Figure 9.7.10-5), the backhaul-link failure occurs between IAB-node C and IAB-node D. IAB-node D has to reconnect to the new IAB-donor (e.g. IAB-donor A2) via a new route. In this case, the IAB-node D may move to RRC_IDLE and perform IAB setup procedure to select a new parent IAB-node. Firstly, IAB-node D MT connects to the new parent IAB-node as a UE, the routing information are updated for all related IAB-nodes due to the topology change. Then the IAB-node D DU performs F1-AP setup procedure and provides service to UEs or to other integrated IAB-nodes. The details of this procedure is discussed in section 9.3 of TR 38.874 [1]. 

Before the IAB-node D finishes the IAB node setup procedure, it cannot serve any UE and child IAB-node. To avoid longer delay for the UE that has already accessed to it before, it can help to re-direct them to a new IAB-node. 
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