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1. Overall Description:
RAN2 would like to thank SA3 on their LS on initial NAS security agreements. RAN2 noticed SA3 stated that “SA3 interpret the guidance given by SA plenary means that RAN specifications shall only include S-NSSAI ciphered in RRC layer”.
RAN2 would like to inform SA3 that in the current RRC specifications, the list of S-NSSAIs can only be sent in RRCConnectionSetupComplete (LTE/5GC) and RRCSetupComplete (NR), i.e. “Msg5” during RRC connection establishment procedure, without any encryption. It should be noted that the list of S-NSSAI is included in the above messages only if upper layer provides the information to RRC.
RAN2 also would like to point out that release-15 specification is frozen and backwards incompatible change cannot be made any more.
2. Actions:

To SA3:

RAN2 would like to ask SA3 to take the above information into account for their further work.
3. Date of Next TSG-RAN2 Meetings:

TSG-RAN2 Meeting #104

12 – 16 November 2018, Spokane, USA

TSG-RAN2 Meeting #105

25 February – 1 March 2019, Athens, Greece


