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1
Introduction

This TP follows discussions on centralized UP in R3-186846.
The consequences of keeping the same tunnal at handover are addressed by two two sets of CRs on XnAP, E1AP, NGAP:

· Solution 1: Tdocs 6849, 6850, 6851.
· Solution 2: Tdocs 6398, 6399, 6400.

The main difference between this two sets of TPs is the NGAP TP: in solution 1 the NGAP TP in R3-186849 introduces an indication that TEID is unchanged in Path Switch Request message to inform the AMF, whereas in R3-186400 the indication is sent to inform the SMF (in the Path Switch Request Container). 
Inform AMF or SMF? This paper compares the two approaches for decision.

2
Description
In R3-186849, the unchanged TEID is notified to the AMF only. The idea is to avoid signaling in the 5GC not only between SMF and UPF but also between AMF and SMF. See extract below:
9.2.3.8
PATH SWITCH REQUEST

This message is sent by the NG-RAN node to inform the AMF of the new serving NG-RAN node and to transfer some NG-U DL tunnel termination point(s) to the SMF via the AMF for one or multiple PDU session resources.

Direction: NG-RAN node ( AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Source AMF UE NGAP ID
	M
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	ignore

	PDU Session Resource to be Switched in Downlink List
	
	1
	
	
	YES
	reject

	>PDU Session Resource to be Switched in Downlink Item
	
	1..<maxnoofPDUSessions> 
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Transfer IE specified in subclause 9.3.4.8.
	-
	

	>>NG-U DL UP TNL Information Unchanged
	O
	
	ENUMERATED (unchanged, ...)
	
	-
	


However, this apoproach is not correct for the following three reasons:
SMF Awareness

SMF needs to be made aware that mobility happened. TS 29.502 section 5.2.2.3.3 explains the actions that AMF does when receiving an NGAP Path Switch Request. AMF needs to send an http POST message which comprises two parts. The first part contains the binary encoding of the SMF container (NGAP Path Switch Request Transfer) sent untouched, the scond part is JSON descrition of key information for the SMF such as new location and whether the UE has exited the LADN of the PDU session. Extract below:
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Figure 5.2.2.3.3-1: Xn handover

1.
The NF Service Consumer shall request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint by sending a POST request, as specified in subclause 5.2.2.3.1, with the following information: 

-
the indication that the PDU session is to be switched; 

-
N2 SM information received from the 5G-AN (see PDU Session Path Switch Request Transfer IE in subclause 9.3.1.21 of 3GPP TS 38.413 [9]), including the new transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. 5G-AN's GTP-U F-TEID for downlink traffic);

-
the user location associated to the PDU session; 

-
the indication that the UE is inside or outside of the LADN service area, if the DNN of the established PDU session corresponds to a LADN;  

-
other information, if necessary. 

Based on this information SMF has key actions to do related to the PDU session. It is not acceptable to hide the mobility to SMF.

Building Path Switch Request Acknowledge message
The Path Switch Request is a class 1 procedure and the NG-RAN expects a response. In tdoc R3-186849 it is not clear how that response would be built. In particular, the response shall contain an SMF container whichn only SMF can build. This element is mandatory in the message. See extract from TS 38.413 below:

9.2.3.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the AMF to inform the NG-RAN node that the path switch has been successfully completed in the 5GC.

Direction: AMF ( NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Security Context
	M
	
	9.3.1.88
	
	YES
	reject

	New Security Context Indicator
	O
	
	9.3.1.55
	
	YES
	reject

	PDU Session Resource Switched List
	
	1 
	
	
	YES
	ignore

	>PDU Session Resource Switched Item
	
	1..<maxnoofPDUSessions> 
	
	
	-
	

	>>PDU Session ID 
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Acknowledge Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Acknowledge Transfer IE specified in subclause 9.3.4.9.
	-
	

	PDU Session Resource Released List
	
	0..1
	
	
	YES
	ignore

	>PDU Session Resource Released Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>Path Switch Request Unsuccessful Transfer
	M
	
	OCTET STRING
	Containing the Path Switch Request Unsuccessful Transfer IE specified in subclause 9.3.4.20.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network.
	YES
	reject


Change the UL TEID

When receving the Path Switch Request, the 5GC may decide to change the UL TEID. In that case the new UL TEID will be included in the replay SMF-conatiner Path Swicth Request Succesful Transfer IE as shown below. The SMF is also assumed to validate the security information which the NG-RAN has used for the IP securing the user traffic:
9.3.4.9
Path Switch Request Acknowledge Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.

	Security Indication
	O
	
	9.3.1.27
	


3
Conclusion and Proposal

As shown in this paper the second approach should be taken whereby the SMF is informed via the Path Switch Request Transfer SMF container. AMF is not impacted due to transparency of this container. 

Proposal: take the second approach (solution 2) for the “reuse TEID” feature.

