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Introduction
The last RAN2-103bis discussed DRB removal and addition in the same RRC message in EN-DC and sent LS to RAN3 [1] to check whether the current RAN3 specification supports DRB ID assignment to SN in case of DRB removal and addition required by SN (e.g. PDCP SN length change). 
Checking RAN2 discussions, two scenarios seems to be involved in sending this LS. In this contribution, we analyze these two scenarios in more details and propose some changes that RAN3 can take on X2AP [2].
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Discussion
The main context of this RAN2 LS [1] is asking whether the current RAN3 specification supports DRB removal and addition required by SN in EN-DC (i.e., SgNB). The example use-case is when SN decides different PDCP SN length for a SN terminated bearer, for which COUNT has to be restarted from the beginning.  
A different PDCP SN length can be chosen by SN for an already established SN terminated bearer or during MN to SN bearer type change (i.e., when SN is requested from MN to establish a SN terminated bearer). Each scenario is analysed in the following with respect to the use-case of PDCP SN length change.
Observation 1: There are two scenarios related to RAN2 LS: (1) ‘release/add’ by SN on its own for an already established SN terminated bearer; or (2) during MN to SN bearer type change, i.e., when SN is requested from MN to establish a SN terminated bearer.

2.1     Scenario A (‘release/add’ by SN on its own)

Scenario A is when SN decides e.g. to change PDCP SN length for an already established SN terminated bearer. Since PDCP termination point remains in SN but COUNT has to be restarted from the beginning, Scenario A requires new DRB ID for release/add due to security requirement as described in the RAN2 LS [1]. In other words, the same DRB ID cannot be used for this “release/add by SN on its own” due to security.

Currently, this scenario is not supported from RAN3 specifications. In EN-DC, unlike MR-DC with 5GC, MN does not pre-allocate a DRB ID to be used by SN. Therefore, we have to either go with enhancing SN initiated SN Modification with MN involvement procedure in order to allow SN to request new DRB ID (a.k.a. on-demand approach) or go with pre-allocation of DRB ID (a.k.a. MR-DC approach).

Observation 2: For an already established SN terminated bearer, the DRB ID should not be re-used in EN-DC for “release/add” by SN on its own (e.g. PDCP SN length change) due to security.

Observation 3: Enhancement is required by either SN requests new DRB ID from MN when needed (a.k.a. on-demand approach) or MN pre-allocates DRB IDs to be used by SN (a.k.a. MR-DC approach).
Each solution has own drawbacks. The on-demand approach requires additional roundtrip of message exchange before reconfiguring the UE (just for new DRB ID). On the other hand, the MR-DC approach could be an overkill considering that this scenario may not happen frequently. And even if MN pre-allocates some DRB IDs to be used by SN for this purpose, it may require a SN-initiated request at some point (though this should be ever rarer as this overall scenario itself is quite rare), as in MR-DC with 5GC for unique DRB ID assignment where we also specified that SN can request more DRB IDs to MN. 
	
	SN requests MN to provide new DRB ID          (a.k.a on-demand approach)
	Pre-allocation of DRB ID                  (a.k.a MR-DC approach)

	Drawbacks
	Additional MN-SN message exchange before reconfiguring the UE
	Could be an overkill for a non-frequent scenario

	Impacts
	SN initiated SN modification with MN involvement 
	SN ADD/MOD REQ + SN MOD REQD?


Based on the analysis above, we slightly prefer on-demand approach given that it could be a safer choice for Rel-15. We can consider pre-allocation of DRB IDs later when EN-DC faces frequent inefficiency and/or delay due to this on-demand request for new DRB ID from SN.
Observation 4: MR-DC approach could be an overkill. On-demand basis, although additional roundtrip of MN-SN message exchange, could be a safer choice for Rel-15. 
Proposal 1: For Scenario A, enhance SN initiated SN modification with MN involvement procedure to support new DRB ID provision to an already established SN terminated bearer.

Proposal 2: For Scenario A, use E-RABs To Be Modified in SN MOD REQD for SN to request new DRB ID. MN responses via E-RABs To Be Modified in SN MOD REQ.

2.2     Scenario B (during MN to SN bearer change)

Scenario B is when MN requests to offload a MN terminated bearer to SN. This offloading is triggered by either SN ADD REQ or SN MOD REQ to setup a new bearer in the SN. The corresponding E-RAB ID and DRB ID is provided so that SN can use them when establishing the requested SN terminated bearer.

If SN decides different PDCP SN length than what MN is requesting to configure (via CG-ConfigInfo), PDCP preservation cannot be applied and COUNT has to be restarted from the beginning. Using the same DRB ID does not violate security requirement, because PDCP termination point is changed in this scenario (different security key input). However, in case there has been multiple bearer termination point changes back to SN without having a key change, new DRB ID is be required.
Observation 5: For MN to SN bearer change with e.g. different PDCP SN length chosen by SN, using the same DRB ID itself does not violate security requirement, provided it is the first termination point change to SN for this DRB ID and same key.
Observation 6: In case there has been multiple bearer termination point changes back to SN without having a key change, new DRB ID is required.

The following figure depicts how RRC Reconfiguration message is generated for this Scenario B.


[image: image1.emf]MeNB SgNB

1. MN to SN bearer change (via SN ADD or MOD REQ)

2. SN ADD or MOD REQ ACK

SN decides different 

PDCP SN length 

CG-ConfigInfo

E-RAB ID, DRB ID

E-RAB ID

PDCP SN length 

CG-Config

3. RRC Reconfiguration to UE

LTE RRC NR RRC

if SN terminated using MCG resources 

(either split or MCG bearer) was requested


Scenario B (MN to SN bearer + PDCP SN length change)
Once the SN is able to fulfil the offloading request, the SN will generate NR PDCP configuration along with NR SCG RLC bearer reconfiguration, which is passed to the MN via CG-Config. If the step 2 includes this E-RAB ID in E-RABs Admitted To Be Added, then MN can know that offloading was successful and can generate the corresponding LTE MCG reconfiguration to UE. The MN then compiles those LTE and NR RRC configurations into a single RRC message and send it to the UE (step 3).
With respect to question from RAN2 LS [1], in case when new DRB ID is required, it seems that on-demand approach may not work in this scenario, because SgNB decides PDCP SN length change after MeNB triggers offloading toward SgNB. However, MR-DC approach (pre-allocation of DRB IDs) can made it work where SgNB is pre-allocated some DRB IDs e.g. by SN ADD REQ to be used for SN terminated bearer when needed.

Therefore, from the RAN3 specification point of view, Scenario B can be feasible by using the MR-DC approach when different DRB ID is required. Given that both Scenario A and B can be made to work with the MR-DC approach, we think it seems worth considering pre-allocation of DRB IDs into EN-DC. We don’t’ have to consider full unique DRB assignment feature in MR-DC, just some initial provision during SN ADD or MOD REQ, could be sufficient.

Proposal 3: From RAN3 specification point of view, Scenario B is feasible if we adopt pre-allocation of DRB IDs (a.k.a. MR-DC approach) into EN-DC when different DRB ID is required.

Proposal 4: FFS initial DRB ID provision during SN ADD or MOD REQ.
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Conclusion

In the present contribution we make the following observations:

Observation 1: There are two scenarios related to RAN2 LS: (1) ‘release/add’ by SN on its own for an already established SN terminated bearer; or (2) during MN to SN bearer type change, i.e., when SN is requested from MN to establish a SN terminated bearer.

Scenario A (‘release/add’ by SN on its own):
Observation 2: For an already established SN terminated bearer, the DRB ID should not be re-used in EN-DC for “release/add” by SN on its own (e.g. PDCP SN length change) due to security.

Observation 3: Enhancement is required by either SN requests new DRB ID from MN when needed (a.k.a. on-demand approach) or MN pre-allocates DRB IDs to be used by SN (a.k.a. MR-DC approach).
Observation 4: MR-DC approach could be an overkill. On-demand basis, although additional roundtrip of MN-SN message exchange, could be a safer choice for Rel-15. 
Scenario B (during MN to SN bearer change):
Observation 5: For MN to SN bearer change with e.g. different PDCP SN length chosen by SN, using the same DRB ID itself does not violate security requirement, provided it is the first termination point change to SN for this DRB ID and same key.
Observation 6: In case there has been multiple bearer termination point changes back to SN without having a key change, new DRB ID is required.

Based on the discussion in the present contribution and the observations above we propose: 

Proposal 1: For Scenario A, enhance SN initiated SN modification with MN involvement procedure to support new DRB ID provision to an already established SN terminated bearer.

Proposal 2: For Scenario A, use E-RABs To Be Modified in SN MOD REQD for SN to request new DRB ID. MN responses via E-RABs To Be Modified in SN MOD REQ.

Proposal 3: Scenario B is feasible from RAN3 point of view, if we adopt pre-allocation of DRB IDs (a.k.a. MR-DC approach) into EN-DC.

Proposal 4: FFS initial DRB ID provision to EN-DC during SN ADD or MOD REQ.
The corresponding CR for Proposal 2 for TS 36.423 [2] is provided in [3]. 
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