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1
Introduction

In [1] a categorization of the SIB information is proposed but we believe that discussing all parameters simultaneously is not possible. Instead, we believe that at RAN3#102 the focus should be the unified access control UAC along the alternatives proposed in [2].
Proposal 1: At RAN3#102 limit the categorisation on node responsibility of SIB to unified access control and the three alternatives in R3-186170.
2
Discussion
2.1 Introduction to the alternative solutions
The three alternatives in [2] are
· Alternative 1: The information transferred from CU to DU refer to the definition of UAC Barring information defined in RAN2
· Alternative 2: CU provides some assistance information to DU to help DU update the UAC barring information e.g. barring factor/barring time for each UE category.
· Alternative 3: CU conveys portions of SIB1 (including use case for uac-barringInfo) to DU which means all UAC information defined in SIB1 is transferred and can adapt possible future extension in RAN2 without impact of RAN3 specification.
We also believe that for Alternative 1, an implementation shall be based on the RRC version used in the DU. Interoperability between RRC versions would be handled using standard mechanisms (presence/criticality) over the F1 interface. If the implementation would not be based on the RRC version in the DU the consequence would be that the DU and/or CU has knowledge and understanding of sets of the UAC part of all possible RRC versions which is likely to result in poor interoperability and expensive testing due to the potentially large amount of RRC version combinations in the two nodes. 
Our understanding of Alternative 3 is that the UAC SIB portion provided by the CU is transparent to the DU hence there is no interoperability aspect between the DU and CU. However, this requires that both the DU and the CU use the same RRC version or that the UEs can interpret broadcasted information from a mix of RRC versions. We consider this as major drawbacks for this option compared to Alternative 1 and Alternative 2. 
Observation 1: Alternative 3 provides insufficient interoperability mechanisms to be used in an inter-vendor deployment and is not suitable for standardisation. 

2.2 Congestion control
Congestion may occur in both the CU and the DU hence both nodes need to be able to limit the rate of which UEs request services. 
According to TS38.331 the UAC barring is used as:

1>
else:

2>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

2>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

3>
consider the access attempt as allowed;

2>
else:

3>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":


T390 = (0.7+ 0.6 * rand) * uac-BarringTime.
The expected time until a UE enters the network is (see Appendix): P(rand >= uac-BarringFactor)] ] *uac-BarringTime [s]
We also see that it is possible to get the same expected waiting time Tw
P(rand >= uac-BarringFactor)] ] *uac-BarringTime = Tw ( { uac-BarringTime  > 0} (
P(rand >= uac-BarringFactor)] ] = Tw/uac-BarringTime

Observation 2: The expected time until a UE enters the network depends on the uac-BarringFactor and the uac-BarringTime. It is possible to achieve similar rate control by selecting parameters in different ways. 
For the CU, the important aspect is to be able to reduce the rate of incoming UEs in case of congestion which corresponds to influencing the expected time until a UE accesses the network. This can be achieved without any CU knowledge about the specific RRC UAC parameters. As an example, the CU could indicate over F1 if the incoming rate of a one or several unified access class needs to be reduced and possibly additional information if beneficial. 

(Note that the same argument is applicable also to Alternative 3.)
Observation 4: The CU does not need any knowledge about RRC UAC parameters. 

Conclusion 1: There is no identified use case when the CU needs a detailed knowledge about the unified access control parameters UAC in the system information broadcast (SIB).

Even though the CU does not know the RRC parameters it could still provide information to influence the UAC settings in the DU. As an example, it could indicate over F1 if the incoming rate of a one or several unified access class needs to be reduced.
Proposal 2: The UAC parameters for the RRC SIB are known only to the DU.

4
Conclusions and Proposals
The following conclusion and proposal to be taken into account in further discussions.
Conclusion 1: There is no identified use case when the CU needs a detailed knowledge about the unified access control parameters UAC in the system information broadcast (SIB).
Proposal 1: At RAN3#102 limit the categorisation on node responsibility of SIB to unified access control and the three alternatives in R3-186170.
Proposal 2: The UAC parameters for the RRC SIB are known only to the DU.
4
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Appendix
· X1 is a stochastic variable with distribution Re[0,1[ 

· X2 is a stochastic variable with distribution Re[0,1[ 

· X1 and X2 are uncorrelated

The expected until the UE access the system is: 

E[P(X1<uac-BarringFactor)*0 + P(X1 >= uac-BarringFactor)*(0.7+0.6*X2) * uac-BarringTime] = 

= E[P(X1 >= uac-BarringFactor)*(0.7+0.6*X2) * uac-BarringTime] = 

= {X1 and X2 uncorrelated} =  

= E[P(X1 >= uac-BarringFactor)] ] * E[(0.7+0.6*X2) *uac-BarringTime] =  

= E[P(X1 >= uac-BarringFactor)] ] * (0.7+0.6*E[X2]) *uac-BarringTime =

= E[P(X1 >= uac-BarringFactor)] ] *uac-BarringTime
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