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Introduction
The IAB study item is about to end, and after many months of architecture related discussions in RAN2 and RAN3 WGs, some decisions and recommendations need to be provided to move on to the work item phase. This contribution proposes a way forward on architecture selection for the WI phase considering various factors.

Architecture considerations
The IAB SI TR [1] identifies two major architecture groups - architecture group 1 and architecture group 2. Architecture group 1 has two options, namely, 1a and 1b, while architecture group 2 has three options, 2a, 2b, and 2c. For architecture group 1, even though there was some earlier discussion related to option 1b, in recent technical contributions and discussions from past several RAN2 and RAN3 WG meetings, most companies seem to be interested mainly in option 1a. For architecture group 2, most technical contributions and discussions have been related to option 2a. Figures 1-1, 1-2 and 1-3 show architecture representations for architecture options 1a, 1b, and 2a from the IAB SI TR.


Figure 1‑1 IAB Architecture 1a


Figure 1‑2 IAB Architecture 1b


Figure 1‑3 IAB Architecture 2a

Historically, architecture selection in 3GPP has been mainly driven by technical reasons, interest of contributing companies, and deployment scenarios/use cases. In the following table, we list many different factors for architectures 1a, 1b, and 2a that fall under these categories to aid the architecture selection discussion.

Table 2-1. High level comparison of IAB architectures 1a, 1b, and 2a
	
	Architecture 1a
	Architecture 1b
	Architecture 2a

	Level of interest amongst companies contributing to IAB SI
	High
	Low
	Moderate

	Compatibility with CU-DU split architecture
	Native
	Native
	2a not compatible (need 2c with nested tunnels)

	Compatibility with NSA architecture
	Compatible
	Additional complexity due to UPF at CU
	Not compatible

	Compatibility with CRAN/NFV
	Native
	Native
	2a not compatible (need 2c with nested tunnels)

	Protocol overhead
	Lower
	Moderate
	Higher

	Complexity of IAB Nodes
	Moderate
	Moderate
	Higher due to full gNB and UPF at each IAB node

	Security risk of IAB nodes
	Lower risk (no CU function at IAB node)
	Lower risk (no CU function at IAB node)
	Greater risk (full gNB at each IAB node)

	Transport of LTE and non-3GPP Access
	Yes
	Yes
	Yes

	Fast route changes
	Yes
	Yes
	No (requires full L3 HO)

	CP latency
	Higher (multiple hops to RRC)
	Higher (multiple hops to RRC)
	Lower (RRC at IAB node)

	Inter-CU mobility of IAB node
	More complex (need F1 relocation)
	More complex (need F1 relocation)
	Less complex

	Standardization areas
	RAN
	RAN
	RAN & CN

	Standardization effort
	Higher
	Higher
	Lower




Focusing first on architecture group 1, based on the listed factors for options 1a and 1b, due to high company interest in option 1a, and factors such as additional complexity to support NSA architecture, it is proposed that for architecture group 1, only option 1a is selected for the work item phase.
Observation 1: Within architecture group 1, architecture 1a has the highest interest amongst companies contributing to the IAB SI.
Proposal 1: For architecture group 1, due to high company interest in option 1a and other factors, only option 1a should be considered for standardization in the work item phase. 
Between architecture option 1a and 2a, it is clear that these two architecture options have very different strengths. For operators deploying NR using a CU-DU split architecture from the initial deployments, architecture 1a is a much more natural choice. This is also reflected by the very high interest in this architecture option from companies contributing to the IAB SI. Also, for operators that start their NR deployments using non-standalone (NSA) architecture, IAB architecture option 1a is also a more natural choice. Additionally, operators that are very interested in network deployment based on CRAN/NFV principles to leverage benefits of centralization and virtualization of network functions, should also be more inclined to select architecture 1a compared to architecture 2a. 
On the contrary, operators that are planning to deploy NR using traditional distributed architecture with full standalone base stations may find architecture 2a to be a more natural choice. Architecture 2a offers several advantages over architecture 1a in the form of much lower control plane latency, since the RRC is resident directly on the IAB node, while in architecture 1a the RRC may be one or more hops away. Furthermore, architecture 2a may require less standardization work since the layer 2 RAN protocol stack layers do not need to be modified. Due to these reasons one can argue that architecture 2a may also require less development work compared to architecture 1a. 
Observation 2: Both architecture options 1a and 2a have their own unique strengths.
However, one can argue that even for an operator with monolithic gNB deployment, IAB deployments using architecture 1a can quite easily be added to such a network without any issues. For example, let’s say in a market where the deployed NR network is based on monolithic gNBs, there could be certain dense urban areas with limited access to fiber and lack of NR coverage. An option 1a based IAB network could easily be deployed in such areas to quickly provide NR service, while co-existing with the broader monolithic gNB-based NR network. 
One of the touted advantages of architecture 2a is that it is capable of backhauling LTE and non-3GPP traffic while architecture group 1 is not. It can be shown quite readily that architecture 1a is equally capable to backhauling LTE and non-3GPP traffic with only minor enhancements. A recent RAN3 contribution [2] points out that alternative e of architecture 1a is capable of backhauling LTE and non-3GPP traffic. Additionally, Annex A illustrates an example UP protocol stack showing how LTE traffic (or for that matter any non-3GPP traffic) can be backhauled via an IP tunnel through a bearer of the MT of an IAB node.  
One additional area of consideration is related to security risk related to the IAB network. Since the purpose of IAB is to enable faster deployments without the need for fiber access to the deployment site, and since one of the primary use cases for IAB is deployment in FR2 bands, one of the most common deployment scenarios for IAB nodes is expected to be on street light poles or such places that are inherently difficult to secure. Since IAB nodes in architecture 1a carry only the lower RAN protocol stack layers while the security functions reside in a secure centralized place, architecture 1a inherently offers a lower security risk to the network. So perhaps architecture 2a may be suitable for deployment in non-public areas that are inherently more secure. However, architecture 1a could equally be deployed in such inherently public areas as well. 
Hence, there may be several targeted deployment scenarios for architecture 2a for which architecture 1a may also be equally suitable. 
Observation 3: There may be targeted deployment scenarios for architecture 2a for which architecture 1a may also be equally suitable.
Since both architecture options 1a and 2a do have their own unique strengths, there may be a need to evaluate which deployment scenarios and use cases that are exclusively applicable to each architecture option. For example, perhaps in their current proposed forms architecture 2a may be more suitable than architecture 1a for use cases where significant inter-CU mobility is expected, or perhaps where very tight control plane latency is critical, but the user plane may tolerate latency over multiple hops.
Observation 4: There may be a need to identify unique deployment scenarios and use cases that are exclusively applicable to architecture options 1a vs. 2a.
Regardless of the above discussion, it is quite evident that architecture 1a has very widespread applicability over a range of deployment scenarios and seems to have the highest interest amongst companies contributing to the IAB SI based on number of contributions over the course of the entire SI. Hence, architecture 1a must take the highest priority for standardization going into the work item phase in Release 16.
Proposal 1: Architecture option 1a must have the highest priority for standardization in the work item phase in Release 16. 
Proposal 2: Unique deployment scenarios and use cases for architecture 2a should be identified, following which it can be considered for standardization, but only after the standardization work for architecture 1a is completed.
Conclusion
[bookmark: _Hlk528883272]In the interest of continuing to make progress on IAB standardization, in this document we proposed a way forward regarding the architecture selection going into the work item phase in Release 16. The following observations and proposals were offered for consideration:
Observation 1: Within architecture group 1, architecture 1a has the highest interest amongst companies contributing to the IAB SI.
Observation 2: Both architecture options 1a and 2a have their own unique strengths.
Observation 3: There may be targeted deployment scenarios for architecture 2a for which architecture 1a may also be equally suitable.
Observation 4: There may be a need to identify unique deployment scenarios and use cases that are exclusively applicable to architecture options 1a vs. 2a.

Proposal 1: Architecture option 1a must have the highest priority for standardization in the work item phase in Release 16. 
Proposal 2: Unique deployment scenarios and use cases for architecture 2a should be identified, following which it can be considered for standardization, but only after the standardization work for architecture 1a is completed.
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Annex A
UP protocol stack illustrating tunnelling of LTE traffic via architecture option 1a. This illustration shows the use of alternative e of architecture option 1a, but any alternative of option 1a may be used. 
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