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1
Introduction
Agreements in RAN3#101bis related to grouping of gNBs in clusters. RAN3#101bis also concluded that frameworks 1, 2.1 and 2.2 are feasible from RAN3 point of view, while benefits of framework 2.2 would require further input from RAN1. However, from network signalling point of view frameworks 2.1 and 2.2 would use the same overall mechanism. In this paper we therefore propose to select between network signalling options for frameworks 2.x. 
2
Discussion
We use framework 2.1 as a starting point to identify signalling options:
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Fig. 1: Framework-2.1 described in LS from RAN1 [1].

Based on the agreements from RAN3#101bis, it is understood that “victim” and “aggressor” refer to gNB clusters defined by OAM. Inter-cluster signalling appears in step 2 and step 3 and is discussed in section 2.1 below. Intra-cluster coordination is described in section 2.2.
2.1 Inter-cluster network signalling

Inter-cluster signalling from aggressor to victim in step 2 and 3 may be directly triggered by RS detection by the same gNB, or indirectly triggered following intra-cluster coordination as mentioned in section 2.2. A first question is whether to use Xn signalling between the two clusters or use signalling through the core network. Signalling through the core network seems to be a good candidate for several reasons:
· RI aggressor and victim nodes are per definition not direct neighbours, but located at distances up to 300 km apart, which could create issues for routing in Xn transport networks designed for local connections;

· RI aggressor and victim nodes may belong to different operators using the same frequency in e.g. different countries;

· In RI scenarios there is a very high number of potential aggressor and victim combinations. Xn signalling requires setup of an SCTP connection and may therefore not be scalable, while routing through the core network is performed in a connection-less manner.

Proposal 1: Inter-cluster signalling for NR RIM to go via the 5GC.

The level of impact in the 5GC (AMF) and core network OAM system depends on the level of required functionality. A full ‘plug-and-play’ functionality (“solution 1”) would in our view involve gNBs registering to the AMF using a globally unique cluster ID which would be used for intra- and inter-AMF routing. This would also intrinsically lead to multicast of transmitted messages, i.e. the CN would provide messages in step 2/3 to all gNBs of the victim cluster. Intra-cluster broadcast would also become available by the same mechanism. Local RAN OAM would have to enable mapping in gNBs from received RIM-RS to a globally unique cluster ID.
A solution avoiding CN impact (“solution 2”) could use routing functionality introduced for transfer of SON configuration information, where containers defined in NGAP are transparently transferred through the CN (including inter-AMF). Specific information for NR RIM can be defined within this container without AMF impact. Routing in the CN is based on TAI and Global gNB ID. In this solution, some mechanism would have to enable mapping in gNBs from received RIM-RS to one or more TAI / Global gNB ID pairs. In order to allow for “dynamically” updated gNB clusters, local RAN OAM could enable mapping in gNBs from received RIM-RS to a globally unique cluster ID, and a DNS solution (out of 3GPP scope) could then be used to retrieve TAI / Global gNB ID of one or more gNBs of the cluster.

Solution 2 will not provide multi-cast for inter-cluster signalling, nor intra-cluster broadcast, and such functionality would then need to be handled at RAN level, if needed. However, absence of CN impact will simplify deployment of the NR RIM functionality and we therefore propose to use solution 2.
Proposal 2: Transfer NR RIM information using SON configuration transfer mechanism (solution 2).

2.2 Intra-cluster coordination
Intra-cluster coordination can potentially serve one or more of the following purposes:

1) coordinate RI measurements done in different nodes in order to determine whether the cluster suffers from RI. 
2) coordinate start of RIM-RS transmission in the victim cluster – on this point RAN3 may need information from RAN1 whether it is sufficient that a single cell in the cluster transmits RIM-RS, or whether transmission has to be coordinated in multiple cells.

3) coordinate stop of RIM-RS transmission in the victim cluster

4) coordinate RI mitigation scheme within the aggressor cluster
5) coordinate inter-cluster signalling on sending side: e.g. it may be inopportune that all nodes that detect RIM-RS in step 1 report such reception to the victim cluster
6) coordinate inter-cluster signalling on receiving side: in case RAN3 agrees proposal 2 above, inter-cluster signalling will be based on legacy unicast mechanism, and there will be no intra-cluster broadcast mechanism through the CN (AMF). A receiving gNB may therefore need to inform the other gNBs within the cluster about the received signalling by some other means.
The main options for mechanisms to be used for intra-cluster coordination are:

· Xn signalling 

· network signalling based on broadcast via AMF

· coordination through RAN OAM

Coordination through RAN OAM seems feasible due to the relaxed time constraints for RI mitigation. It can also be pointed out that e.g. standardization of RI measurements (bullet 1 above) is not foreseen, which might be needed for signalling based intra-cluster coordination. (IoT signature of RI at a victim base station in TD-LTE network is illustrated in TR 38.866 Fig. 4-2).
Proposal 3: Perform intra-cluster coordination via RAN OAM. 

However, also for a RAN OAM based solution for intra-cluster coordination, a certain level of specification may be needed in order to ensure consistent behaviour in victim and aggressor clusters for e.g. inter-cluster signalling (bullets 5 and 6 above). Cluster-level specification may also be needed for coordinated RIM-RS transmission (bullet 2). The exact description could be left to normative phase and captured as OAM requirements in stage 2 specification, however the study item should still identify the areas needing such stage 2 specification.

Proposal 4:  Identify in the study item areas of intra-cluster coordination that need stage 2 specification. 
3
Conclusion
We have made the following proposals:
Proposal 1: Inter-cluster signalling for NR RIM to go via the 5GC.

Proposal 2: Transfer NR RIM information using SON configuration transfer mechanism (solution 2).

Proposal 3: Perform intra-cluster coordination via RAN OAM. 

Proposal 4:  Identify in the study item areas of intra-cluster coordination that need stage 2 specification. 

We provide a related text proposal for TR 38.866 section 6.3 in annex of this paper.
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<<< start of changes >>>
6.3
Potential mechanisms on coordination among gNBs for mitigating remote interference 
6.3.1
Inter-cluster network signalling
Main options for inter-cluster network signalling are via Xn interface or via the core network. Signalling through the core network are preferred for the following reasons:

· RI aggressor and victim nodes are per definition not direct neighbours, but located at distances up to 300 km apart, which could create issues for routing in Xn transport networks designed for local connections;

· RI aggressor and victim nodes may belong to different operators using the same frequency in e.g. different countries;

· In RI scenarios there is a very high number of potential aggressor and victim combinations. Xn signalling requires setup of an SCTP connection and may therefore not be scalable, while routing through the core network is performed in a connection-less manner.

The level of impact in the 5GC (AMF) and core network OAM system depends on the level of required functionality. A full ‘plug-and-play’ functionality (“solution 1”) involves gNBs registering to the AMF using a globally unique cluster ID which would be used for intra- and inter-AMF routing. This would also intrinsically lead to multicast of transmitted messages, e.g. the CN would provide messages in step 2/3 of framework 2.1 to all gNBs of the victim cluster. Intra-cluster broadcast would also become available by the same mechanism. Local RAN OAM would have to enable mapping in gNBs from received RIM-RS to a globally unique cluster ID.

An alternative solution avoiding CN impact (“solution 2”) uses routing functionality introduced for transfer of SON configuration information, where containers defined in NGAP are transparently transferred through the CN (including inter-AMF signalling). Specific information for NR RIM can be defined within this container without AMF impact. Routing in the CN is based on TAI and Global gNB ID. In this solution, some mechanism would have to enable mapping in gNBs from received RIM-RS to one or more TAI / Global gNB ID pairs. In order to allow for “dynamically” updated gNB clusters, local RAN OAM enables mapping in gNBs from received RIM-RS to a globally unique cluster ID, and a DNS solution (out of 3GPP scope) is used to retrieve TAI / Global gNB ID of one or more gNBs of the cluster.

Solution 2 will not provide multi-cast for inter-cluster signalling, nor intra-cluster broadcast, and such functionality are therefore handled at RAN level, if needed. However, absence of CN impact will simplify deployment, and solution 2 is therefore deemed to be the most suitable solution.

6.3.2
Intra-cluster coordination
The main options for mechanisms to be used for intra-cluster coordination are:

· Xn signalling 

· network signalling based on broadcast via AMF

· coordination through RAN OAM

Coordination through RAN OAM seems feasible due to the relaxed time constraints for RI mitigation. It can also be pointed out that e.g. standardization of RI measurements (bullet 1 above) is not foreseen, which might be needed for signalling based intra-cluster coordination. (IoT signature of RI at a victim base station in TD-LTE network is illustrated in Fig. 4-2).
Intra-cluster coordination through RAN OAM is therefore preferred.
A certain level of specification may be needed in order to ensure consistent behaviour in victim and aggressor clusters in the following areas:
1) coordinate RI measurements done in different nodes in order to determine whether the cluster suffers from RI. 

2) coordinate start of RIM-RS transmission in the victim cluster. [FFS whether it is sufficient that a single cell in the cluster transmits RIM-RS, or whether transmission has to be coordinated in multiple cells]
3) coordinate stop of RIM-RS transmission in the victim cluster

4) coordinate RI mitigation scheme within the aggressor cluster

5) coordinate inter-cluster signalling on sending side: e.g. it may be inopportune that all nodes that detect RIM-RS in step 1 report such reception to the victim cluster

6) coordinate inter-cluster signalling on receiving side: In solution 2 (cf. clause 6.3.1), inter-cluster signalling will be based on legacy unicast mechanism, and there will be no intra-cluster broadcast mechanism through the CN (AMF). A receiving gNB may therefore need to inform the other gNBs within the cluster about the received signalling by some other means.

Stage 2 specification of these areas is foreseen in normative phase.
<<< end of changes >>>
