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1
Introduction

At RAN3 #101bis meeting, high-level principles for Remote Interference Management and key issues to be further studied were discussed. A reply LS to RAN1 indicating the feasibility of the frameworks 1, 2.1 and 2.2 from RAN3 point of view was agreed. Some other essential agreements were also achieved as below,

· gNBs can be grouped as Cluster.

· RAN3 study the design of IDs encoded into the RS and the mechanism to support the gNB grouping, which are common for all RIM solutions.

· The gNB cluster is configured by OAM.

Nevertheless, at last meeting, we didn’t make any agreement on the signalling flows and massage contents for the backhaul-based frameworks. Considering it will be the last meeting for the SI, it is necessary to converge on the basic signalling flows and capture it in the TR. In light of this, in this contribution, we provide the Xn signalling flows for backhaul-based RIM frameworks and also analysis on the OAM requirement. The counterpart for signalling flows with CN involvement are provided in another document [1].
2
Discussion

At last meeting, although there is a dispute on the need of intra-cluster coordination, and some doubts on the benefits of the assistance information from victim to aggressor for framework 2.2, but from network signalling point of view, frameworks 2.1 and 2.2 could use the same overall mechanism. In this contribution, we take framework 2.1 as starting point to illustrate the signalling flows without CN involvement.
The signalling flows and impact on OAM are depicted in figure 1. It consists of the following steps:

Step 0: gNBs are grouped into clusters and each cluster is configured with a set ID by OAM. Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: Victim gNBs experience remote interferences and send the same RS which carry the set ID assigned. Aggressor starts monitoring the RIM RS, which may require OAM configuration.
Step 2: Upon reception of RIM RS, Aggressors apply interference mitigation scheme and acquires the identification of victim gNBs base on set ID. Replying on the node identification NG CGI and TAI information of victim gNBs, Xn interface are setup based on TNL address discovery mechanism. Aggressor informs the set of victim gNB(s) the reception of RS through the Xn interface
Note: It also includes the procedure that aggressor only identifies a proxy/delegate gNB from the set ID, then set up Xn interface with this proxy/delegate gNB. The Proxy/delegate gNB helps to inform other Victims gNBs within the set the reception of RS via the intra-cluster Xn interface.
Retrieving the identification of victim gNBs from set ID can be implemented via the following two approaches:
· Through OAM

· Through a DNS-like approach
Step 3: When atmospheric ducting phenomenon disappears, Aggressor restores original configuration and informs the set of Victim gNB(s) the “disappearance” of RS through the Xn interface
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info
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 Figure 1 Signalling flow without CN involvement
OAM impact:
· Requires OAM to configure gNB clusters

· May require OAM to configure starting RS monitoring and remote interference mitigation scheme

· May require OAM to convert set ID into the identification of victim gNBs
 Network signalling impact:
· Requires TNL address discovery mechanism
· Requires direct network signalling between victim and aggressor 

From the network signalling point of view, peer-to-peer Xn based approach is feasible and can be seen as one of alternative. But it may meet some issues in practical deployment,

· Operators may meet some internal constrains on setup the Xn interface between gNBs that are 300km far away
· Xn signalling may require setup of a large number of SCTP connections among the gNBs which are not neighbours. It  may waste the  resources and not be scalable
Observation 1: Xn-based approach is feasible but may meet some issues in practical deployment.

Proposal 1: It is proposed to capture the signalling flows without CN involvement as well as the potential issues in the TR.
3
Conclusion
In this contribution, we provide the signalling flows without CN involvement for backhaul-based RIM frameworks and also analysis on the OAM requirement. The following observations and conclusions are made,

Observation 1: Xn-based approach is feasible but may meet some issues in practical deployment.

Proposal 1: It is proposed to capture the signalling flows without CN involvement as well as the potential issues in the TR.
We provide corresponding text proposal for TR 38.866 in annex of this paper.
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6.3
Potential mechanisms on coordination among gNBs for mitigating remote interference 
6.3.x
Backhaul signalling without CN involvement

The signalling flows and its impact on OAM are depicted in figure x.x. It consists of the following steps:

Step 0: gNBs are grouped into clusters and each cluster is configured with a set ID by OAM. Atmospheric ducting phenomenon happens and the remote interference appears

Step 1: Victim gNBs experience remote interferences and send the same RS which carry the set ID assigned. Aggressor starts monitoring the RIM RS, which may require OAM configuration.
Step 2: Upon reception of RIM RS, Aggressors apply interference mitigation scheme and acquires the identification of victim gNBs base on set ID. Replying on the node identification NG CGI and TAI information of victim gNBs, Xn interface are setup based on TNL address discovery mechanism. Aggressor informs the set of victim gNB(s) the reception of RS through the Xn interface.

Note: It also includes the procedure that aggressor only identifies a proxy/delegate gNB from the set ID, then set up Xn interface with this proxy/delegate gNB. The Proxy/delegate gNB helps to inform other Victims gNBs within the set the reception of RS via the intra-cluster Xn interface.
Retrieving the identification of victim gNBs from set ID can be implemented via the following two approaches:

· Through OAM

· Through a DNS-like approach
Step 3: When atmospheric ducting phenomenon disappears, Aggressor restores original configuration and informs the set of Victim gNB(s) the “disappearance” of RS through the Xn interface
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info
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 Figure x.x Signalling flow without CN involvement
OAM impact:
· Requires OAM to configure gNB clusters

· May require OAM to configure starting RS monitoring and remote interference mitigation scheme

· May require OAM to convert set ID into the identification of victim gNBs

 Network signalling impact:

· Requires TNL address discovery mechanism
· Requires direct network signalling between victim and aggressor 

From the network signalling point of view, peer-to-peer Xn based approach is feasible and can be seen as one of alternative. But it may meet some issues in practical deployment,

· Operators may meet some internal constrains on setup the Xn interface between gNBs that are 300km far away
· Xn signalling may require setup of a large number of SCTP connections among the gNBs which are not neighbours. It  may waste the  resources and not be scalable
End of Text Proposal to TR 38.866
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