3GPP TSG-RAN WG3 #102
R3-186606
Spokane, WA, USA, 12-16 November 2018
Agenda item:
31.3.1.38
Source:
NTT DOCOMO, INC
Title:
Access Control Information over F1
Document for:
Discussion and Decision
1
Introduction
In RAN3#101bis, how to transfer the access control information was discussed and summarized in [1]. In the discussion, there were two parties which node decide UAC information (i.e. gNB-CU and gNB-DU). And, possible options were captured in it. This contribution discusses which node to decide UAC information and propose possible option to transfer UAC related information.
2
Discussion
2.1 Background
In  RAN3#101bis, following was captured  [1]. 

-------Start of Quotation from [1]-------

Conclusion : Based on the agreement that SIB1 is encoded by DU, some companies think that DU makes the final decision for UAC Barring information. However, some companies have different opinion on it and think CU should make the final decision.

-------End of Quotation from [1]-------
Observation 1: On the decision of UAC, there are two parties (i.e. UAC should be decided gNB-CU or gNB-DU)
And, following options on information transfer between gNB-CU and gNB-DU are captured in [1]

-------Start of Quotation from [1]-------
Alternative 1: The information transferred from CU to DU refer to the definition of UAC Barring information defined in RAN2
Alternative 2: CU provides some assistance information to DU to help DU update the UAC barring information e.g. barring factor/barring time for each UE category.
Alternative 3: CU conveys portions of SIB1 (including use case for uac-barringInfo)to DU which means all UAC information defined in SIB1 is transferred and can adapt possible future extension in RAN2 without impact of RAN3 specification.
-------End of Quotation from [1]-------

Observation 2:  3 options were proposed  to transfer UAC related information from gNB-CU to gNB-DU.

Following section discusses these two aspects.
2.2 Decision node of UAC
Before going to UAC, it would be beneficial to see overall picture of access control. The access control is used to e.g. protect nodes/emergency call in high load situation (sometimes burst traffic ) and avoiding unnecessary call which cannot operate.

Observation 3: The access control is used to e.g. protect nodes/emergency call in high load situation (sometimes burst traffic ) and avoiding unnecessary call which cannot operate.
So, the trigger would be e.g. high load/fault of the node or upper node and so on. Furthermore, operator may trigger some access control e.g. when congestion is predicted. 

Observation 4: 3 categories for access control trigger exists ( 1. Trigger within the node, 2. Trigger from upper node, 3. Trigger from OAM. )
To achieve access control, several functions are defined in TS38.300[2] as follows.

-------Start of Quotation from [2]-------
NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

-------End of Quotation from [2]-------

Observation 5: For Access control function, RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms are supported. 
So, the overall access control can be illustrated as follows..

[image: image2.png]Trigger within the node

e.g. High load and fault
of the node

Access control

Trigger from upper node

e.g. High Load and fault
of upper node

Trigger from OAM

e.g. Indication of
Access control

UAC

RRC connection Reject

RRC connection Release
(include move to other node)

i RACH Backoff ~ )

L — — — {SpecificforDU)_ _ _ _1





Figure 1:Overall figure of access control

Within the triggers, high load requires immediate access control to adopt surge of calls. On the other side, fault of upper node also requires immediate access control to avoid unnecessary use of radio resource.

Observation 6: Some triggers for access control requires immediate action.
So, OAM coordination between gNB-CU and gNB-DU should be avoided as  it requires some time. Furthermore, it also requires great effort by operator considering multi-vendor operation.

Observation 7: Coordination should be done by F1 as OAM coordination requires (1) some time (2) great effort by operators.
Then, there would be following options which node decides UAC information.
Option A) gNB-CU decides

Currently there is no detailed indication to transfer gNB-DU load status (i.e. just indicating whether the gNB-DU is overloaded.) However, to trigger UAC considering gNB-DU load, gNB-CU needs to know such information.  As RAN3 is currently discussing it in another SI for Rel-16, it would be difficult to define such indication soon. Furthermore, when considering inter-vendor operation, it may be challenging for gNB-CU to know how much restriction is required to gNB-DU when some load information is reported; if same load is indicated, required restriction may be different between vendors.

Thus, this option may not be preferable.
Option B) gNB-DU decides

It requires for gNB-DU to know the situation of upper node (e.g. gNB-CU, CN), which currently only gNB-CU knows. So, it would invite some principle change just for this. Furthermore, it would be difficult to coordinate with other access control functions as other access control functions are mainly located in RRC (e.g. RRC connection release/ reject). Adding on that, considering the case where avoiding congestion by mobility (i.e. move UEs to other nodes), it should be done by gNB-CU as mobility function is also located in gNB-CU. 

Thus, this option may not be preferable, either.
Then, following new option can be considered.

Option C) Both gNB-CU and gNB-DU decides

gNB-CU decides based on the information which gNB-CU has (e.g. status of gNB-CU, CN) and coordinate with other access control function.  gNB-DU usually follows the order from gNB-CU. But, only when gNB-DU has some trigger (e.g. high load of gNB-DU), it initiates/changes the UAC information. Based on this method, unnecessarily interaction will be avoided. Then, gNB-CU will know what was changed when checking SIB1 transferred over gNB-DU configuration Update, which already defined.
(Note that some information from gNB-DU to gNB-CU on why gNB-DU initiates UAC may be required; otherwise, gNB-CU cannot know the reason for change. It would be issue when gNB-CU would like to update UAC next time.)

Proposal 1: RAN3 to define mechanism that both gNB-CU and gNB-DU can decide UAC information.
2.3 Options to transfer UAC related information
Considering previous section, alternative 2 (To transfer assistance information) can be excluded  as  it doesn’t allow gNB-CU to decide UAC information.

The only difference between alternative 1and  2 is transfer UAC information as explicit IE (alternative1) or RRC container (alternative 3).
As RAN2 may update UAC in future, it would be better to use RRC container to avoid future impact on RAN3 specification.

Proposal 2: RAN3 to define RRC container to transfer UAC information from gNB-CU to gNB-DU.
3
Conclusion
This contribution discusses which node to decide UAC information and propose possible option to transfer UAC related information. Following observations and proposals are obtained.

Observation 1: On the decision of UAC, there are two parties (i.e. UAC should be decided gNB-CU or gNB-DU)
Observation 2:  3 options were proposed  to transfer UAC related information from gNB-CU to gNB-DU.
Observation 3: The access control is used to e.g. protect nodes/emergency call in high load situation (sometimes burst traffic ) and avoiding unnecessary call which cannot operate.
Observation 4: 3 categories for access control trigger exists ( 1. Trigger within the node, 2. Trigger from upper node, 3. Trigger from OAM. )
Observation 5: For Access control function, RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms are supported. 
Observation 6: Some triggers for access control requires immediate action.
Observation 7: Coordination should be done by F1 as OAM coordination requires (1) some time (2) great effort by operators.
Proposal 1: RAN3 to define mechanism that both gNB-CU and gNB-DU can decide UAC information.
Proposal 2: RAN3 to define RRC container to transfer UAC information from gNB-CU to gNB-DU.
Corresponding CR is available in [3].
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