3GPP TSG RAN WG3#102                                 R3-186523
Spokane, WA, USA, 12th – 16th Nov 2018
Agenda item:    31.3.1.38
Source: 
ZTE

Title: 
Discussion on Access Control Information over F1 interface

Document for:
Discussion

Introduction

During RAN3#101bis meeting, UAC barring information has been discussed offline in [1]. Although there is no final agreement, some alternatives have been provided for selection. In this paper, we make a further discussion on this topic.

Discussion
Based on the offline discussion in [1], the following two issues need to be discussed to clarify the principle of access control information over F1 interface.
Issue 1: Which node is in charge of the final decision of UAC barring information?
For Issue 1, there are two camps over this issue during the past discussion. Some companies thinks that DU makes the final decision for UAC Barring information because of the agreement that SIB1 is encoded by DU, while the other companies suggest that CU should make the final decision.
From our point of view, there are so many cells within one CU that CU cannot monitor every single cell, while it is much easier for DU to monitor its own cells. Furthermore, the UAC barring info parameters are associated with local network resources, services and equipments which need to be maintained by DU. Also, the UAC barring info parameters are influenced by the strategy of DU. In this case, CU could be regarded as a relay node in the procedure of UAC barring info transmission.
Proposal 1: It is proposed that DU is in charge of final decision of UAC barring information, while CU is able to provide recommend UAC barring information and DU should take into account the information. 
Issue 2: Information transferred from CU to DU
For Issue 2, the information from CU to DU, there are three alternatives on the table for selection as described in [1]:
Alternative 1: The information transferred from CU to DU refer to the definition of UAC Barring information defined in RAN2
Alternative 2: CU provides some assistance information to DU to help DU update the UAC barring information e.g. barring factor/barring time for each Access category.
Alternative 3: CU conveys portions of SIB1 (including use case for uac-barringInfo) to DU which means all UAC information defined in SIB1 is transferred and can adapt possible future extension in RAN2 without impact of RAN3 specification.
Before the selection, the architecture of access control information must be clarified. And the Barring Information architecture in SIB1 is captured in TS 38.331[2].
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Figure-1 UAC-Barring Info in SIB1
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Figure-2 UAC-Barring Per Category List
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Figure-3 UAC-Barring Per PLMN List
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Figure-4 UAC-Barring Set List

According to the requirement for unified access control in [4], 64 different access categories are specified for 5G NR system. For an access attempt, only one access category is selected and tested. At the same time, one of 8 different barring sets needs to be selected. 
For Alternative 1, it suggests that when congestion happens in the AMF, CU should send the Recommended Barring Info Set per cell List IE to DU for modifying the barring info set related information via gNB-CU Configuration Update message [3]. However, this could bring some problems.

For example, just as shown in Figure-5, the UE1 selects the Category 1 and Set 2 simultaneously, while the UE3 selects the Category 3 and Set 2 simultaneously. By using this approach, if the barring information of UE1 is updated, i.e. Set 2 is modified, UE3 will also be effected.
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Figure-5 Combination of Access Category and Barring Information Set

In our view, if the congestion happens, the access category related information should be modified instead of the barring info set related information.

For Alternative 3, as discussed in [5], it extends to update other parameters than UAC barring related info in SIB1 which needs further checking, e.g, the scenario, benefits.

Comparing with the three alternatives, Alternative 2 seems more reasonable. CU should be empowered to configure and update the access control information. To be more specific, the CU could provide the Access Category related information to DU for the update when the congestion happens. 

Proposal 2: It is proposed to follow the Alternative 2 as the baseline of the information transmission from CU to DU.

Proposal 3: It is proposed to approve the corresponding CR in [6] for TS38.473.
Conclusion
The following proposals are provided:

Proposal 1: It is proposed that DU is in charge of final decision of UAC barring information, while CU is able to provide recommend UAC barring information and DU should take into account the information. 
Proposal 2: It is proposed to follow the Alternative 2 as the baseline of the information transmission from CU to DU.

Proposal 3: It is proposed to approve the corresponding CR in [6] for TS38.473.
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