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Introduction 

RIM topic has been discussed at last meeting and achieves several agreement list below
Potential additional mechanisms, if needed

gNBs can be grouped as Cluster

RAN3 study the design of IDs encoded into the RS and the mechanism to support the gNB grouping, which are common for all RIM solutions

The gNB cluster is configured by OAM
This contribution provides our consideration on one open issue which  and provides our consideration on this aspect. 

- Co-ordination intra-cluster? 
Discussions
In general there are two approaches for framework 2.1 and framework 2.2. The two approaches are without intra cluster co-ordinate which described in section 2.1 and with intra cluster co-ordinate mechanism which described in section 2.2.
Without intra-cluster Co-ordination   
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1: Operators select the gNBs to form a SET based on historical data, which can serve as aggressor SET or victim SET. The O&M of the gNB configures the gNB to be assigned to the SET. 

2: The gNB registers the SET to the AMF through the NG interface setup/update message. AMF records the relationship between the SET ID and the gNB ID. 

3: The relationship between gNB ID with SET ID that need to be exchanged between core networks via signaling or network management. 

4: When the gNB in victim SET is disturbed by remote interference, the gNB independently judges the interference and decides to start transmitting RS. The victim SET in the same SET can send RS independently, carrying SET ID in the RS. A gNB that does not detect remote interference in the same SET need not send RS. 

5: When the gNB in Aggressor SET monitors the RS of Victim gNB, the gNB independently determines the interference and decides to inform the victim gNB that the RS has been received. 

6: gNBs in Aggressor SET send messages to the registered AMF via NG interface, and aggressor AMF identify victim AMF which server victim gNB by victim's SET ID, aggressor AMF sends the message to the victim AMF. 

7: When the AMF receives the message, it sends the received RS message from Aggressor gNB to all the victim gNBs in the SET. 

8: The gNB in Aggressor SET independently detects the disappearance of atmospheric duct interference and sends the information of disappearance of RS to the victim gNB after confirming the disappearance of interference. 

Take the Direct SET ID scheme as example, there are some issues needs to be considered: 

Issue 1: Victim gNB is unable to confirm the interference cancellation of all gNBs of aggressor set. 

Because the gNB in Aggressor SET independently detects atmospheric duct interference cancellation and sends the message of disappear of RS to the victim gNB, the victim gNB cannot confirm the message is sent by the last Aggressor gNB in Aggressor SET. Therefore, victim gNB cannot end sending of RS. 

Issue 2: increase the signaling overhead between AMF. 

When each gNB in the Aggressor SET sends a message to the AMF servers the victim SET, aggressor AMF needs to forward the messages to the victim AMF. An unnecessary signaling overhead is generated over the interface between AMFs. 

Issue 3: increase the number of signaling between AMF and Victim gNBs. 

When each gNB in the Aggressor SET sends a message to the AMF registered with the victim SET, AMF forwards the message to the gNB in the Victim SET group. An unnecessary signaling overhead is introduced over the NG interface. 

Observation 1: Without intra-cluster Co-ordination, Victim gNB is unable to confirm the interference cancellation of all gNBs of aggressor set.

With intra-cluster Co-ordination  
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1: Operators select the gNB to form a SET based on historical data, which can serve as aggressor SET or victim SET. The gNB O&M configures the gNB to be assigned to the SET. 

2: Operators select a coordinate logical node for this group, such as CU, gNB proxy or MCE (MBMS Central Entity). The gNB in SET selects the coordinate logical node through O&M and connects with it through Xn or X2 interface. 

3: CU, gNB proxy or MCE maps it’s gNB ID to SET IDs and registers the mapping relationship with DNS server. The coordinate logical node identifier (gNB ID, Cell ID, MCE address) can be queried through SET ID, and vice versa. 

4: When the gNB in victim SET is disturbed by remote interference, the gNB can cooperate with each other in the same SET by coordinate logic node (CU, gNB proxy or MCE) to judge the interference and decide to start transmitting RS. 

The gNB can also choose to independently judge the interference and decide to start sending RS. The victim SET in the same SET can launch RS independently, sending SET ID in the RS. A gNB that does not detect remote interference in the same SET may not need to send RS. 

5: When the gNB in Aggressor SET monitors the RS of Victim gNB, the gNB can judge the interference condition by coordinate with other gNBs in SET, and the gNB in Victim gNB is informed only by coordinate logic node that the RS is received by the gNB in the SET. 

The gNB can also independently judges the interference situation and decides independently that the gNB in the victim SET notification has received RS. 

Before sending the message, the Aggressor gNB needs to query the DNS for the gNB information corresponding to the SET ID carried by the monitored RS.  

6: The gNB coordinate logic node in Aggressor SET sends messages to the connected AMF through the NG interface, and AMF routes messages to the target AMF according to the gNB ID in the message. The target AMF forwards the message to the target gNB according to the gNB ID in the message. 

7: If the target gNB is the coordinate logical node of the victim SET, the logical node sends Aggressor gNB information to all gNBs in the SET via the Xn interface. 

8: The gNB in Aggressor SET detects the disappearance of atmospheric duct interference coordinate with other gNB in the SET and coordinate logic node (CU, gNB proxy or MCE) sends the information of disappearance of RS to the victim gNB after confirming the disappearance of interference. In this way, victim gNB can make sure that the all gNB in the aggressor SET confirmed the disappearance of interference.

Through the description of the Mapping SET ID scheme, it can be seen that the scheme consumes less backhaul resources, has no impact on the core network, and is more accurate for the start and end of joint detection of remote interference. However, the scheme requires new centralized logical node function on the RAN side, and requires DNS or OAM to perform SET ID and victim gNB ID mapping. 

Observation 2: With intra-cluster co-ordination, the signaling overhead needed between victim SET and aggressor SET is decreased.
Proposal 1:  Intra-cluster co-ordination based scheme is preferred for RIM mechanism.

Conclusion 

Based on all the analysis above, we give our proposals as:

Observation 1: Without intra-cluster Co-ordination, victim gNB is unable to confirm the interference cancellation of aggressor set.

Observation 2: With intra-cluster co-ordination, the signaling overhead needed between victim SET and aggressor SET is decreased.
Proposal 1:Intra-cluster co-ordination based scheme is preferred for RIM mechanism.

Proposal 2: RAN3 takes into account the description of intra cluster coordinate in Annex and capture it into the TR38.866.
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Annex
6.2.1 Potential frameworks and workflows for NR RIM 

<Skip of basic part>
The intra-cluster Co-ordination within a victim/ aggressor SET is useful to e.g., reduce NG signaling overhead, provide more accurate to end remote interference control.
