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Introduction 

RIM topic has been discussed at last meeting and achieves several agreement list below
Potential additional mechanisms, if needed

gNBs can be grouped as Cluster

RAN3 study the design of IDs encoded into the RS and the mechanism to support the gNB grouping, which are common for all RIM solutions

The gNB cluster is configured by OAM
There are many open issues need to be solved, these open issues are list below. 

- How to define the group ID?

- How the aggressor identifies the victim from the obtained group ID?

- Whether the member gNBs in the set can be changed or not?

- Whether the Set ID is static or dynamic?

This contribution provides our consideration on these open issues and provides two approaches at the end of this contribution. 

Discussions
 How to define the group ID

It is noting in the framework description, RAN1 uses SET ID as group ID, in order to in line with terminology with RAN1, in this contribution, we use SET ID as group ID.

Proposal 1: In order to in line with RAN1, RAN3 to use SET ID as terminology for group ID.

To define SET ID should take into account of the object in RIM, the SET ID in the directory, and the operation configuration flexibility. 

Object of SET ID in framworks 

RAN1 has agreed to design a unified RS that uses the information contained in the RS's SET ID to transmit gNB or group gNB information. Especially in frameworks 2.1 and 2.2, the SET ID carried in RS is designed to aggressor gNB addressing victim gNB.

	RAN1 94bis Agreements:

Strive for unified design of RIM RS to convey information for gNB (or gNB group) identification, irrespective of framework chosen, in terms of sequence type, time and frequency transmission pattern 

Note that the information conveyed in different frameworks does not need to be the same

Under unified RS design, FFS whether RS-1 and RS-2 in framework 1 are the same RS or distinguish from each other.


Observation 1: The main object of Set ID carried in RS is used for identify victim gNBs.

SET ID Capacity 

In order to define SET ID also need to consider capacity limitation for RS design in RAN1. Some evaluation in RAN1 contributions shows that SET ID capacity is limited for frame 2.1 and 2.2.

Table 1. Set ID capacity in framework 2.1 and 2.2.[1]

	
	
	CDM
	FDD
	TDD
	comments

	
	Total bits
	sequence
	frequency OCC
	system bandwidth (MHz)
	DL-UL periodicity offset
	time-domain repetition
	RS transmission periodicity (min)

	multiplexing resource size
	
	8
	8
	80
	2^14
	2
	2.73

	bit number
	22
	3
	3
	2
	14
	-
	-


From evaluation from this contribution, up to 22 bits set ID capacity can be conveyed in RIM-RS.

Observation 2: Set ID capacity carried in RIM-RS is limited.

Configuration flexibility
	RAN1 94bis  Agreements:

Transmission position of RIM RS-1 in framework 1 and RS in framework 2 is fixed in the last X symbols before the DL transmission boundary, i.e., the ending boundary of the transmitted RIM-RS aligns with the 1st reference point

X is the number of symbols that RIM RS(s) are mapped to.

FFS for transmission position of RS-2 in framework 1




Based on the agreement, it can be conclude that RAN1 has agreed that victim gNB RS sends RIM-RS at a fixed location to help aggressor determine the extent of interference, so each cell may need to send RIM-RS. The design of SET ID should allow operators to use SET ID to locate a group of gNB, a gNB or a cell.

Observation 3: Definition of Group ID need to provide flexibility to identify group of gNB id/ng-eNB id, single gNB id/ng-eNB, and single cell id.  
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Figure 1 : Deployment of SET

As shown in the Figure 1 , operators can configure the gNBs with the same remote interference characteristics into one group. For example, SET1 may cause long-range interference to Set 3,4,5. When interference occurs, the RS of the gNB in SET 5 contains SET 5 information. Based on these observations, there are two approaches to define SET ID. 

Approach 1：Direct SET ID solution
In this solution, aggressor gNB receiving RIM-RS does not map the SET ID to gNB ID or cell ID, but directly uses the SET ID as the target address. Therefore, the network needs to configure the routing of SET ID for such a scheme. Different operators need to allocate different SET ID to avoid confusion.

Observation 4: SET ID should be global unique in Direct SET ID solution . Different Operators use different range of SET ID. 

Approach 2:  Mapping SET ID solution

Another way is to receive the aggressor gNB of RIM-RS to map SET ID to gNB ID or cell ID. The aggressor message is then sent to victim by addressing the base station in the existing network. 

Considering that the gNB allocated by each operator is duplicated, aggressor gNB need to map the PLNN information of gNB ID and cell ID together. 
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Observation 5: PLMN information should be mapped into SET ID in MAPPING SET ID solution. 
 How the aggressor identifies the victim from the obtained group ID
Based on two approaches for definition of SET ID, there are two ways for aggressor gNB identify victim gNB from SET ID.

Direct SET ID approach:

How the aggressor identifies the victim from the obtained group ID in this solution can be seen in the procedure described as below:
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Step1: Aggressor gNB adds itself into aggressor SET ID with AMF. And victim gNB adds itself to victim SET ID with AMF.

Step2: AMFs exchange SET IDs among each other. 

Step 3: Victim gNB starts transmit RS and Aggressor monitors the RS.

Step 4: After receiving SET ID from victim gNB, aggressor gNB sends Reception of RS message to the AMF with target address as victim SET ID.

Step 5: Based on information exchange in step 2, AMF identifies target AMF and routes the message to the target AMF.

Step 6: Based on the information in step 1, AMF can identify victim gNB from SET ID and relay messages to the corresponding victim gNB(s).

Observation 6: AMF identifies the victim from SET ID in Direct SET ID approach.
 Mapping SET ID solution
How the aggressor identifies the victim from the obtained group ID in this solution can be seen in the procedure described as below: 
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Step1: Aggressor gNB add itself with aggressor SET ID to DNS server or O&M. While victim gNB adds itself with victim SET ID to DNS server or O&M. 

Step 2: Victim gNB stars RS transmission and Aggressor gNB monitors the RS. 

Step 3: After received the RS sent by the victim, aggressor gNB interact with DNS server or O&M in order to map the SET ID to the target victim gNB ID. 

Note: other related information may be contained in DNS server, e.g., the TAI. 

Step 4: Aggressor gNB sends backhaul signaling to the victim node with Victim gNB’s ID as target address.

Observation 7: Identify the victim gNB from SET ID via DNS server/OAM in Mapping SET ID approach.
Whether the member gNBs in the set can be changed or not?
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Operators can compose a set of gNBs or cells that are frequently interfered with by atmospheric ducts based on historical data. The same set can be either server as victim set or aggressor set. Therefore, the member of gNB in the group is relatively fixed.

After the selection, because the atmospheric duct interference is not always uniform, some gNBs in the same SET appear remote interference, while others in the same set are not disturbed. For example, in the blue area in figure X, the gNBs experience the remote inference, and the gNBs in the yellow area of the same SET are not impacted. In this case, it is not necessary to remove the gNB of the yellow area from SET. Despite it is in the remote interference area or not, the victim gNBs also need to receive messages to check the interference situation.  

Observation 8: Temporary interference affected area does not affect the configuration of set. 

Whether the Set ID is static or dynamic?

In favor of deployment flexibility, it is possible for Operator to change SET ID for single gNB/Cell id or for group of gNB id/ cell id. However, changing SET ID has different impact on Direct SET ID approach and Mapping SET ID approach.

Observation 9: In favor of deployment flexibility, it is possible for Operator to change SET ID for single gNB/Cell id or for group of gNB id/ cell id.

Impact on Direct SET ID approach: 

1: Victim or Aggressor gNB needs to update new SET ID to AMF

2: AMF needs to update new SET ID to each other AMFs

Impact on Mapping SET ID approach:
1: The nodes in the cluster need to update the new SET ID to DNS server or O&M.

 Observation 10: If Set ID has to be updated, the corresponding impact should be considered.
Conclusion 

Based on all the analysis above, we give our observations and proposals as:
Observation 1: The main object of Set ID carried in RS is used for identify victim gNBs.

Observation 2: Set ID capacity carried in RIM-RS is limited.

Observation 3: Definition of Group ID need to provide flexibility to identify group of gNB id/ng-eNB id, single gNB id/ng-eNB, and single cell id. 
Observation 4: SET ID should be global unique in Direct SET ID solution. Different Operators use different range of SET ID.

Observation 5: PLMN information should be mapped into SET ID in MAPPING SET ID solution.
Observation 6: AMF identifies the victim from SET ID in Direct SET ID approach.
Observation 7: Identify the victim gNB from SET ID via DNS server/OAM in Mapping SET ID approach.
Observation 8: Temporary interference affected area does not affect the configuration of set.
Observation 9: In favor of deployment flexibility, it is possible for Operator to change SET ID for single gNB/Cell id or for group of gNB id/ cell id.

Observation 10: If Set ID has to be updated, the corresponding impact should be considered.

Based on all observations above, we propose

Proposal 1: In order to in line with RAN1, RAN3 to use SET ID as terminology for group ID.

Proposal 2: Capture SE ID description in Annex into TR38.866.
Reference

 R1-1811042 Discussion on RS design for RIM CMCC
Annex

Start Text Proposal to TS 38.866

5
Deployment Scenarios for RIM
5.X
SET ID Definition
There are two candidate approaches to define SET ID. 

Approach 1：Direct SET ID solution
In this solution, aggressor gNB receiving RIM-RS does not map the SET ID to gNB ID or cell ID, but directly uses the SET ID as the target address. Therefore, the network needs to configure the routing of SET ID for such a scheme. Different operators need to allocate different SET ID to avoid confusion. 

SET ID should be global unique in Direct SET ID solution.  

Approach 2:  Mapping SET ID solution

Another way is to receive the aggressor gNB of RIM-RS to map SET ID to gNB ID or cell ID. The aggressor message is then sent to victim by addressing the base station in the existing network. Considering that the gNB allocated by each operator is duplicated, aggressor gNB need to map the PLNN information of gNB ID and cell ID together. PLMN information should also be included into SET ID in this solution.
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5.Y
SET configuration
[image: image7.png]



Figure 5.Y-X
As shown in the Figure 5.Y-X, SET1 (i.e., Aggressor SET) causes long-range interference to Set 3, 4, 5, the RS of the gNBs in SET 5 (i.e., Victim SET) contains SET 5 information. Such, Operators can configure the gNBs with the similar remote interference characteristics into one group. A certain group can be severed as either Victim SET or Aggressor SET, the group is relatively unchanged.  
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Figure 5.Y-Y
As shown in the Figure 5.Y-Y, since the atmospheric duct interference is not always unchanged, the gNBs in the blue area are in the mode of remote inference, but the gNBs in the yellow area of the same SET are not in the mode of remote inference. It is allowed for operator to adjust an Aggressor/Victim SET through the addition/removal of gNBs/cells. Furthermore, temporary interference affected area does not affect the configuration of set.
End Text Proposal to TS 38.866

