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1   Introduction
The RAN3 Meeting #101bis kicked off the SI on Remote Interference Management (RIM). In last RAN3 meeting, the following agreements have been reached [1]:

· gNBs can be grouped as Cluster.

· RAN3 study the design of IDs encoded into the RS and the mechanism to support the gNB grouping, which are common for all RIM solutions.

· The gNB cluster is configured by OAM. 
This paper discusses the gNB grouping problem and the related OAM configuration issues.    
2   Discussion

It has been agreed that gNBs are grouped as clusters at both aggressor and victim in RIM process since gNBs in the same cluster tend to experience similar RI characteristics and RI is usually caused by the aggregated signals of a group of cells. It is also agreed that OAM is responsible for configuring the gNB clusters. 
A coordinator is necessary for the gNB grouping process as self-clustering will incur massive signalling overhead among gNBs. For those traditional gNBs without CU-DU architecture, it is feasible to let OAM to group gNBs based on RI characteristics they experienced or caused. 
In the case of gNBs with CU-DU architecture, DUs can be widely distributed in a wide geographic area. Also, due to the reasons such as they applied receiving beams with different directions, DUs within a gNB can experience different RI characteristics from each other. Therefore, only DUs experiencing similar RI characteristics should be grouped and DUs within a gNB may be grouped as multiple clusters.
Proposal 1: It is feasible to let OAM to group those gNBs without CU-DU architecture. 
It is notable that within a gNB with CU-DU architecture, the distributed DUs and CU may be managed by different OAMs. The DU grouping by OAM will need the coordination between OAMs, which incurs additional signalling. Since all DUs are connected and controlled by a CU, it is preferable to let the CU to group the DUs who experience similar RI within a gNB in RIM. Therefore, in RIM process, DUs should report the RI information to CU when they detected RI that is above a certain threshold, and CU is responsible for grouping those DUs experiencing similar RI characteristics. 
Observation 1: Different DUs and CU may be managed by different OAMs.
Proposal 2: Within a gNB with CU-DU architecture, DUs detect RI and report RI information to CU, who is responsible for cell grouping based on the knowledge of reported RI information. 
OAM then assign the set ID for each cluster and construct the mapping table between set ID and gNB/DU ID. In practical environment, the interference level from aggressor to victim may be influenced by many factors. The number of gNBs or DUs in an aggressor or victim set may be changed somehow frequently. 
A static gNB cluster can save the resources for gNB grouping process and may simplify the RIM process. However, it would be easier and more efficient for a dynamic gNB cluster to conduct RI mitigations. This is because static gNB cluster may comprise certain gNB without RI involvement while dynamic gNB cluster ensures all gNBs in the cluster experiencing/causing similar RI. Therefore, either the gNB cluster should be static or dynamic should be further studied.  

Proposal 3: RAN 3 to further study the benefits of both static and dynamic gNB clusters and make a decision. 

Usually the interference at the victim are contributed by all the eNBs in the aggressor cluster. However, in real network, the interference level caused to the victim by each gNBs in aggressor cluster may be different. Hence, it seems that not all of the gNBs in the aggressor cluster need to apply the remote interference mitigation scheme. It seems beneficial to identify the major contributors in the aggressor cluster.

Proposal 4: It is proposed to study the need to identify the major interference contributors in the aggressor cluster.

3   Conclusion
Based on the discussion in this paper, we propose:
Proposal 1: It is feasible to let OAM to group those gNBs without CU-DU architecture. 

Observation 1: Different DUs and CU may be managed by different OAMs.
Proposal 2: Within a gNB with CU-DU architecture, DUs detect RI and report RI information to CU, who is responsible for cell grouping based on the knowledge of reported RI information. 
Proposal 3: RAN 3 to further study the benefits of both static and dynamic gNB clusters and make a decision. 

Proposal 4: It is proposed to study the need to identify the major interference contributors in the aggressor cluster.
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x.x  gNB grouping and set ID assignment

For those gNBs without CU-DU architecture, gNBs report RI information to OAM when they detected RI. OAM groups the gNBs into gNB clusters and assign set ID for each cluster. OAM constructs the mapping table between set ID and gNB IDs. 
For those gNBs with CU-DU architecture, DUs report RI information to CU when they detected RI. CU groups the DUs into DU clusters according to the reported RI information. OAM assign set ID for each cluster according to the grouping information in CU and constructs the mapping table between set ID and DU IDs.
Whether the gNB/DU clusters as well as the mapping table are static and dynamic is FFS.
