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1   Introduction
Last SA2 meeting sent a LS to RAN3 and RAN2 on the following question in [1].  
2) Would the RAN benefit from receiving an Allowed NSSAI from CN during CN initiated paging procedure?

Last RAN3#101bis meeting further discussed this issue with the following good offline summary [2]. 
	Problem 1

-
confirm problem statement 1,

-
Study if adding S-NSSAI in NGAP Paging message is a solution to the problem 1,

-
Study of if existing solutions can solve problem 1 without adding S-NSAI in NGAP Paging message e.g. UAC

Problem 2

-
Confirm problem statement 2,

-
Propose solutions to solve problem 2,

Study whether adding S-NSSAI in NGAP Paging message would worsen problem2 or not


In this document we give further analysis of benefits including S-NSSAI in paging, provides the TP for TS 38.413.  

2   Discussion
As discussed in [2], the including the S-NSSAI in the paging message can allow the RAN to perform the early filtering. If the RAN is overloaded, the early filtering is beneficial so that no additional signalling is generated over the RAN, and the additional RAN congestion could be further avoided.  
· By introducing the S-NSSAI in the paging message, this enables filtering of paging massages for slices that are overloaded

· If not filtered: this would reduce the unnecessary use of CP radio resources for paging and establishments that would eventually result in subsequent rejection. The cause for the rejection is not limited to CP resources, but is the general lack of resources in the gNB when trying to fulfil the different SLA for the different slices.

· As specified in 38.300: NG-RAN supports policy enforcement between slices as per service level agreements. ...The NG-RAN should be free to apply the best RRM policy for the SLA in place to each supported slice. 
If no S-NSSAI message is carried in the paging message, the RAN may have to page the UE, then the UE tries to access network but finally rejected/released due to the RAN congestion. 
In the following sections, we outline cases where adding the S-NSSAI in paging would be beneficial in case the RAN is congested for one or more slices. 
· Case 1: The UE RRC connection is Released 

The detailed procedure is provided in Fig.2 when the UE connects to the network but finally got released. In this case, the UE may successfully complete the RRC setup procedure. But only when the NG-RAN node receives the requested NSSAI in RRC Setup Complete message, the NG-RAN can identify the overloaded S-NSSAI, and decide to release the UE connection. 
In this example given in Fig. 2, the S-NSSAI#1 is overloaded in RAN, then the NG-RAN has to release the UE. Since the RRC release message is carried in SRB1 via DCCH with integrity protection and ciphering, the RAN may have to send the initial UE message to the AMF to acquire the security configurations. 
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Fig.2 Case 2: the UR connection is released

· Case 2: The UE PDU session connection is Rejected
Note that the rejection in the previous case is based on the requested NSSAI. If multiple S-NSSAI is included in the requested NSSAI RAN would have to decide whether to reject only if all requested slices are overloaded or reject all if at least one is overloaded. The latter solution would result in blocking not-overloaded slices. So in order to only reject traffic to overloaded slices, we may need to wait for PDU sessions setup before rejecting.

In this case, the UE connection is successfully setup. Only when the UE initiates the PDU session setup towards the congested S-NSSAI, the PDU session setup can be rejected. Clearly more signalling is incurred. 

[image: image2.emf] 

 

AMF

gNB

 

 

UE

3. RRC Setup Request 

4. RRC Setup

5. RRC Setup Complete

 (carrying S-NSSAI#1 in requested NSSAI)

1. NGAP: Paging

2. Paging 

 

 

8. SMC procedure

6. Initial UE Message

7. Initial UE Context Setup

10. NAS: PDU session setup 

9. Initial UE Context Response

11. PDU Session Resource Setup Request 

12. PDU Session Resource Response

(Rejected S-NSSAI#1)

S-NSSAI#1 

overload


Fig.2 Case 3: the UE PDU session setup is rejected
From the examples above, it can be observed that by introducing the S-NSSAI in paging allows the early filtering without impacting the RAN overload situation. It can immediately determine the paging transmission based on the S-NSSAI in the paging message. 
Observation 2:  By introducing S-NSSAI in paging allows the early filtering thus without worsening the RAN overload situation. 
Further, as iterated before, to check the S-NSSAI in each incoming paging does not have a large impact on the complexity due to the following reasons. 
· The RAN load state is already known in the node, which is a continuous process. Hence there is no need to do actual load evaluation when receiving the paging message. 

· The task of checking an incoming IE towards an S-NSSAI overload state seems small. The checking is only needed if at least one slice is overloaded, otherwise, the IE can be disregarded.

· Compared to other related tasks, such as taking priority information into account and using the assistance info for paging, the tasks seems small. 

Observation 3:  By introducing S-NSSAI in paging does not create large impact for the handling of S-NSSAI level paging.
 Hence, we propose:
Proposal 1: The S-NSSAI(s) which triggers the paging should be carried in the paging message.  
Regarding the S-NSSAI presence, when it is set to “M”, it means the S-NSSAI is always included in the paging message. And it seems rationally correct as the network slice is mandatory feature in 5GS. This would also avoid the need to describe the behaviour and leave the early filtering completely up to implementation.
Proposal 2: The presence of S-NSSAI is set to “M”  in Paging message
3   Conclusion

Based on the discussion in this paper, we address the slicing information in the paging message. The detailed observation and proposals are:

Proposal 3: The S-NSSAI(s) which triggers the paging could be carried in the paging message.  
Proposal 4: The presence of S-NSSAI is set to “M”  in Paging message. 
4   Reference
[1] S2-186222  LS on inclusion of NSSAI in RRC connection establishment procedure
[2] R3-186113, Summary of offline discussions on Slicing in Paging,  Nokia, Nokia Shanghai Bell
[3] R2-1810933 Reply LS on inclusion of NSSAI in RRC connection establishment procedure, RAN2

5   Annex – TP

--------------------------------------------------Change Start---------------------------------------------
9.2.4.1
PAGING

This message is sent by the AMF and is used to page a UE in one or several tracking areas.
Direction: AMF ( gNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	UE Identity Index Value
	M
	
	9.3.3.23
	
	YES
	ignore

	UE Paging Identity
	M
	
	9.3.3.18
	
	YES
	ignore

	Paging DRX
	O
	
	9.3.1.90
	
	YES
	ignore

	TAI List for Paging
	
	1
	
	
	YES
	ignore

	>TAI List for Paging Item
	
	1..<maxnoofTAIforPaging>
	
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	Paging Priority
	O
	
	9.3.1.78
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Assistance Data for Paging
	O
	
	9.3.1.69
	
	YES
	ignore

	Paging Origin
	O
	
	9.3.3.22
	
	YES
	ignore

	S-NSSAI 
	M
	
	9.3.1.24
	Indicating the network slice which triggers the paging
	
	


	Range bound
	Explanation

	maxnoofTAIforPaging
	Maximum no. of TAIs for paging. Value is 16.


--------------------------------------------------Next Change---------------------------------------------
9.4.4
PDU Definitions
/**********Skip the unchanged text***********/

id-UEPagingIdentity,


id-UEPresenceInAreaOfInterestList,


id-UERadioCapability,


id-UERadioCapabilityForPaging,


id-UESecurityCapabilities,


id-UnavailableGUAMIList,


id-UserLocationInformation,


id-WarningAreaList,


id-WarningMessageContents,


id-WarningSecurityInfo,


id-WarningType,

id-S-NSSAI,

maxnoofNGConnectionsToReset,


maxnoofTAIs,


maxnoofTNLAssociations,


maxnoofPDUSessions

FROM NGAP-Constants;

/**********Skip the unchanged text***********/
-- **************************************************************

--

-- PAGING ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- PAGING
--

-- **************************************************************

Paging ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PagingIEs} },


...

}

PagingIEs NGAP-PROTOCOL-IES ::= {


{ ID id-UEIdentityIndexValue


CRITICALITY ignore
TYPE UEIdentityIndexValue


PRESENCE mandatory
}|


{ ID id-UEPagingIdentity



CRITICALITY ignore
TYPE UEPagingIdentity



PRESENCE mandatory
}|


{ ID id-PagingDRX





CRITICALITY ignore
TYPE PagingDRX





PRESENCE optional

}|


{ ID id-TAIListForPaging



CRITICALITY ignore
TYPE TAIListForPaging



PRESENCE mandatory
}|


{ ID id-PagingPriority




CRITICALITY ignore
TYPE PagingPriority




PRESENCE optional

}|


{ ID id-UERadioCapabilityForPaging

CRITICALITY ignore
TYPE UERadioCapabilityForPaging

PRESENCE optional

}|


{ ID id-PagingOrigin




CRITICALITY ignore
TYPE PagingOrigin




PRESENCE optional

}|


{ ID id-AssistanceDataForPaging


CRITICALITY ignore
TYPE AssistanceDataForPaging

PRESENCE optional

}
|


{ ID id-S-NSSAI



CRITICALITY ignore
TYPE S-NSSAI PRESENCE mandatory },

...

}

/**********Skip the unchanged part***********/
--------------------------------------------------Next Change---------------------------------------------
9.4.7
Constant Definitions

/**********Skip the unchanged part***********/

id-UnavailableGUAMIList








ProtocolIE-ID ::= 120

id-UserLocationInformation







ProtocolIE-ID ::= 121

id-WarningAreaList









ProtocolIE-ID ::= 122

id-WarningMessageContents







ProtocolIE-ID ::= 123

id-WarningSecurityInfo








ProtocolIE-ID ::= 124

id-WarningType










ProtocolIE-ID ::= 125

id-S-NSSAI











ProtocolIE-ID ::= xxx
END

--------------------------------------------------Change End---------------------------------------------
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