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8.4
UE Mobility Management Procedures

8.4.1
Handover Preparation

8.4.1.1
General

The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the 5GC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.

8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source NG-RAN node initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving AMF. When the source NG-RAN node sends the HANDOVER REQUIRED message, it shall start the timer TNGRELOCprep. The source NG-RAN node shall indicate the appropriate cause value for the handover in the Cause IE.

In case of intra-system handover, the information in the Source to Target Transparent Container IE shall be encoded according to the definition of the Source NG-RAN node to Target NG-RAN node Transparent Container IE.
If the DL Forwarding IE is included for a given QoS flow in the PDU Session Resource Information Item IEs IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message and it is set to "DL forwarding proposed", it indicates that the source NG-RAN node proposes forwarding of downlink data for that QoS flow.
In the case of intra-system handover, if the DRBs Requested for Data Forwarding List IE is included in the PDU Session Resource Information Item IEs IE within the Source NG-RAN node to Target NG-RAN node Transparent Container IE of the HANDOVER REQUIRED message, it indicates that the source NG-RAN node proposes forwarding of downlink data for those DRBs. 
If the HANDOVER COMMAND message contains the DL Forwarding Transport Layer Information IE for a given data bearer within the Data Forwarding Response List IE in the Handover Command Transfer IE, the source RAN node shall consider that the forwarding of downlink data for this data bearer is accepted by the target RAN node. If the HANDOVER COMMAND message contains the UL Forwarding Transport Layer Information IE for a given data bearer within the Data Forwarding Response List IE in the Handover Command Transfer IE, it means the target RAN node has requested the forwarding of uplink data for this data bearer. In the case of intra-system handover, a data bearer corresponds to a DRB, in the case of inter system handover, a data bearer corresponds to an E-RAB.
In case of inter-system handover to LTE, the information in the Source to Target Transparent Container IE shall be encoded according to the Source eNB to Target eNB Transparent Container IE definition as specified in TS 36.413 [16].

If the Direct Forwarding Path Availability IE is included in the HANDOVER REQUIRED message the AMF shall handle it as specified in TS 23.502 [10].

If the Direct Forwarding Path Availability IE is included within the Handover Required Transfer IE of the HANDOVER REQUIRED message the SMF shall handle it as specified in TS 23.502 [10].

When the preparation, including the reservation of resources at the target side is ready, the AMF responds with the HANDOVER COMMAND message to the source NG-RAN node.

Upon reception of the HANDOVER COMMAND message the source NG-RAN node shall stop the timer TNGRELOCprep and start the timer TNGRELOCoverall.

If there are any PDU Sessions that could not be admitted in the target, they shall be indicated in the PDU Session Resources to Release List IE.

If the HANDOVER COMMAND message contains the Handover Command Transfer IE for a given PDU session, then the source NG-RAN node should initiate data forwarding for the QoS flows corresponding to the QoS Flow to be Forwarded List IE, as specified in TS 38.300 [8].

If the Target to Source Transparent Container IE has been received by the AMF from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

In case of inter-system handover to LTE, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE as specified in TS 36.413 [16]. 

If the Index to RAT/Frequency Selection Priority IE is contained in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE, the target NG-RAN node shall store the content of the received Index to RAT/Frequency Selection Priority IE in the UE context and use it as defined in TS 23.501 [9].

Interactions with other NGAP procedures:

NOTE:
Description of the interaction of the Handover Preparation procedure with other NGAP procedures may need to be refined.

8.4.1.3
Unsuccessful Operation
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Figure 8.4.1.3-1: Handover preparation: unsuccessful operation

If the 5GC or the target side is not able to accept any of the PDU session resources or a failure occurs during the Handover Preparation, the AMF sends the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source NG-RAN node.

Interaction with Handover Cancel procedure:

If there is no response from the AMF to the HANDOVER REQUIRED message before timer TNGRELOCprep expires in the source NG-RAN node, the source NG-RAN node should cancel the Handover Preparation procedure by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source NG-RAN node shall ignore any HANDOVER COMMAND message or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure.

8.4.1.4
Abnormal Conditions

Void.

8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target NG-RAN node for the handover of a UE.

8.4.2.2
Successful Operation


[image: image3.emf]target

NG-RAN node

HANDOVER REQUEST

HANDOVER REQUEST ACKNOWLEDGE

AMF


Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration and associated security;

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

Upon reception of the UE History Information IE, which is included within the Source to Target Transparent Container IE of the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon receiving the PDU Session Resource Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall then report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU sessions. In particular, for each PDU session resource successfully setup, it shall include the Handover Request Acknowledge Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flow Setup Response List IE.

-
The Data Forwarding Accepted IE if the data forwarding for the QoS flow is accepted.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flow Failed to Setup List IE.
-
The UP transport layer information to be used for the PDU session.

-
The security result associated to the PDU session.
The list of PDU session resources which failed to be setup, if any, shall be reported in the HANDOVER REQUEST ACKNOWLEDGE message with an appropriate cause value within the PDU Session Resource Failed to Setup List IE. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the Handover Request Acknowledge Transfer IE to each SMF associated with the concerned PDU session.
When the target NG-RAN node reports unsuccessful establishment of a QoS flow, the cause value should be precise enough to know the reason for an unsuccessful establishment.

NOTE:
The text above may need to be refined, e.g. to add example cause value(s).

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given PDU session within the Handover Request Transfer IE set to "data forwarding not possible", the target NG-RAN node may not include the DL Forwarding UP TNL Information IE and for intra-system handover the Data Forwarding Response Bearer List IE within the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that PDU session. 
In case of intra-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow for which the DL Forwarding IE is set to "DL forwarding proposed", it may include the DL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE for the PDU session within the PDU Session Resource Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

If the target NG-RAN node accepts the data forwarding for a successfully configured data bearer, the target RAN node may include the DL Forwarding UP TNL Information IE for the data bearer within the Data Forwarding Response Data Bearer List IE within Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding UP TNL Information IE for a given data bearer in the Data Forwarding Response Data Bearer List IE within the Handover Request Acknowledge Transfer IE, it indicates the target RAN node has requested the forwarding of uplink data for the data bearer. In the case of intra-system handover, the data bearer is DRB, in the case of inter system handover, the data bearer is EAB.
In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL Forwarding IE is set to "DL forwarding proposed" for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. 
The target NG-RAN node shall use the information in the Mobility Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the Location Reporting Request Type IE is included in the HANDOVER REQUEST message, the target NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.

If the Core Network Assistance Information IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use the information as specified in TS 33.501 [13].

If the NASC IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use it towards the UE as specified in TS 33.501 [13].

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and
-
report to the AMF the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state in case the RRC Inactive Transition Report Request IE is set to "subsequent state transition report"; or
-
send one RRC INACTIVE TRANSITION REPORT message but no subsequent messages if the UE is in RRC_CONNECTED state and the RRC Inactive Transition Report Request IE is set to "single RRC connected state report", or
-
send one RRC INACTIVE TRANSITION REPORT message plus one subsequent RRC INACTIVE TRANSITION REPORT message when the RRC state transitions to RRC_CONNECTED state if the UE is in RRC_INACTIVE state and the RRC Inactive Transition Report Request IE is set to "single RRC connected state report", or
-
stop reporting to the AMF the RRC state of the UE in case the RRC Inactive Transition Report Request IE is set to "cancel report".
After all necessary resources for the admitted PDU session resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.

8.4.2.3
Unsuccessful Operation
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Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation

If the target NG-RAN node does not admit any of the PDU session resources, or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the AMF with an appropriate cause value.

8.4.2.4
Abnormal Conditions

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 and NEA0 in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [13]), the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 and NIA0 algorithm in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

--------------------------------

Skip unchanged text

---------------------------------
9.3.4.10
Handover Command Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	To deliver forwarded DL PDUs

	QoS Flow to be Forwarded List
	
	0..1
	
	

	>QoS Flow to be Forwarded Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Indicator
	M
	
	9.3.1.51
	

	Data Forwarding Response Data Bearer List
	O
	
	9.3.1.77
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.3.4.11
Handover Request Acknowledge Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	NG-RAN node endpoint of the NG-U transport bearer, for delivery of DL PDUs.

	DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information

9.3.2.2
	To deliver forwarded DL PDUs

	Security Result
	O
	
	9.3.1.59
	

	QoS Flow Setup Response List
	
	1
	
	

	>QoS Flow Setup Response Item IEs
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Indicator
	M
	
	9.3.1.51
	

	>>Data Forwarding Accepted
	O
	
	9.3.1.62
	

	QoS Flow Failed to Setup List
	O
	
	QoS Flow List

9.3.1.13
	

	Data Forwarding Response Data Bearer List
	O
	
	9.3.1.77
	


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


--------------------------------

Skip unchanged text

---------------------------------
9.3.1.77
Data Forwarding Response Data Bearer List
This IE indicates data forwarding related information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Data Forwarding Response Data Bearer Item IEs
	
	1..<maxnoofDataBearer>
	
	In case of intra system handover, a data bearer corresponds to a DRB.
In case of inter system handover, a data bearer corresponds to an E-RAB.

	>Data Bearer ID
	M
	
	DRB-ID

9.3.1.53
	

	>DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information
9.3.2.2
	

	>UL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information
9.3.2.2
	


	Range bound
	Explanation

	maxnoofDataBearers
	Maximum no. of DataBearers allowed towards one UE. Value is 32.


--------------------------------

Skip unchanged text

---------------------------------
9.4.5
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,


maxnoofBPLMNs,


maxnoofCellIDforWarning,


maxnoofCellinEAI,


maxnoofCellsingNB,


maxnoofCellsinngeNB,


maxnoofCellinTAI,

maxnoofCellsinUEHistoryInfo,


maxnoofCellsUEMovingTrajectory,

maxnoofDRBs,


maxnoofEmergencyAreaID,

--------------------------------

Skip unchanged text

---------------------------------
-- D

DataCodingScheme ::= BIT STRING (SIZE(8))

DataForwardingAccepted ::= ENUMERATED {


data-forwarding-accepted,


...

}

DataForwardingNotPossible ::= ENUMERATED {


data-forwarding-not-possible,


...

}

DataForwardingResponseDataBearerList ::= SEQUENCE (SIZE(1..maxnoofDRBs)) OF DataForwardingResponseDataBearerItem

DataForwardingResponseDataBearerItem ::= SEQUENCE {


dataBearer-ID







DRB-ID,



dLForwardingUP-TNLInformation

UPTransportLayerInformation







OPTIONAL,


uLForwardingUP-TNLInformation

UPTransportLayerInformation







OPTIONAL,


iE-Extensions

ProtocolExtensionContainer {{DataForwardingResponseDataBearerItem-ExtIEs}}

OPTIONAL,


...

}

DataForwardingResponseDataBearerItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

DelayCritical ::= ENUMERATED {


delay-critical,


non-delay-critical,


...

}

DLForwarding ::= ENUMERATED {


dl-forwarding-proposed,


...

}

DirectForwardingPathAvailability ::= ENUMERATED {


direct-path-available,


...

}

DRB-ID ::= INTEGER (1..32, ...)

DRBsToQosFlowsMappingList ::= SEQUENCE (SIZE(1..maxnoofDRBs)) OF DRBsToQosFlowsMappingItem

DRBsToQosFlowsMappingItem ::= SEQUENCE {


dRB-ID







DRB-ID,


qosFlowMappingList




QosFlowMappingList,


iE-Extensions

ProtocolExtensionContainer {{DRBsToQosFlowsMappingItem-ExtIEs}}

OPTIONAL,


...

}

DRBsToQosFlowsMappingItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

Dynamic5QIDescriptor ::= SEQUENCE {


priorityLevelQos


PriorityLevelQos,


packetDelayBudget


PacketDelayBudget,


packetErrorRate



PacketErrorRate,


delayCritical



DelayCritical










OPTIONAL,


averagingWindow



AveragingWindow










OPTIONAL,


maximumDataBurstVolume

MaximumDataBurstVolume








OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {Dynamic5QIDescriptor-ExtIEs} }
OPTIONAL,


...

}

Dynamic5QIDescriptor-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

--------------------------------
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---------------------------------
-- H

HandoverCommandTransfer ::= SEQUENCE {


dLForwardingUP-TNLInformation

UPTransportLayerInformation





OPTIONAL,


qosFlowToBeForwardedList


QosFlowToBeForwardedList





OPTIONAL,


dataForwardingResponseDataBearerList

DataForwardingResponseDataBearerList




OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {HandoverCommandTransfer-ExtIEs} } OPTIONAL,


...

}

HandoverCommandTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

HandoverPreparationUnsuccessfulTransfer ::= SEQUENCE {


cause



Cause,

iE-Extensions

ProtocolExtensionContainer { {HandoverPreparationUnsuccessfulTransfer-ExtIEs} }
OPTIONAL,


...

}
HandoverPreparationUnsuccessfulTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}
HandoverRequestAcknowledgeTransfer ::= SEQUENCE {


dL-NGU-UP-TNLInformation


UPTransportLayerInformation,


dLForwardingUP-TNLInformation

UPTransportLayerInformation









OPTIONAL,


securityResult





SecurityResult












OPTIONAL,


qosFlowSetupResponseList


QosFlowSetupResponseListHOReqAck,


qosFlowFailedToSetupList


QosFlowList













OPTIONAL,


dataForwardingResponseDataBearerList

DataForwardingResponseDataBearerList








OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {HandoverRequestAcknowledgeTransfer-ExtIEs} }
OPTIONAL,


...

}

HandoverRequestAcknowledgeTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

HandoverRequiredTransfer ::= SEQUENCE {


directForwardingPathAvailability

DirectForwardingPathAvailability



OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {HandoverRequiredTransfer-ExtIEs} }
OPTIONAL,


...

}

HandoverRequiredTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

HandoverResourceAllocationUnsuccessfulTransfer ::= SEQUENCE {


cause



Cause,

iE-Extensions

ProtocolExtensionContainer { {HandoverResourceAllocationUnsuccessfulTransfer-ExtIEs} }
OPTIONAL,


...

}
HandoverResourceAllocationUnsuccessfulTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}
MobilityRestrictionList ::= SEQUENCE {


servingPLMN




PLMNIdentity,


equivalentPLMNs



EquivalentPLMNs










OPTIONAL,


rATRestrictions



RATRestrictions










OPTIONAL,


forbiddenAreaInformation
ForbiddenAreaInformation







OPTIONAL, 


serviceAreaInformation

ServiceAreaInformation








OPTIONAL, 


iE-Extensions

ProtocolExtensionContainer { {MobilityRestrictionList-ExtIEs} }
OPTIONAL,


...

}

MobilityRestrictionList-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

HandoverType ::= ENUMERATED {


intra5gs,


fivegs-to-eps,


eps-to-5gs,


...

}
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