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Introduction
[bookmark: _Ref178064866]In the past RAN2 meetings, bearer type change for EN-DC was extensively discussed. It was proposed in the previous RAN3 meeting to introduce a bearer type change IE in UE CONTEXT MODIFICATION REQUEST message, in order to enable the gNB-CU to inform the gNB-DU of bearer type change with key change and allow the latter to make decision for RLC/MAC layer handling [1]. In this paper, layer 2 handling of bearer type change for gNB-CU/gNB-DU case is discussed.  
Discussion
For EN-DC, when a bearer type change that involves changing the security key is performed (e.g., from MN to SN terminated bearer) and when a key change is performed (e.g., a new KgNB is derived), the gNB-DU needs to either reset MAC/RLC layer or generate new LCH ID(s) for the affected bearer(s). The table below summarizes the different L2 handling:

Table A-1: L2 handling for bearer type change with and without security key change
	Bearer type change from row
to col
	MCG 
	Split  
	SCG

	
	no key change
	with key change
(KeNB <->
S-KgNB)
	no key change
	with key change
(KeNB <->
S-KgNB)
	no key
change
	with key change
(KeNB <->
S-KgNB)

	MCG
	N/A
	PDCP:           Re-establish
MCG RLC:    Re-establish
MCG MAC:    See Note 1
SCG RLC:      No action
SCG MAC:     No action
	PDCP: Reconfigure
MCG RLC: No action
MCG MAC: No action
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:         Re-establish
MCG RLC:   Re-establish
MCG MAC: See Note 1
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:          Recovery
MCG RLC:             Re-est+release
MCG MAC: Reconfigure
SCG RLC: Establish
SCG MAC: Reconfigure
	PDCP:         Re-establish
MCG RLC:   Re-est+release
MCG MAC: Reconfigure
SCG RLC: Establish
SCG MAC: Reconfigure

	Split
	PDCP: Recovery
MCG RLC:  No action
MCG MAC: No action
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: 
Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: Release
SCG MAC: Reconfigure
	N/A
	PDCP:      Re-establish
MCG RLC: See Note 1
MCG MAC: See Note 1
SCG RLC: 
See Note 2
SCG MAC: 
See Note 2
	PDCP: Recovery
MCG RLC:   Re-est+release
MCG MAC: Reconfigure
SCG RLC: 
No action
SCG MAC: 
No action
	PDCP:         Re-establish
MCG RLC:   Re-est+release
MCG MAC: Reconfigure
SCG RLC: 
See Note 2
SCG MAC: 
See Note 2

	SCG
	PDCP:   Recovery
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP:      Re-establish
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: Release
SCG MAC: Reconfigure
	PDCP: Reconfigure
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: No action
SCG MAC: No action
	PDCP:      Re-establish
MCG RLC: Establish
MCG MAC: Reconfigure
SCG RLC: See Note 2
SCG MAC: 
See Note 2
	N/A
	PDCP:         Re-establish
MCG RLC:    No action
MCG MAC:   No action
SCG RLC:   See Note 2
SCG MAC:   See Note 2



NOTE 1:	For MCG, the MAC/RLC behaviour depends on the solution selected by the network. It can be “MAC reset + RLC re-establishment”, or “change of LCID + RLC re-establishment”.
NOTE 2:	For SCG, MAC/RLC behaviour depends on the solution selected by the network. It can be “MAC reset by reconfiguration with Sync + RLC re-establishment”, or “change of LCID + RLC bearer release and add”.

Based on these two options, and since currently only the gNB-CU is aware of the bearer type change or security key change, it was suggested in [1] to introduce a new “bearer type change” IE in the UE CONTEXT MODIFICATION REQUEST message to inform the gNB-DU. In this way, the gNB-DU will make the decision on “MAC reset reconfiguration with Sync+RLC re-establishment” or “change of LCID + RLC bearer release and add”. 

However, it is our understanding that every time a security key change occurs, the gNB-CU needs to provide to the gNB-DU a new UL TEID for the bearer(s). Therefore, the reception of new UL TEIDs can be interpreted by the gNB-DU as an implicit indication that the security key for the bearer has changed. 

Observation 1	The reception of new UL TIEDs by the gNB-DU everytime a security change occurs can be interpreted by the gNB-DU as an implicit indication that the security key for the bearer has changed.


Observation 2	Even in case that the gNB-CU decides to change the UL TEID (e.g., for changing the IP address) a MAC/RLC layer reset or change of LCH ID is still needed at the gNB-DU.  

Based on this, we believe that a new indication is not needed. However, a clarification is needed so as to explain the behaviour of the gNB-DU when receiving new UL TEIDs.

Add the TP in [2] to clarify the behavior of the gNB-DU upon receiving new UL TEIDs.
Conclusion
In section 2 we made the following observations:
Observation 1	The reception of new UL TIEDs by the gNB-DU everytime a security change occurs can be interpreted by the gNB-DU as an implicit indication that the security key for the bearer has changed.
Observation 2	Even in case that the gNB-CU decides to change the UL TEID (e.g., for changing the IP address) a MAC/RLC layer reset or change of LCH ID is still needed at the DU.  

Based on the discussion in section 2 we propose the following:

1. Add the TP in [2] to clarify the behavior of the gNB-DU upon receiving new UL TEIDs.
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