3GPP TSG-RAN WG3 #101bis
R3-185649
Chengdu, China, 8-12 October 2018
Agenda item:

31.3.4.8
Source:
CATT
Title:
Discussion on access control related information transfer over F1 
Document for:

Other
1

Introduction
In previous RAN2 meetings, many progresses for NR access control were achieved. Additionally in RAN3, the CU-DU architecture has been captured in the corresponding specifications. However, there is still an issue for current access control mechanism under CU-DU architecture to be further discussed. In this contribution, we provide some analysis and proposals on this issue and accordingly provide CR for TS 38.473.
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Discussion
At RAN2 #102 [1], the following agreements of access control were agreed：
Agreements for NR

1
All access control info will be contained in SIB1. (We need to find a way to ensure the size is constrained)
Working assumption for NR and LTE/5GC

2
Support an encoding option 2b from the mail discussion (AC are explicitly indicated). ASN.1 for this approach will be included in the CR for SA. Further optimisations can still be considered next meeting,

Based on above information, when UE initiates a new service request, firstly its NAS layer sends corresponding access identity and access category to its AS layer, and then the AS layer makes access control decision based on AC parameters received via SIB 1, for example, calculating whether the access is allowed. If the access is failed, the AS layer of the UE starts T390 and notify NAS layer. But If the access is successful, the subsequent random access procedure is initiated. For the case of access identity = 0, basically category and cause value are one-to-one mapping relation, and then the cause value is added to the initial RRC message by the AS layer.
In some cases, based on above process, even if certain specific services are allowed to access to network via RACH procedure, the RRC entity at RAN still has right to control the access of the UE according to overloaded state information from AMF and load status of RAN, for example, accepting or rejecting the RRC establishment procedure based on the cause value within the initial RRC message. If the AC parameters broadcasted via SIB1 are not configured properly, or for some special scenarios, e.g, the numbers of users for a certain type of service suddenly increase,etc. all these cases probably result in wasting a lot of random access resources but accessing some services that exceed the capacity of the network itself. Therefore, it seems beneficial to dynamically update the AC parameters in the SIB1 and make them applicable for the latest load status of network.
Observation 1: It is beneficial to dynamically update the AC parameters in the SIB1 and make them applicable for the latest load status of network.
For non CU-DU RAN architecture, the generation and encoding of SIB1 and the processing of UE initial RRC messages are located in the same physical entity (gNB), so that the physical entity (gNB) can dynamically update AC parameters in SIB1 according to the latest load status of network. However, for CU-DU RAN architecture, the generation/encoding and broadcasting of SIB1 are located at the DU entity, while the CU entity is charge of handling the access of the UE based on cause value within initial RRC message. It is obvious that two physically separate network entities cannot perform dynamic update to AC parameters in the SIB1 via internally implementation. 
Observation 2: For CU-DU RAN architecture, two separate network entities (CU and DU) cannot perform dynamic update to AC parameters in the SIB1 via internally implementation.
In last RAN3 meeting, overload start procedure is introduced in NG interface. The load of AMF is also an important factor to be considered for UAC barring information. However, in case of CU/DU split, DU doesn’t have the load information of AMF. To resolve the problem, CU entity should provide a recommended AC value to a DU entity based on latest load condition in AMF and the latest UAC barring information received from DU . Then the DU entity will update the corresponding SIB based on the information and broadcast them via BCCH. At RAN2 # 102 [2], the following agreements of access control were agreed：

Agreements for NR and LTE/5GC

1: There are 8 barring configuration parameters sets.

2: Barring factor and barring times take same values as LTE.
Based on above information, there are up to eight indexs corresponding to different barring configuration parameters sets, and for each barring configuration parameter set, corresponding barring factor and barring time similar to LTE are specified in 38.331. Therefore, for the above mechanism, the CU may provides recommended value of barring factor and barring time for each index within GNB-CU CONFIGURATION UPDATE message in form of F1AP IE to the DU, which is responsible for encoding SIB1 and updating system broadcast.
Proposal：RAN3 to discuss the CU update mechanism of access control for NR UE and agree the CR in R3-185650.
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Conclusion

In the present contribution we make the following observations:

Observation 1: It is beneficial to dynamically update the AC parameters in the SIB1 and make them applicable for the latest load status of network.
Observation 2: For CU-DU RAN architecture, two separate network entities (CU and DU) cannot perform dynamic update to AC parameters in the SIB1 via internally implementation.
Based on the discussion in the present contribution and the observations above we propose: 

Proposal：RAN3 to discuss the CU update mechanism of access control for NR UE and agree the CR in R3-185650.
Accordingly the CR for TS 38.473 is provided in another paper [3].
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