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Introduction

RIM (remote interference mitigation ) has been discussed on last RAN1 meeting and RAN1 send an LS to RAN3 [1]. In the LS, RAN1 provides three frameworks for RAN3 to evaluate the feasibility aspects. The first part of his contribution provides initial analysis of the RIM issue and provides our view on the frameworks.

Meanwhile, it is noting that in the Objective part of SI [2], another issue relate to coordinate gNB for RIM should be investigated by RAN3. Therefore the second part of this contribution provide our consideration on this aspects.

	Study mechanisms for improving network robustness and addressing strong remote gNB interference, including potential UE side’s enhancement [RAN1]
Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:

Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]

Existing reference signals are starting points of discussion.

Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

Study the potential additional coordination among gNBs for mitigating remote interference [RAN3] 




Discussion

Background

It was agreed in RAN1 that Framework-1, Framework-2.1, Framework-2.2 in [1]are used as starting point for further study, using Framework-0 as basis for comparison. In the same LS, it is RAN1 ‘s requirement for RAN3 to provide feedback regarding feasibility of the frameworks, e.g. backhaul signaling and signaling related to set ID.

The abstract message procedures are captured in the Figure 1. The left part is framework 1 and right part is framework 2.1 & 2.2. 
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Figure 1 Message procedure of Frameworks
Feasible issue of Frameworks

From the perspective of RAN3, framework 1 does not involve message interaction in backhaul, and framework 2.1-2.2 involves message interaction in backhaul. Therefore, RAN3 can only analyze the feasibility of Framework 2.1 & 2.2. For example, RAN3 should investigate how aggressor gNB sends message 2 to victim gNB in Framework 2.1 & 2.2. 

From the perspective of RAN3, there are two main issues need to be solved. One issue is how aggressor gNB determines the gNB ID of victim gNB through RS. The second issue is how aggressor gNB route messages through backhaul to victim gNB. The two issues are elaborated in section 2.2.1 & 2.2.2 respectively.

How aggressor gNB determines the gNB ID of victim gNB through RS

The aggressor gNB can only rely on the information contained in the RS sent by victim to determine the gNB ID of the victim gNB. Victim gNB can fill in ID related information in RS, such as gNB ID, AMF ID. Cell ID. Through this information, aggressor gNB can route message to victim gNB from backhaul. 

However, the amount of information contained in RS information is limited. How much data RS can carry is within the scope of RAN1 research. Although RAN1 has yet to give a conclusion, it is safe to assume that victim gNB hardly able to carry fully carry gNB ID information by RS. For example, the gNB ID is identified as 22-32 bits, plus the operator's network information PLMN 24 bits, far away exceeding the RS capacity limit. 

Observation 1: The amount of RS information sent by Victim gNB is limited, so it is difficult for victim gNB to pass the complete gNB ID by RS. 
When the atmospheric interference phenomenon occurs, the gNBs in one area often affect the gNBs in many other areas. The gNBs in these gNBs have similar atmospheric interference characteristics. According to this feature, operators can assign group ID (Set ID) to one or more gNBs that are frequently interfered with or interfered with by other gNBs based on historical data. 

Observation 2: Group of aggressor gNBs or victim gNBs have similar atmospheric interference phenomenon. 

Other benefits of managing remote interference through SET are avoidance of signaling storms. If each gNB in the aggressor SET sends messages to each gNB in victim, then all messages need to be transmitted between gNB SET in the network, and it is easy to generate signaling storms on the network side. Therefore, messages transmitted on the network do not need to be sent from each gNB, and the central node in the group can complete the transmission of information between groups, thus greatly reducing the number of signaling transmitted in the network. 

Another advantage of managing remote interference through SET is that it is convenient for intra-SET gNB to cooperate. Because of the same characteristics, intra-SET gNB can better eliminate remote interference through cooperation. Further analysis can refer to Section 2.3 of this contribution. 

Observation 3: The advantage of a SET-based remote interference mitigation mechanism is that it avoids signaling storms and facilitates among aggressor gNBs and victim gNBs. 
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Figure 2 SET deployment 

As shown in the Figure 2 , operators can configure the gNBs with the same remote interference characteristics into one group. For example, SET1 may cause long-range interference to Set 3,4,5. When interference occurs, the RS of the gNB in SET 5 contains SET 5 information. 

Proposal 1: The gNBs with similar atmospheric interference characteristics are configured as SETs, and the RS information transmitted by Victim gNB contains SET information. 

One problem with SET-based remote interference mitigation is that aggressor gNB cannot obtain the gNB ID of victim gNB through the SET ID. A common method in LTE is to use O&M or DNS query to convert SET identity into gNB identity. The O&M or DNS inquiry method is similar to the LTE TNL discovery mechanism. 

O&M or DNS inquiry save the relationship of SET ID with gNB ID, gNB TAI, PLMN etc. Aggressor gNB in the acquired SET ID from RS from victim gNB, aggressor gNB translate it through O&M or DNS inquiry into victim gNB identification, TAI, PLMN information. Based on this information, the aggressor gNB able to sends messages to the victim gNB.

Proposal 2:Aggressor gNB converts SET ID to victim gNB ID through O&M or DNS inquiry. 

How aggressor gNB route messages through backhaul to victim gNB
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Figure 3: Routing architecture

After Aggressor gNB gets the victim gNB information, Aggressor gNB sends the message to victim gNB. As shown in Figure 3, the message needs to be sent to the victim gNB through the routing device. 

There are two main types of routing methods, one is through core network element routing, such as the NG-based routing architecture in Table 1. Another class is passed through the interface between gNBs, such as Xn based routing architecture in Table 1. 

Table 1: Routing architectures 

	NG based routing architecture
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	Xn based routing architecture
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Proposal 3：RAN3 to consider NG based routing architecture and Xn based routing architecture as star point.

Proposal 4:  RAN3 info RAN1 to capture table 1 into TR38.866.

Example procedure of Aggressor informs victim gNB
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Step 1:victim gNB finds and determines atmospheric duct interference. 

Step 2:victim gNB sends the RS at the air interface, and the reference signal carries victim SET ID. 

Step 3:After receiving the RS sent by the victim, Aggressor gNB converted it to the victim gNB ID. 

After receiving the RS, the aggressor gNB parses out the SET ID. By querying the O&M or DNS server, the information of the victim gNB can be obtained, including the gNB ID, gNB TAI information, and PLMN information. 

Step 4: Aggressor gNB sends messages to core network elements 

The aggressor gNB notifications the victim through the core network . The aggressor fills in the target address in the message as the victim's gNB ID, and fills in the TAI, PLMN and so on. At the same time, the aggressor ‘s gNB ID, aggressor ‘s TAI information and aggressor ‘s PLMN information are filled in the source address. The purpose of completing the message is to notify the atmospheric duct interference. Aggressor can reuse existing NG messages, such as UPLINK RAN CONFIGURATION TRANSFER. 

Step 5: core network element routing message to target core network 

After receiving the message, the core network routes the message to the target core network element according to the target address. As the physical distance between the aggressor and the victim may reach 300 km, the forwarding process needs to pass through one or more core network elements. 

Step 6: the core network sends the message to the victim base station. 

The victim base station receives a message confirming that the aggressor received a reference signal, and the core network element may use NG messages such as DOWNLINK RAN CONFIGURATION TRANSFER. 

Observation 4:  From RAN3’s view, Framework2.1 & 2.2 are feasible.

Proposal 5: RAN3 sends LS to RAN1 to info that Framework2.1 & 2.2 are feasible in RAN3’s view.

 Coordination among gNBs for mitigating remote interference
In the justification part of the SI [2], some drawbacks of framework in current TD-LTE system have been identified.

	In this framework, the impact of troposphere bending is mitigated to some extension, however, some disadvantages are also apparent in the proprietary implementation, e.g., rely on some static mechanism for detection signal transmission and detection  due to lack inter-vendor inter-eNB coordination, decision making is per individual eNB based implementation, etc.


The cooperation between gNBs can be divided into two parts: one is intra-SET cooperation, the other is inter-SET cooperation. Cooperation within a SET can be understood as interaction between gNBs and central nodes within a SET. Inter-SET collaboration can be understood as collaboration within aggressor and victim groups, such as the interaction between aggressor and victim gNBs in the framework in Figure 1. 

Whether intra-SET cooperation or inter-SET cooperation, the purpose is to help gNBs better eliminate atmospheric duct interference. Considering that the atmospheric duct interference has been eliminated based on a single gNB in the TD-LTE network, whether the cooperation between gNBs is needed should be considered whether it can bring more benefits than the single gNB processing. 

It is noting that Operators already notes that decision making is not so robust based on individual eNB implementation.Then it is possible to study whether to provide gNB’s coordinate to better mitigate interference.
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Figure X:

Decision making relate to victim includes how to determine the remote interference by the gNB. If misjudgment occurs, the gNB sends a reference signal, and the aggressor initiates remote interference mitigation mechanism such as resource fall back after receiving the reference signal, thus causing a waste of network resources. Therefore, Victim's central node needs to collect the interference information of the gNBs in the group to make a more accurate judgment. Another situation is that when interference has occurred, some of the gNBs in the group have not yet been detected in time, through based on the notification from the central node, these gNBs can promptly start interference mitigation mechanism. 

Observation 5： Coordination scheme among victim gNBs can help to identify remote interference more accurately.
The decision making relate to aggressor includes how the aggressor gNB determines the interference disappear. In the case of remote interference interference has not been eliminated, if there is a misjudgment happen due to a single gNB detection and aggressor notifies of victim, resulting in victim and aggressor repeatedly open and close the interference mechanism. Therefore, aggressor's central node needs to collect the information of atmospheric ducting interference disappearance measured by gNBs in the SET before making a more accurate judgment. 

On the other hand, since remote interference come from more than one aggressor gNB, single behavior of gNB does not solves the problem. In addition,some interference processing mechanisms require that intra-SET adjustments be made in a unified manner, such as power control methods. If each gNB in the group is adjusted differently, it may cause intra-SET interference between the gNBs. 

Observation 6： Coordination scheme among aggressor gNBs can help to mitigate remote interference.

After determining the interference, aggressor gNB and victim gNB need to start the interference mitigation mechanism. Therefore, the premise of aggressor and victim cooperation is to find out what interference mitigation mechanism the gNB implements. This part is being discussed in RAN1. Some basic interference mitigation mechanisms are shown in the table below.

Table 2:Candidate interference mitigation mechanism[3]

	Remote interference mitigation mechanisms 
	Mechanism description

	Time domain method
	Re-configure slot format, e.g., reduce the number of downlink symbols at the aggressor side, or reduce the number of uplink symbols at the victim side

	Frequency domain method
	Isolate the frequency domain resources of the aggressor DL and the victim UL, e.g., by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them

	Spatial domain method
	Use the beam pairs without remote interference between the aggressor DL and the victim UL. Or, change to another beam of the victim UL when remote interference is identified in Step 0A

	Power domain method
	Increase UL transmission power of the UEs attached in the victim cell, but that will cause more interference to neighbor cells and increase UE power consumption; Or reduce DL transmission power of the aggressor, but that will impact on the coverage of the cell

	Other methods
	Increase down tilting, adopt advanced receiver


Although the interference mitigation mechanism has not been stabilized, it can be seen that the configuration of these mechanisms is not static, and the configuration needs to be adjusted in time, such as Tx Down-tilting in spatial domain, time domain backoff. Frequent exchange of information between gNBs brings unnecessary signaling overhead to the network. Therefore, we need to wait RAN1 ‘s input on the IE in the message and the volume of messages.

Observation 7: Coordination scheme  aggressor gNBs and victim  gNBs  should consider remote interference mitigation mechanism in aggressor gNBs and victim gNBs.

Proposal 6: Coordination scheme among aggressor gNBs and victim  gNBs and Coordination scheme between aggressor and victim gNB need to be studied to mitigate remote interference.

Conclusion and Proposal
Here we observe and propose:

Observation 1: The amount of RS information sent by Victim gNB is limited, so it is difficult for victim gNB to pass the complete gNB ID by RS. 
Observation 2: Group of aggressor gNBs or victim gNBs have similar atmospheric interference phenomenon. 

Observation 3: The advantage of a SET-based remote interference mitigation mechanism is that it avoids signaling storms and facilitates among aggressor gNBs and victim gNBs.
Proposal 1: The gNBs with similar atmospheric interference characteristics are configured as SETs, and the RS information transmitted by Victim gNB contains SET information. 

Proposal 2:Aggressor gNB converts SET ID to victim gNB ID through O&M or DNS inquiry. 

Proposal 3：RAN3 to consider NG based routing architecture and Xn based routing architecture as star point.

Proposal 4:  RAN3 info RAN1 to capture table 1 in to TR38.866.

Observation 4:  From RAN3’s view, Framework2.1 & 2.2 are feasible.

Proposal 5: RAN3 sends LS to RAN1 to info that Framework2.1 & 2.2 are feasible in RAN3’s view.

Observation 5： Coordination scheme among victim gNBs can help to identify remote interference more accurately.

Observation 6： Coordination scheme among aggressor gNBs can help to mitigate remote interference.

Observation 7: Coordination scheme  aggressor gNBs and victim  gNBs  should consider remote interference mitigation mechanism in aggressor gNBs and victim gNBs.

Proposal 6: Coordination scheme among aggressor gNBs and victim  gNBs and Coordination scheme between aggressor and victim gNB need to be studied to mitigate remote interference.
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